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RESUM

L’us de xarxes socials ha crescut exponencialment durant els tltims cinc anys. Ja sigui a
través de dispositius mobils o amb els ordinadors de titularitat empresarial, els
treballadors fan us d’aquestes plataformes durant 1’horari laboral, posant a 1’abast de
moltes persones continguts que revelen caracteristiques de la seva personalitat,
preferencies, opinions i informacions sensibles, a la vegada que poden disminuir la seva
propia productivitat.

Aquestes dades, si bé en un principi son susceptibles de ser protegides pel Dret a la
intimitat i els Drets a la llibertat d’expressio, poden tenir una lectura diferent per part de
I’empresari, que davant de comentaris ofensius cap a la seva persona o de les dites
actuacions contraries a la bona fe contractual, pot declarar extingida la relacié laboral
mitjangcant un acomiadament de tipus disciplinari.

La investigacid esta centrada en el Dret Public espanyol, especialment a les branques
constitucional i laboral, amb un analisi de la jurisprudencia recent produida pels
Tribunals Superiors de Justicia.

Paraules clau: xarxes socials, drets fonamentals, dret public, acomiadament
disciplinari, dret a la intimitat, dret a la Ilibertat d’expressio, bona fe contractual,
proporcionalitat, productivitat.

ABSTRACT

The use of social networks han grown exponentially during the last five years. No
matter if it is by mobile devices or by the computers property of the company, the
workers use these platforms during the labour time, putting within reach of lots of
people contents that reveal characteristics of their personality, preferences, opinions and
sensitive informations, and at the same time they may reduce their own productivity.

This data, although at a first sight is capable of being protected by the right to privacy
and the freedom of speech, could have a different analysis by the company, and declare
extinguished the labour relationship using a disciplinary dismissal, because of offensive
commentaries and the so-called behaviours contrary to the good faith of the contract.

The investigation is focused in spanish Public Law, specially to the constitutional and
labour disciplines, having and analysis of the recent case law produced by the High
Courts of autonomous communities.

Keywords: social networks, fundamental rights, public law, disciplinary dismissal, right
to privacy, freedom of speech, good faith of the contract, proportionality, productivity.
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I. INTRODUCCIO

1. Perspectiva

Els canvis tecnologics dels dltims anys estan tenint una incidencia cada cop més
destacada a I’ambit dels Drets Fonamentals, i en especial, en I’exercici d’aquests dins de
Iesfera laboral'. Aquestes novetats han modificat gran part de les practiques laborals i
industrials heretades del model productiu fordista, derivant en una crisi dels principis
fonamentadors del Dret del Treball, a favor de la tant anomenada flexibilitat®.

Les xarxes socials, especialment Facebook | Twitter, que han experimentat un creixement
exponencial recent, son espais a on les persones posen a I’abast del gran public
nombrosa informacié de caire privat, que pot tenir una gran incidencia en el desti del
seu propi vincle de treball. Segons la Directiva 98/34/CE, modificada per la Directiva
98/48/CE, les xarxes socials son plataformes de comunicacio en linia que permeten als
individus de crear xarxes d’usuaris (article 1.2). Aquestes plataformes permeten
interactuar amb les altres persones, compartir informacio i fer-la accessible de forma
immediata. Es tracta d’un fenomen viral, caracteritzat per la vinculacié entre els usuaris
i mesurable en graus, a on el primer grau son els contactes directes, el segon grau els
contactes de contactes, i aixi successivament. A grans trets, distingim tres tipus de
xarxes socials: les de comunicacio (Facebook, Tuenti, MySpace), les especialitzades

(Instagram, Twitter) i les professionals (Linkedln)°.

Els usuaris d’aquestes tecnologies han de proporcionar forgcosament dades personals per
a crear el seu propi perfil. Algunes xarxes socials demanaran més dades ab initio,
d’altres menys, perd a mida que es vagi utilitzant s’afegiran comentaris, fotografies,

videos o informacié que tracti sobre altres persones, creant en relativament poc temps

! ALARCON CARACUEL, Manuel Ramoén, 2004: La informatizacion y las nuevas formas de trabajo. A
Alarcén Caracuel, Manuel Ramoén, i Esteban Legarreta, Ricardo (Coord.): Nuevas tecnologias de la
informacion y la comunicacion y Derecho del Trabajo, Madrid, Ed. Bomarzo, p. 15-18.

2 FALGUERA BARO, Miquel Angel, 2004: Trabajadores, Empresas y Nuevas Tecnologias. A Gomez
Martinez, Carlos (Dir.): Derecho a la Intimidad y Nuevas Tecnologias, Madrid, Consejo General del
Poder Judicial, p. 189-190.

® ORTIZ LOPEZ, Paula, 2010: Redes sociales: funcionamiento y tratamiento de informacion personal. A
Rallo Lombarte, Artemi, i Martinez Martinez, Ricard (Coord.): Derechos y Redes Sociales, Cizur Menor,
Ed. Aranzadi, p. 24-26.



un perfil molt complet de la personalitat i interessos de 1'usuari’. A aquestes dades
resulta aplicable la Llei Organica 15/1999, de 15 de desembre, de Proteccié de Dades de
Caracter Personal (LOPD) i la normativa de desenvolupament®, juntament amb la Llei
34/2002, de Serveis de la Societat de la Informacié i de Comer¢ Electronic.

Tenir un perfil a una xarxa social obliga a mantenir el compte de forma continua.
Apareixeran noves converses, s’expressaran opinions i es penjaran fotografies i videos.
La participacio dels altres usuaris obliga també a participar al respecte, i pot no ser facil

arribar a desconnectar-se d’un procés continu com aquest.

Pero les xarxes socials no son entitats sense anim de lucre. Sén empreses privades que
basen el seu Business Model en la possessio i analisi de la informacio dels seus usuaris.
En els inicis, treballaven amb tecniques basiques de sociologia, pero actualment empren
sistemes matematics cada vegada més complexos i poden analitzar la interaccid social i
la reputacio®. Aquestes dades permetran que la xarxa social posi a ’abast de I'usuari
publicitat dirigida, fent que la gratuitat de la plataforma sigui només aparent, i que
aquest la pagui amb la seva propia privacitat, a través de les dades del seu perfil o
navegacio’. Només cal llegir amb atencié la politica de Facebook sobre les dades
obtingudes: aquestes passaran a formar part de la seva propietat, i en podran fer 1’as que
en desitgin. Els governs i agéncies d’espionatge, sent de rellevancia publica el cas dels
Estats Units®, tenen gran interés en disposar d’aquestes dades personals dels seus

ciutadans® i també de persones residents a altres paisos.

* CARDONA RUBERT, Maria Belén, 2010: Redes sociales en el contrato de trabajo. A Rallo Lombarte,
Artemi, i Martinez Martinez, Ricard (Coord.): Derechos y Redes Sociales, Cizur Menor, Ed. Aranzadi, p.
167.

® Reial Decret 1729/2007, de 21 de desembre. Segons el Tribunal Constitucional, es produeix una reserva
de llei en matéria d’aspectes essencials de recollida i utilitzacio de dades, de manera que no es poden
transferir al reglament (STC 292/2000, de 30 de novembre).

® ROIG i BATALLA, Antoni, 2010: Derechos Fundamentales y tecnologias de la informacion y de las
comunicaciones (TICs), Barcelona, Bosch Editor, p. 65.

" ORTIZ LOPEZ, Paula, 2010: Redes sociales: funcionamiento y tratamiento de informacién personal, p.
27.

& Amb la USA Patriot Act (UPA), de 24 d’octubre de 2001, es produeix en aquest pais una gran limitacid
al Dret a la intimitat personal i familiar i al secret de les comunicacions. EI Govern Federal té plens
poders per a la intervencio de qualsevol tipus de comunicacio, amb el pretext d’incrementar la seguretat
nacional davant de possibles actes de delingliéncia organitzada i terrorisme.

® Instituto Nacional de Tecnologias de la Comunicacion (INTECO) i Agencia Espafiola de Proteccion de
Datos (AEPD), 2009: Estudio sobre la privacidad de los datos personales y la seguridad de la
informacion en las redes sociales online, p. 82.



La majoria d’usuaris publiquen més dades personals de les que es poden imaginar en un
principi. Aquestes informacions poden tractar les seves opinions politiques, creences
religioses, origens i etnia de pertinenca, afiliacié sindical, salut i vida sexual... pero
també es poden referir a terceres persones, que poden desconeixer tals difusions,
provocant-los-hi una clara situacié d’indefensi6. Amb motors de cerca com Google O
Yahoo!, que posen a I’abast de qualsevol persona els perfils dels usuaris i1 altres

informacions sensibles d’aquests, ¢ls riscos cap als Drets Fonamentals s’incrementen.

S’ha de tenir present que a dins d’una relacio laboral, els Drets Fonamentals dels
treballadors no presentaran una eficacia immediata: convé valorar altres Drets i bens
constitucionals protegits, tenint present que el treballador esta subjecte a una relacié de

dependeéncia respecte dels seu ocupador, plasmada en el contracte de treball.

2. Xarxes socials i treballadors

La incidéncia de les xarxes socials ja és forta inclus abans que el treballador sigui
contractat per la seva hipotetica futura empresa. Algunes plataformes, com ara Linkedln,
estan dissenyades per a oferir informacio de tipus professional i académic dels seus
usuaris cap als futurs ocupadors o al puablic en general. En aquesta xarxa no hi ha amics

com a Facebook, sind que hi ha contactes'®.

Els empresaris o departaments de recursos humans sén conscients que a Internet
trobaran molta informacié sobre els seus candidats, i especialment a les esmentades
plataformes trobaran continguts de la seva vida privada, preferéncies i caracteristiques
personals, que poden acabar decidint la seva contractacid (0 no) en el procés de
seleccid. Des de la CNIL francesa, que és un organisme equiparable a 1’Ageéncia
Espanyola de Proteccié de Dades, s’ha publicat que el 35% dels contractadors descarten
a aspirants només per les informacions que troben a la xarxa'’. En aquest sentit, es

podrien originar nombroses discriminacions, vulnerant aixi a la legislacié laboral vigent

10 L éxit d’aquesta xarxa es deu en part a I’increment de la precarietat laboral a la nostra societat, que
obliga a tenir un perfil professional actualitzat i visible de forma permanent, per a poder saltar a una feina
millor, o senzillament arribar a ser contractat.

! Commission Nationale de I’Informatique et des Libertés (CNIL), 2014: Candidats a I'emploi: protégez
votre  réputation  sur le  web! En linia: http://www.cnil.fr/documentation/fiches-
pratiques/fiche/article/candidats-a-lemploi-protegez-votre-reputation-sur-le-web/


http://www.cnil.fr/documentation/fiches-pratiques/fiche/article/candidats-a-lemploi-protegez-votre-reputation-sur-le-web/
http://www.cnil.fr/documentation/fiches-pratiques/fiche/article/candidats-a-lemploi-protegez-votre-reputation-sur-le-web/

i els Drets Fonamentals, pero el fet que aquestes actuacions corporatives siguin

invisibles no permet d’impugnar-ho a la jurisdiccié ordinaria.

Des de certes instancies, es considera que 1'is de les xarxes socials facilita Ila
comunicacid entre els treballadors de I’empresa, establint sinergies i relacions que abans
eren inexistents, que poden facilitar la presa de decisions a nivell corporatiu i aportar
valor. Per0 no tot seran increments en el rendiment, ja que els treballadors poden emprar
aquestes tecnologies per a finalitats del tot alienes a ’activitat professional. A més de
derivar en un lucrum cessans, tals actuacions poden representar perills per a la seguretat
empresarial i també poden malmetre el seu prestigi. També han canviat els patrons
socials laborals: s’ha passat del temps de descans d’entrepa, de temps acotat, cap a un
descans informal (i precari), en qué el treballador es pot connectar a les xarxes socials

amb el seu teléfon mobil o amb el mateix ordinador propietat de I’'empresa’.

Tenint en compte que els dispositius mobils tenen aplicacions de xarxes socials, una
politica empresarial que limiti completament el seu Us a través dels terminals
informatics de la seva titularitat, no aconseguira [’eficacia pretesa, ja que els
treballadors empraran I’altra via per a seguir comunicant-se igualment®®. Anteriorment,
la jurisprudencia era altament restrictiva, considerant que 1’as dels mitjans tecnologics
propietat de I’empresa sense autoritzacid era una falta molt greu, susceptible de la
maxima sancié disciplinaria, per confusié d’allo alié amb allo propi**. Perd els temps
han canviat, creant-se una tolerancia generalitzada cap a aquests usos, i a la vegada
dificultats per determinar 1’adequacié de certs comportaments. Es un bon moment
perque les empreses, bé a través de normativa interna o de la negociacié col-lectiva,

estableixin una regulacio que harmonitzi els interessos d’ambdues parts.

Amb les noves tecnologies, resulta més dificil de separar els aspectes privats dels

publics de cada ciutada. El contingut essencial del Dret a la intimitat queda afectat, i

2 MARTINEZ FONS, Daniel, 2007: El uso y control del correo electrénico e Internet en la empresa:
aspectos laborales. A Roig i Batalla, Antoni (Coord.): El uso laboral y sindical del correo electronico e
Internet en la empresa. Aspectos constitucionales, penales y laborales, Valéncia, Tirant Lo Blanch, p.
179.

3 CARDONA RUBERT, Marfa Belén, 2010: Redes sociales en el contrato de trabajo, p. 165.

“ MARTINEZ FONS, Daniel, 2007: El uso y control del correo electrénico e Internet en la empresa:
aspectos laborales, p. 185.



concretament el precepte constitucional que I’articula especificament, I’article 18 CE™.
Hom pot publicar imatges de feli¢os dies de vacances en una localitat turistica, i estar en
aquest mateix moment de baixa per uns problemes de salut o depressid. L’empresari, en
accedir a aquests continguts a les xarxes socials, pot procedir a I’acomiadament
disciplinari d’aquesta persona. En aquests casos, convé determinar si aquestes dades son
proves determinants d’una actitud contraria a la bona fe efectuada pel treballador, que

suposa una infraccid molt greu, susceptible d’acomiadament.

Igualment, a través d’aquestes plataformes el treballador pot expressar opinions, idees 1
critiques, que poden incidir en el marc de la relaci6 laboral. El fet que se celebri un
contracte de treball, no prohibeix als treballadors que disposin dels Drets Fonamentals
reconeguts per la norma normarum, pero si que en pot modular el seu exercici. En
aquest cas, el Dret a la Ilibertat d’expressié reconegut per I’article 20.1 CE es veuria
limitat pel principi de bona fe entre les parts que integren la relacid laboral. S’ha de
tenir present que les tecnologies actuals faciliten una rapida difusiéo de continguts, de
manera que es produeix un notable efecte d’amplificacié de qualsevol circumstancia

que sigui comunicada a les xarxes socials.

3. Estructura i metodologia

El present treball efectua una investigacio sobre les situacions tractades anteriorment,
basada en la jurisprudencia dels tribunals espanyols i la doctrina més autoritzada en la
matéria, des de la perspectiva doble del Dret Constitucional i el Dret Laboral. La
novetat de les TICs ha obligat que els jutges i tribunals gestionessin les problematiques
juridiques fent una ponderacié ad casum de les circumstancies concretes'®, és per
aquesta rad que ¢és important d’efectuar un analisi acurat de les seves resolucions. S’ha

optat per un plantejament triple dels casos a estudiar:

En primer lloc, s’analitzara 1’0s de xarxes socials a dins 1’horari laboral i com la
jurisprudéncia ha articulat els limits diferenciadors entre la utilitzacié raonable de

I’abusiva. Es important de determinar si les investigacions efectuades per la part

1> Referint-se a les NTICs, és fonamental 1’article 18.4 CE, que es separa del concepte classic de Dret a la
intimitat per a articular les bases del Dret a la proteccié de dades personals (com ha delimitat la STC
292/2000, de 30 de novembre): La llei limitara ['is de ['informatica per a garantir I’honor i la intimitat
personal i familiar dels ciutadans i el ple exercici dels seus drets.

' MARTINEZ FONS, Daniel, 2007: El uso y control del correo electrénico e Internet..., p. 178-179.



empresarial vulneren el Dret a la intimitat. La situacié no ha variat significativament, en
comparacid6 a I’us del correu electronic o d’Internet de I’empresa per a fins

extraproductius, que fa uns anys va entrar amb forca en el debat juridic.

En segon lloc, es tractara com s’equilibra el Dret a la llibertat d’expressio respecte de
les obligacions que generen les relacions laborals. Certs comentaris ofensius a I’empresa
(o empresari), que van més enlla de la critica, poden suposar un acomiadament de caire
procedent, segons les ponderacions efectuades pels Tribunals Superiors de Justicia de

les Comunitats Autonomes.

Finalment, en tercer lloc, tenint en compte que els casos anteriors estan ben delimitats,
s’agruparan en un apartat conjunt altres situacions en que el treballador pot actuar de
forma contraria a la bona fe, sent aquestes infraccions susceptibles d’acomiadament.
S’analitzara el cas de les baixes laborals amb una causa simulada, que I’empresari
descobreix a partir de continguts que son publicats a les xarxes socials, i també
situacions en qu¢ la seguretat de I’empresa 0 la seva capacitat de competir en el mercat

es troben en perill, a causa de la publicacio de determinats continguts en aquests espais.

II. NAVEGACIO EN XARXES SOCIALS DURANT L’HORARI
LABORAL

1. Regles d’us i prohibicions

El cas que ens ocupa, de 1'as de les xarxes socials dins de I’horari laboral, és semblant
al que amb anterioritat ja s’havia produit amb el correu electronic personal'’ o 1Gs
d’Internet de forma genérica. El treballador esta fent servir un ordinador que és un mitja
de titularitat empresarial, i no seva, i aquesta caracteristica és determinant a 1’hora
d’investigar si s’extralimita amb els seus comportaments, originant un abus de dret o
vulnerant el principi de bona fides contractual®.

Aixi doncs, la proteccid a la intimitat queda debilitada, contrariament a la visio

garantista que en un principi podria semblar. Per aquesta rad, no resulta d’aplicacid

Y DRUMMOND, Victor, 2004: Internet, Privacidad y Datos Personales, Madrid, Ed. Reus, p. 94-107.
¥ FALGUERA BARO, Miquel Angel, 2004: Trabajadores, Empresas y Nuevas Tecnologias, p. 196.
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I’article 18 de DI’Estatut dels Treballadors (ET)', que suposaria d’equiparar els
ordinadors de ’empresa amb les guixetes en qué el treballador hi guarda les seves
pertinences personals®, sin6 que s’aplica Iarticle 20.3 ET?, que ofereix ’esmentada
proteccié menys definida?. En aquest sentit, la Senténcia del Tribunal Suprem de 26 de
setembre de 2007 ha establert una posicid6 doctrinal seguida per nombrosa
jurisprudéncia posterior, indicant que la lectura de I’article 20.3 ET s’ha de fer amb

certes matisacions, que tractarem ara.

En primer lloc, I’exercici per part de ’empresari de les facultats de vigilancia i control
ha de tenir en consideraci6 la dignitat del treballador?. El fet que en general hi hagi una
tolerancia cap a certs usos personals moderats dels mitjans informatics i de
comunicacio facilitats per ['empresa als treballadors fa que es crei una expectativa
també general de confidencialitat en aquests usos. No pot prevaldre el respecte a la
intimitat del treballador, si aquest fa un Us dels aparells que va en contra de les

. . .24
instruccions donades per I’empresari®”.

Per aquest motiu, la companyia hauria d’establir amb caracter previ les regles
d’utilitzacié dels mitjans, d’acord amb les exigéncies de la bona fe, i informar als
treballadors que es produira control 0 mesures preventives, com que certes connexions
no seran permeses. La questio gira al voltant de si existeix 0 no una expectativa
raonable d’intimitat, en la definicié donada per les Senténcies del Tribunal Europeu de
Drets Humans (TEDH) de 25 de juny de 1997 (Cas Halford) i 3 d’abril de 2007 (Cas

9 Article 18 ET, Inviolabilitat de la persona del treballador. Només es podran fer registres sobre la
persona del treballador, a les seves guixetes i efectes particulars, quan siguin necessaris per la proteccid
del patrimoni empresarial i del dels altres treballadors de ’empresa, dins del centre de treball i en hores
de treball. En la seva realitzacié es respectara al maxim la dignitat i intimitat del treballador i es
comptara amb [’assisténcia d’'un representant legal dels treballadors o, en la seva abséncia del centre de
treball, d’altre treballador de |’empresa, sempre que aixo fos possible.

2 EALGUERA BARO, Miquel Angel, 2004: Trabajadores, Empresas y Nuevas Tecnologfas, p. 207-209.
21 Article 20.3 ET, Direcci6 i control de I’activitat laboral. L empresari podra adoptar les mesures que
estimi més oportunes de vigilancia i control per a verificar el compliment pel treballador de les seves
obligacions i deures laborals, guardant en la seva adopcid i aplicacié la consideracié deguda a la seva
dignitat i tenint en compte, en el seu cas, la capacitat real dels treballadors amb discapacitat.

%2 Malgrat alguna resoluci6 que ha validat I’aplicacié de I’article 18 ET als ordinadors (STSJ de Cantabria
de 26 d’agost de 2004), bona part de 1a jurisprudencia i la doctrina han considerat que aquests son eines
de treball disposades amb finalitats productives, a diferéncia de les taquilles, que son espais reservats a
1’ts exclusiu del treballador per a dipositar-hi els seus objectes personals.

2 STC 98/2000, de 10 d’abril, i STC 186/2000, de 10 de juliol. Posteriorment seran tractades.

* En els termes de la STS de 6 d’octubre de 2011 (Sala Social): El qui envia una postal, enlloc d’una
carta tancada, sap que el secret no afectara al que esta a la vista; qui entra a [’ordinador sotmés al
control d’altre, que ha prohibit els usos personals i que té “ex lege” facultats de control, sap que no té
una garantia de confidencialitat.

11



Copland), que van enjudiciar si s’havia produit una vulneraci6 de I’article 8 del

Conveni Europeu de Drets Humans® en el si de la relacié laboral.

En segon lloc, I’abast de la proteccid de la intimitat ha de ser compatible amb el control
licit efectuat per la part empresarial. S’ha de tenir en compte que tant les comunicacions
per teléfon com per correu electronic (podent incloure aqui els missatges de tipus privat
efectuats a través de xarxes socials), entren a dins de la garantia constitucional del secret
de les comunicacions, un ambit de proteccié reforcat que es diferencia del dret a la
intimitat, malgrat la confusié habitual. Amb la intimitat es protegeix un ambit personal
davant del coneixement alie, en canvi, amb el dret al secret de les comunicacions, es
protegeix el contingut d’un missatge enfront de terceres persones, sent indiferents els

aspectes intims o personals®.

Si bé el Tribunal Suprem, en un inici, es decanta per considerar que els arxius temporals
que recullen els llocs visitats a la xarxa (Cookies o galetes) son més aviat rastres o
empremtes de la “navegacio” a Internet i no informacions de caracter personal que es
guarden amb caracter reservat, posteriorment recull la jurisprudéncia assentada pel
TEDH al destacat Cas Copland?’. L’empresa ha d’advertir préviament de les regles d’us
de I’ordinador (plasmades en un conveni col-lectiu, o bé en un reglament intern o codi

de conducta®®), informant del seu control®

, 1 demostrant que no existeix un altre mitja
per a valorar la infraccid. Si no duu a terme aquestes mesures, generara una lesio al dret
a la intimitat del treballador. Altrament, I’empresa podria instal-lar filtres per no haver

de controlar les pagines concretes, sense afectar aixi a la intimitat del treballador®.

% Article 8.1 CEDH. Tota persona té dret al respecte de la seva vida privada i familiar, del seu domicili i
de la seva correspondéncia. El CEDH s’ha incorporat a I’ordenament juridic espanyol a través de I’article
96 CE, i és un criteri d’interpretaci6 dels Drets Fonamentals, segons 1’article 10.2 CE, incidint aixi en les
resolucions del Tribunal Constitucional.

% ROIG i BATALLA, Antoni, 2007: El uso de Internet en la empresa: aspectos constitucionales. A Roig
i Batalla, Antoni (Coord.): El uso laboral y sindical del correo electrdnico e Internet en la empresa.
Aspectos constitucionales, penalesy laborales, Valéncia, Tirant Lo Blanch, p. 72.

T El TS reconeix que aquests arxius poden contenir dades sensibles en ordre a la intimitat, en la mesura
que poden incorporar informacions reveladores sobre determinats aspectes de la vida privada
(ideologia, orientacio sexual, aficions personals, etc.).

8 DRUMMOND, Victor, 2004: Internet, Privacidad y Datos Personales, p. 99-100.

2 GONI SEIN, José Luis, 2004: Vulneracién de derechos fundamentales en el trabajo mediante
instrumentos informaticos, de comunicacion y archivo de datos. A Alarcén Caracuel, Manuel Ramon, i
Esteban Legarreta, Ricardo (Coord.): Nuevas tecnologias de la informacién y la comunicacion y Derecho
del Trabajo, Madrid, Ed. Bomarzo, p. 86.

% ROIG i BATALLA, Antoni, 2007: El uso de Internet en la empresa: aspectos constitucionales, p. 69-
70.
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En referencia als anomenats codis de conducta, no només és important que s’incloguin
aspectes de navegacido a través d’Internet (preveient pagines web prohibides, per
exemple), sind que també es tracti 1"as del correu electronic per a fins extraproductius i
les xarxes socials, les descarregues il-legals i els problemes originats per virus
informatics. Si no es determinen sancions per faltes relacionades amb les noves
tecnologies, hi hauran casos d’arbitrarietat, que podrien derivar en una situacid
d’indefensid del treballador. Es important que els treballadors coneguin les condicions
de recollida, emmagatzematge i Us de les dades registrades, i mecanismes de garantia de
confidencialitat, en cas d’haver-hi un control®..

L’empresari pot aplicar dos tipus de control: en primer lloc, 'indirecte (basat en el
comput de del temps de navegacio i la freqiencia de les visites, o la disminucié de la
productivitat, entre altres aspectes) i en casos excepcionals, el de continguts (amb
indicis clars de la comissio d’un acte delictiu per part del treballador, per exemple. Es
pot fer en temps real o a posteriori). Aquest segon control ha de tenir una justificacié
rellevant, no hi ha d’haver una mesura menys gravosa que permeti obtenir els mateixos
resultats, la durada d’aquest control no pot ser indefinida, i s’ha de limitar a una finalitat

(si aquesta canvia, s’haura de redefinir el control a utilitzar)®.

La Sentencia del Tribunal Superior de Justicia de La Rioja de 23 de maig de 2011, va
enjudiciar el cas en que una treballadora de recursos humans d’una empresa de treball
temporal va ser acomiadada per fer nombroses connexions a Facebook durant la seva
jornada laboral®. L’empresa li va fer diversos advertiments verbals, instaurant
prohibicions absolutes i parcials a tots els treballadors (plasmats a la normativa i en una
circular informativa), per a garantir I’efectiva utilitzacié laboral dels mitjans
informatics, 1 informant que es produiria un control d’aquest Gs. Com que la
treballadora segui amb la seva conducta inadequada, la va acomiadar. EI TSJ de La
Rioja valora si s’havia produit una intromissi6 a la intimitat de la treballadora per a

consultar el registre de pagines web visitades, fent s de la doctrina de la il-legalitat de

! THIBAULT ARANDA, Javier, 2003: El Derecho espafiol. A Jeffery, Mark; Thibault Aranda, Javier, i
Jurado, Angel: Tecnologia Informatica y Privacidad de los Trabajadores, Cizur Menor, Ed. Aranzadi, p.
70.

%2 ROIG i BATALLA, Antoni, 2010: Derechos Fundamentales y tecnologias de la informacion y de las
comunicaciones (TICs), p. 23-24.

% En penjar fotografies i videos a aquesta xarxa social, a més, bloguejava temporalment la navegacid i
aplicacions corporatives de I’oficina.
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la prova il-licitament obtinguda, establerta pel Tribunal Suprem el 2007. Tenint en
compte que s’havien fet a la treballadora els advertiments pertinents i se I’havia
informat de la normativa interna, el Tribunal considera que la mesura de control no ha

estat injustificada ni desproporcionada, sense lesionar-li el dret a la intimitat.

Aplicant T’article 54.2d) ET, el Tribunal resol declarant la procedéncia de
I’acomiadament. L’esmentat precepte faculta a ’empresari per a extingir la relacio
laboral, partint d’un incompliment greu 1 culpable del treballador, basat en la
transgressio de la bona fe contractual, aixi com 1’abus de confianca en I’acompliment
del treball. Aquesta formula sera I’emprada en tots els acomiadaments disciplinaris per
I’6s de les xarxes socials per part dels treballadors en perjudici de ’empresa, com
s’apreciara en la present recerca juridica®. El criteri de la bona fe no es pot comparar
amb el deure de fidelitat del treballador o el principi de lleialtat, ja que aquests es basen
en la subjeccio del treballador a [’interés empresarial, i aixo no es compatible amb el
sistema constitucional de relacions laborals®. La Constitucié impedeix que s’entengui
la relacio contractual de forma unilateral (sense considerar els Drets Fonamentals del

treballador)®, a partir de la regla de la bona fe*’.

Una altra resolucid rellevant és la del Tribunal Superior de Justicia d’Asturies de 11 de
novembre de 2011. Un treballador del Registre de la Propietat, amb una antiguitat alta,
era el que tenia un rendiment més baix i accedia en nombroses ocasions a xarxes socials
(Facebook 1 diverses webs d’encontres sexuals), i en menor mesura a jocs per Internet i
diaris digitals®. Aquesta Senténcia té moltes semblances amb Ianterior, declarant
igualment la procedéncia de I’acomiadament i fonamentant-lo en la jurisprudencia del

Tribunal Suprem citada®.

% S’ha de tenir en compte que en funcio del comportament del treballador se sumaran altres subapartats
de ’ET al precepte esmentat. Aixi, s’aplicara I’apartat 2c) en cas d’ofenses verbals a 1’empresari, o
I’apartat 2e), per disminuci6 continua i voluntaria del rendiment de treball normal o pactat.

%% STC 151/2004, de 20 de setembre.

% ROIG i BATALLA, Antoni, 2007: El uso de Internet en la empresa..., p. 42.

%7 La bona fides incideix en ambdés subjectes de la relacié laboral, empresari i treballador, com indiquen
els articles 5a) 1 20.2 de I’Estatut dels Treballadors.

% Hi havia entre 400 i 500 accessos diaris. Es procedi al seu acomiadament per transgressio de la bona fe
contractual, després que no rectifiqués la tendencia, havent perd mostrat abans la seva conformitat a les
Normes d’us i bones practiques, que li prohibien aquests comportaments.

%9 E1 TSJ efectua, perd, dos pronunciaments discutibles. En primer lloc, considera que no s’ha vulnerat el
dret a la intimitat del treballador, quan per elaborar I’informe pericial (aportat per I’empresa) s’han
publicat amb profusié d’imatges i continguts impressions de pantalla dels llocs web visitats, sent
informacio del tot prescindible.
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2. La teoria gradualista de les sancions i el principi de proporcionalitat

Segons I’anomenada teoria gradualista, les sancions s’aplicaran de forma gradual tenint
en compte els elements que concorren de cada cas concret®. L’examen individualitzat
obliga a ponderar la intencio de I’infractor, la possibilitat que hi hagués una provocacié
previa i altres circumstancies. Quan la conducta del treballador, tenint en compte tals
aspectes, comporta una infraccid culpable de la maxima gravetat, sera procedent la
sancid d’acomiadament, que ¢és a la vegada la més greu de I’escala de sancions

aplicables per la comissio de faltes en el treball*".

Es important tenir present que no tindran efectes les proves obtingudes violentant els
Drets Fonamentals, i aixi, un acomiadament basat en aquestes seria nul (I’article 11.1 de
la Llei Organica 6/1998, del Poder Judicial, i article 287.1 de la Llei d’Enjudiciament
Civil, supletoria de la Llei de la Jurisdicci6 Social)*’. Tot i aixd, el Tribunal
Constitucional també ha creat la doctrina de la connexié d’antijuridicitat™, que es basa
en que no hi ha suficient vinculacié entre el mitja de prova obtingut i la lesio al Dret
Fonamental per a considerar que s’ha vulnerat la tutela judicial efectiva, de manera que

aquest mitja es podria emprar**.

Davant de I’argumentacié indeterminada del Tribunal Suprem que hem tractat
anteriorment, el Tribunal Constitucional ha articulat les regles que permetran enjudiciar
cada cas en concret a les Senténcies 98/2000, de 10 d’abril, i 186/2000, de 10 de juliol,

1 que es basen en el principi d’intervencid minima o d’estricta indispensabilitat de la

I en segon lloc, hi ha dues treballadores que també han dut a terme nombrosos accessos a pagines web
inapropiades en horari laboral (el Tribunal no ha volgut que constés la xifra, referint-se només a certa
activitat), i que només han estat advertides, vulnerant al principi d’igualtat (article 14 CE). El TSJ efectua
una remissio a la STS de 24 de setembre de 1986, que estableix que no s’identificara un tracte desigual
quan ’empresa aprecia indiciariament en virtut de la seva propia depuracio6 dels fets, com a titular del
poder disciplinari, que no ha estat la mateixa [l ’actitud dels treballadors acomiadats i la dels restants.

“ FALGUERA BARO, Miquel Angel, 2005: Criterios doctrinales en relacion con el uso por el
trabajador de los medios informéaticos empresariales para fines extraproductivos. A Serna Calvo, Mar
(Dir.): Derecho social y nuevas tecnologias, Madrid, Consejo General del Poder Judicial, p. 301-303.

*1 STS de 17 de novembre de 1988 (Sala Social).

2 A més, segons la doctrina de la fiuita de I'arbre enverinat, altament divulgada per la jurisprudéncia
nord-americana (the tainted fruit), no només s’inutilitzaria la informacié obtinguda vulnerant els Drets
Fonamentals, sind també totes les actuacions posteriors originades o guiades per tal informacio.

** DIEZ-PICAZO, Luis Maria, 2008: Sistema de Derechos Fundamentales, Cizur Menor, Ed. Aranzadi,
p. 318-319.

* STC 81/1998, de 2 d’abril; STC 8/2000, de 17 de gener; STC 136/2000, de 29 de maig; STC 138/2001,
de 18 de juny, i STC 167/2002, de 18 de setembre, entre altres.
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restriccié dels Drets Fonamentals®®. Segons el TC, els treballadors tenen dret a la
intimitat*®, perd aquest dret no és absolut, com no ho és cap dels Drets Fonamentals,
podent cedir davant d’interessos constitucionalment rellevants, sempre que la retallada
que aquest hagi d’experimentar es reveli com a necessaria per a aconseguir el fi legitim
previst, proporcionat per assolir-lo i, en tot cas, sigui respectués amb el contingut
essencial del dret. En altres ocasions, en que es contraposaven les visions dels
interessos empresarials i els Drets Fonamentals del treballador®’, el TC ha fet un discurs
aparentment més favorable cap a aquests, indicant que les facultats empresarials es
troben limitades pels Drets Fonamentals del treballador, que son prevalents i
esdevenen un limit infranquejable no només per les seves facultats sancionadores, sind
també per les facultats d’organitzaci6 1 de gestid empresarials, ja siguin causals o

discrecionals.

Davant d’aquest escenari poc precis, és convenient d’efectuar un analisi de la
proporcionalitat de la mesura empresarial adoptada, respecte de la restriccio dels Drets
Fonamentals dels treballadors. La teoria gradualista ha estat més desenvolupada a nivell
de la doctrina laboral, en canvi, el principi de proporcionalitat té origens en el Dret
Administratiu 1 s’utilitza cada cop més a la jurisprudéncia del Tribunal Constitucional ®®.
La proporcionalitat es basa en tres tests successius*®: en primer lloc, el judici d’idoneitat
(si tal mesura és adequada per aconseguir I’objectiu proposat); en segon lloc, el judici
de necessitat (que no existeixi altra mesura menys gravosa per la consecucié del
proposit amb igual eficacia), i en tercer lloc, el judici de proporcionalitat en sentit
estricte, que és el control més significatiu i que provoca més infraccions (basat en si la
mesura és ponderada o equilibrada, per derivar-se d’ella més beneficis o avantatges per

L o . . . \50
I’interés general que perjudicis sobre altres béns o valors en conflicte)™.

* GONI SEIN, José Luis, 2004: Vulneracién de derechos fundamentales en el trabajo mediante
instrumentos informéticos, de comunicacion y archivo de datos, p. 77.

“® En la definici6 del mateix TC: ambit propi i reservat davant de l’accié i el coneixement dels altres,
I’existéncia de la qual és necessaria per assolir una qualitat minima de vida humana (STC 231/1988, de 2
de desembre).

7 STC 292/1993, de 18 d’octubre; STC 136/1996, de 23 de juliol, i STC 90/1997, de 6 de maig.

*8 Segons la STC 151/2004, de 20 de setembre, el principi de proporcionalitat es basa en procedir a una
ponderacié adequada que respecti la definicié i valoracié constitucional del dret fonamental i que
atengui a les circumstancies concurrents en el cas. Judici que permetra determinar si la reaccio
empresarial que ha conduit a I’acomiadament del treballador és legitima o, pel contrari, aquest fou
sancionat disciplinariament pel licit exercici dels seus drets fonamentals, en aquest cas |’acomiadament
no podria deixar de qualificar-se com a nul.

*° GONI SEIN, José Luis, 2004: Vulneracion de derechos fundamentales en el trabajo..., p. 84.

¥ ROIG i BATALLA, Antoni, 2007: El uso de Internet en la empresa..., p. 50.
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La Senténcia del Tribunal Superior de Justicia de Madrid de 28 d’abril de 2011 tracta el
cas d’una telefonista acomiadada disciplinariament per a visitar sovint la pagina web
d’un forum (www.foropadel.com), i emprar motors de cerca per a usos personals.
Mitjangant un estudi pericial, s’analitza 1"is d’Internet a tots els treballadors de
I’empresa, primerament sense variar les circumstancies (navegacié lliure), i després
introduint llistes blanques de navegacid, en qué els treballadors han d’indicar les
pagines web que necessiten per a realitzar la seva feina®’. Després I’empresa anul‘la la
mesura, i la treballadora va comencar a dedicar quasi bé una hora diaria a fer aquestes
tasques de caire personal. Aquest Us abusiu fonamenta 1’acomiadament. Segons el
Tribunal, el fet que s’aixequés la mesura restrictiva d’utilitzacié d’Internet i no
s’informés a la plantilla dels sistemes de control que s’estaven efectuant, implica un
consentiment per la part empresarial de 1"3s de la xarxa®®. Si bé la treballadora ha fet
servir I’Internet més que els seus companys, aquest fet no en legitima 1’acomiadament,
en no ser una mesura proporcionada a la gravetat de la falta, ni demostrar-se que tots
els accessos son aliens a la prestacio de serveis. Aixi doncs, es declara I’acomiadament

improcedent.

No hi ha dubte que I’ts extralaboral de les eines informatiques i de comunicacié de
titularitat corporativa suposa un cost per I’empresa, basicament en termes de temps de
treball desaprofitat, ja que els costos economics de 1’electricitat o de connexid a Internet
s6n practicament nuls®®. A més, la navegacié personal del treballador a la xarxa també
pot representar, en determinats moments, elevats perjudicis economics a 1’empresa,
deguts a la introducci6 de virus informatics. Pero a la practica, aquestes pérdues tindrien
causa en una falta de diligéncia empresarial, en no establir els sistemes de proteccid

adequats™.

Els Tribunals Superiors de Justicia han establert a les seves resolucions el temps de

navegacio indeguda a la xarxa que té la gravetat suficient per a permetre

*! |_a treballadora, que mesos després seria acomiadada, va declarar que necessitava cinc pagines (sense
incloure a foropadel.com), i el seu accés a Internet respecte del periode anterior va disminuir en un 80%.
Posteriorment, s’elimina la mesura de les llistes blanques, i els treballadors van tornar a accedir
Iliurement a les adreces web de sempre, augmentant el nombre de visites en el seu conjunt en un 40%.

52 per tant, només es pot avaluar el periode de llistes blanques de navegacid, en el que existien regles a
incomplir.

¥ MARTINEZ FONS, Daniel, 2007: El uso y control del correo electrénico e Internet..., p. 187-188.

* ROIG i BATALLA, Antoni, 2010: Derechos Fundamentales y tecnologias..., p. 23.

17



I’acomiadament, si bé amb criteris molt diferenciats i ad casum®. Una resolucio
interessant respecte de la gravetat de la infraccid la tracta la Senténcia del Tribunal
Superior de Justicia de Castella i Lle6 de 27 de desembre de 2013. Versa sobre
I’acomiadament disciplinari d’una treballadora d’un Museu de Valladolid, que cada
mati accedia al seu compte de Facebook per a escriure alguns comentaris i actualitzar la
foto de perfil®. El Tribunal indica que aquestes practiques s’han produit en moments
puntuals, sense afectar al rendiment per I’escassa durada, i que la prohibicié s’ha

. . 7
implantat en una data massa recent respecte la de I’acomiadament””.

I11. COMENTARIS OFENSIUS

1. Bromes (amb conseqtiéncies)

El Dret Fonamental a difondre lliurement pensaments, idees i opinions, per part del
treballador, no desapareix un cop se celebra un contracte de treball. Ara bé, com en els
casos anteriorment exposats, si tenim en compte el conjunt de drets i obligacions que
s’articulen per la relacio laboral, el dret a la lliure difusié d’idees ha de ser modulat, ja
que convé respectar també els altres Drets a la Propietat i a la Llibertat d’Empresa

(articles 33 i 38 de la Constitucio, respectivament)®®.

Aixi, s’estableix un limit addicional a la Ilibertat d’expressio, basat en la bona fe>°. La
STC 6/1995, de 10 de gener, va ser rellevant en introduir el judici de proporcionalitat,
relativitzant la importancia del principi contractual de bona fe®. Aixi, tota restriccié al
Dret a la llibertat d’expressid ha d’esdevenir adequada, imprescindible i proporcionada

a la proteccio de la llibertat d’empresa®’. Segons el Tribunal Europeu de Drets Humans,

*® Per exemple, navegacié indeguda durant una mitjana de 30 minuts diaris durant 13 dies treballats (STSJ
de Galicia de 4 d’octubre de 2001), connexid durant més de 73 hores en 15 dies (STSJ de Catalunya de 11
de mar¢ de 2004), de 5 hores en dos dies seguits (STSJ de Catalunya de 4 de maig de 2005), i infinitat
d’ocasions durant el temps de treball (STSJ d’Aragé de 4 de marg de 2002). Es determinant el fet que
existeixin a ’empresa regles d’utilitzacié dels mitjans informatics que prohibeixin el seu us per a
finalitats personals.

%% Si bé bona part dels fonaments juridics del Tribunal versen sobre la determinacié de 1’hora d’accés al
centre de treball com a principal qiestio per a determinar I’incompliment del treballador, el TSJ tracta
1’Gs de les xarxes socials durant la jornada laboral.

%" Conclou sobre la treballadora que, malgrat reprovable la seva actuacié, no es pot entendre que
reuneixi una gravetat i culpabilitat tals com per justificar la sancié d’acomiadament imposada.

8 EALGUERA BARO, Miquel Angel, 2004: Trabajadores, Empresas y Nuevas Tecnologias, p. 198.

% STC 241/1999, de 20 de desembre.

% ROIG i BATALLA, Antoni, 2007: El uso de Internet en la empresa..., p. 86.

8 CARDONA RUBERT, Maria Belén, 2010: Redes sociales en el contrato de trabajo, p. 173.
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només es podra condicionar la llibertat d’expressioé si respon a una necessitat social

imperiosa i proporcionada al fi legitim perseguit®.

L’article 20 de la Constitucidé no permet la llibertat d’insults o qualificatius degradants.
Aquest fet implica que s’hagi de ponderar, aplicant el principi de proporcionalitat®®, la
dignitat i honor de la contrapart, i observar certs factors subjectius (intencié del
treballador, moment i circumstancies de les actuacions, I’antiguitat a ’empresa i la
consegiient confianga). L’atac ha de tenir la dimensié suficient per poder entendre, de
forma raonable, que la convivéncia entre treballador i empresari ja no és possible®. La
culpabilitat del treballador quedara atenuada, i I’acte no esdevindra sancionable, si s’ha
produit en un moment d’ofuscacio, aillat i espontani, en posterioritat a una actitud
provocadora. Altrament, és important de tenir en compte que no cal que els
comportaments ofensius siguin reiterats, o actes repetits, ja que n’hi ha prou amb una
sola ofensa aillada per a justificar 1’acomiadament, pero que s’ha de valorar en si
mateixa i en conjuncié amb totes les circumstancies que la precediren o que li van ser

coetanies®,

Una publicacio de caire ofensiu a la xarxa, pot arribar a esdevenir una falta molt greu
susceptible d’acomiadament, que es comet de forma continuada mentre els continguts
son accessibles a la xarxa. Es il-lustrativa la Senténcia del TSJ de Galicia de 23 de
febrer de 2012, que resol el cas d’un jove professor d’anglés que penja un video en un
blog titulat www.eljefeseenfada.blogspot.com, en qué es veu una escena del film
L’Enfosament 1 s’efectua una analogia entre I’administrador de la mateixa empresa i

Adolf Hitler®. L’accés a aquests continguts és lliure per a qualsevol usuari d’Internet.

62 STEDH de 20 de maig de 2000, paragraf 49.

% SANCHEZ TORRES, Esther, 2005: Libertad de expresién y nuevas tecnologias en la empresa. A
Serna Calvo, Mar (Dir.): Derecho social y nuevas tecnologias, Madrid, Consejo General del Poder
Judicial, p. 137.

% STS de 14 de juny de 1990 (Sala Social). [La empresa], en cuanto comunidad humana, no esta en
condiciones de rendir los frutos que determinaron su constitucion, como un todo unitario y coherente, si
las personas que la integran carecen, por la conducta de alguna, o varias, de ellas, de posibilidades de
continuar sus tareas ordinarias en paz y con el mutuo respeto que han de darse entre compafieros de
trabajo, al menos en el &mbito fisico en que se desarrolla.

%5 SSTS de 5 d’octubre de 1983, 3 d’octubre de 1985, i 29 d’abril de 1986 (Sala Social).

% E| dictador parla en llengua alemanya, i és subtitulat en castell3, identificant-se a si mateix com a
I’administrador de ’empresa. Reconeix casos de suborns cap a les Administracions Publiques per a
obtenir contractacions i efectua expressions despectives i homofobes cap als seus treballadors,
especialment cap a aquells que 1’havien demandat mesos enrere per modificacions substancials de les
condicions de treball.
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L’empresari presenta una querella, i després de fer les investigacions policials pertinents

. . . . T .67
i de determinar I’autor de I’acte, es procedeix al seu acomiadament disciplinari”'.

El Tribunal considera que es tracta d’una falta molt greu, que prescriu al cap de sis
mesos d’haver-se comes, o 60 dies a comptar des de la data en qué ’empresa va tenir
coneixement de la seva comissi6 (article 60.2 de I'Estatut dels Treballadors)®®. Una
publicacié de continguts d’aquestes caracteristiques €s una falta de tipus continuat, de
manera que el dit termini comenca un cop es produeix la supressié dels continguts

d’Internet, en el cas del primer suposit esmentat®®.

Les empreses poden arribar a investigar les xarxes socials dels treballadors per a
fonamentar els seus acomiadaments, encara que només obtinguin dades de poca
importancia, amb la finalitat d’encobrir les causes veritables (i també improcedents). La
Sentencia del TSJ de Madrid de 25 de maig de 2011 tracta del cas d’un tripulant de
cabina d’una aerolinia de baix cost que és acomiadat per posar a la seccié de formacio i
ocupaci6 de la seva pagina de Facbook, els termes: Empresa, fuck easyjet’®. Si bé
I’acomiadament es fonamenta en aquesta senzilla expressio, hi ha uns altres fets que son
els veritables detonants’’. E1 TSJ optara per mantenir la qualificaci6 d’acomiadament
improcedent del Jutjat Social (que la mateixa companyia havia reconegut) i una

indemnitzacié amb una quantia similar.

Un altre cas d’acomiadament basat en una publicacié de continguts incomodes, pero de
poca entitat, el tracta la Sentencia del TSJ de Madrid de 30 de mar¢ de 2012. Unes

treballadores d’una empresa de fotografia explicaven situacions reals que havien viscut

871 ’adrega IP des d’on es pugen els continguts és la del seu domicili, no hi ha evidéncies d’una connexié
fraudulenta per una tercera persona, i les dades que apareixen en el dialeg només poden ser conegudes
pels treballadors de 1I’empresa.

% EI TSJ considera que el fet d’identificar a I'empresari amb una figura com la de Hitler ja es considera
de per si el suficientment ofensiu i greu com per justificar la maxima sanci6. Encara que el treballador
acomiadat es refereixi a un to humoristic, el Tribunal identifica una intencié de causar injuries, que no
n’eximeix la culpa, i desestima el seu petitum, de la mateixa manera que la resoluci6 d’instancia.

% En aquest cas, la féu el mateix treballador un cop I’empresari li va recriminar la seva actuacio.

" La companyia considera que es tracta d’una ofensa verbal cap a ella, aixi com la transgressié de la bona
fe contractual i abus en ’acompliment del treball, que permet 1’aplicacid del ja indicat article 54.2 de
I’Estatut dels Treballadors.

™ El treballador va assistir a un concurs de televisio, i alla es va fer pablic que anys enrere havia matat als
seus progenitors, havent complert la condemna al respecte. L’empresa negara sempre que aquesta sigui la
causa de ’acomiadament, si bé unes gravacions recullen una conversa en qué la Directora de Personal
reconeix que [’empresa no vol que (...) torni, ja que no pot donar cobertura a criminals, ni arriscar-se a
que la resta del personal o els passatgers es neguin a viatjar [amb ell]. El treballador considera que no
se’l pot qualificar de criminal de per vida, negant-li les possibilitats de reinserci6 social.

20



amb els seus clients, en una pagina de Facebook titulada Sefioras que van al fotoprix a
“revelar” las “afotos”'®. El Tribunal considera que la persona acomiadada no havia
creat la pagina, que aquesta tenia una denominacié més aviat jocosa, i que els simples
comentaris d’anécdotes en el lloc de treball (sense que consti cap queixa de clients) no

justifiquen ’acomiadament disciplinari.

2. Acusacions greus

Tal i com ha articulat el Tribunal Suprem, I’article 20 de la Constitucié declara la
llibertat de pensament, idees i opinions, pero no la d’insults ni qualificatius degradants,
sense que pugui disculpar la utilitzacioé d’expressions ofensives, una incorreccio del
llenguatge, que estara tolerada a les converses amistoses’®, perd no utilitzades amb
afany de ferir i ofendre a qui es dirigeixen o refereixen”. Per a determinar els limits de
la llibertat d’expressio, s’hauran d’analitzar els continguts, la finalitat buscada 1 els
mitjans emprats, perqué siguin sancionables les conductes excessives, i sempre de

forma proporcionada’.

Aqui també convé fer aplicacio de I’esmentada teoria gradualista, que obliga a I’examen
individualitzat de cada cas concret, ja que I’article 54.2 de I’Estatut dels Treballadors,
no recull criteris objectius per a definir la conjunta concurrencia de culpabilitat i
gravetat suficients’®. Com hem dit en anterioritat, la Constitucié no reconeix el dret a
I’insult, de manera que I'is d’expressions insultants, injurioses o vexatories que
excedeixen del dret de critica és injustificable, també si van dirigits cap a persones amb

rellevancia pablica’’.

En aquest sentit, és clara la Senténcia del TSJ de Mdrcia de 14 de maig de 2012, que
enjudicia el cas d’una treballadora d’una empresa de missatgeria (que també és

representant sindical) acomiadada per a fer unes intervencions escrites a Facebook,

"2 Els relats d’aquests esdeveniments eren molt més propers a anécdotes curioses, que no a comentaris
ofensius cap a I’empresa, perd després de ser descoberts pel Community Manager de I’empresa, que
buscava el posicionament de Fotoprix a les xarxes socials, es procedi a I’acomiadament disciplinari d’una
de les treballadores.

" Com ara cabrot i xorico.

™ STS de 4 de maig de 1988 (Sala Social)

7> SSTS de 6 de marg de 1986 i de 13 de novembre de 1986 (Sala Social).

"% STS de 30 de maig de 1992 (Sala Social).

" STC 105/1990, de 6 de juny; STC 85/1992, de 8 de juny; STC 336/1993, de 15 de novembre, i STC
42/1995, de 13 de febrer, entre altres.
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criticant les estratégies empresarials i les actituds d’alguns treballadors’®. A la mateixa
carta d’acomiadament, pero, I’empresa reconeix la seva improcedéncia, i el Tribunal es
pronuncia en aquest sentit, remarcant, a més, que la queixa per falta de capacitat critica
dels seus companys estaria protegida pel dret a la llibertat d’expressio, en no esdevenir

una afirmacio de tipus insultant.

La monitoritzacié de ’empresari de les comunicacions dels representants sindicals pot
suposar una vulneraci6 del dret de llibertat sindical”®. Els drets dels representants dels
treballadors, obviament, no son inferiors als de la resta de personal, estiguin o no afiliats
a un sindicat. L’anomenada garantia d’indemnitat busca que no es vulneri el Dret a la
llibertat sindical mitjancant conseqiiencies negatives a qui exerceix legitimament
I"activitat sindical®. L’exercici de la llibertat d’expressio6 als representants sindicals s’ha
de garantir de forma amplia, quan els seus destinataris son els treballadors i es critiquen
matéries laborals®'. Es reconeix al representant sindical una major resisténcia davant de
la noci6 de bona fe contractual®.

La imputacio de certes conductes pot fregar a la injuria o la calumnia. La Sentencia del
mateix TSJ de Murcia, de 31 de mar¢ de 2014, tracta un cas d’aquestes caracteristiques,
sense pronunciar-se en un sentit favorable al treballador. Aquest crea un enlla¢ a la seva
pagina de Facebook titulat Afectados por la tirania de transportes Naygar, amb un text en
qué fa acusacions greus cap a Iempresari®. Uns mesos enrere, hi havia hagut una
discussio verbal entre treballador i administrador, que va acabar amb una agressio fisica,
i el primer fou condemnat per una falta de lesions, pero el motiu de I’acomiadament per
transgressio de la bona fe contractual recau en la publicacié d’aquests continguts. El

Tribunal reflexiona que els missatges tenen un contingut injurios, i també calumnios,

"8 ’empresa crea una intranet com a plataforma de comunicaci6 entre els treballadors, i la sindicalista ho
critica, considerant que és una forma d’espionatge i control de la noblesa. Afegeix: Seremos obreros,
pero no gilipollas cofio!!! Les expressions considerades més greus per 1’empresa son: Vale, ya veo que el
comepollismo es una enfermedad muy extendida entre los trabajadores de Unipost... me vacunaré [...]
Ahora cada uno sabré a que le huele la boca, yo le que se es que a mi jamas me olerd a culo.

L’empresa considera que s’han produit ofenses verbals cap a ella, i un llenguatge insultant i de barri baix
cap als companys de feina, de manera que és una falta molt greu que deriva en acomiadament disciplinari.
" THIBAULT ARANDA, Javier, 2003: El Derecho espafiol, p. 73.

80 STC 198/2004, de 15 de novembre, i STC 92/2005, de 18 d’abril.

81 STC 213/2002, de 11 de novembre.

8 ROIG i BATALLA, Antoni, 2007: El uso de Internet en la empresa, p. 102-103.

8 Transportes Naygar no me paga, “X” me agredié y acosa a los trabajadores, estoy de baja y se queda
con mi dinero de la baja, por favor necesito ayuda.

El mateix contingut també el va mostrar en cartells a les portes dels Jutjats i de I’ Ajuntament de Yecla.
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perqué son falses imputacions de conducta il-legal, irregular o deshonesta, podent
fonamentar a un acomiadament del tot procedent®. Ara bé, s’ha de tenir present que,
com ha indicat el Tribunal Constitucional®®, la produccié d’un dany a la imatge i

prestigi de ['empresa no és suficient per reputar il-licita la conducta del treballador®®.

Per a estudiar I’abast de la critica i les expressions injurioses a persones de rellevancia
publica, resulta d’interés la Senténcia del TSJ de Galicia de 8 d’octubre de 2014, que
versa sobre els comentaris d’un treballador de manteniment de la Diocesi d’Ourense,
publicats la seva pagina de Facebook. ES poden qualificar d’injuriosos, i estan
parcialment orientats a ’alta jerarquia de la Didcesi®’, que segons comenta el Tribunal,
son un grup molt reduit i conegut d’eclesiastics. El TSJ declara 1’acomiadament

procedent.

No sembla, pero, que aquests missatges tinguessin difusio a qualsevol usuari d’Internet,
ja que el treballador ho penja a un espai a on només hi podien accedir Unicament els
seus amics de la xarxa social®. Es important de determinar com s’han descobert
aquestes afirmacions, ja que segons la doctrina, tant les comunicacions per correu
electronic® com en els forums i xats (a on es poden incloure sense problemes a les
xarxes socials), s’integren a dins del concepte constitucional de comunicacié®, i en
conseqiiéncia, estan protegides pel Dret Fonamental al secret de les comunicacions™,

havent de rebutjar qualsevol prova obtinguda violant aquest dret (article 11.1 de la

8 S’ha de tenir en compte, pero, que en el moment dels fets I’empresa devia al treballador tres ndmines, i
que bona part del seu pagament es féu en els dies posteriors als fets que es tracten. Altrament, sobre el
cobrament de la prestacid per incapacitat temporal, el Tribunal argumenta que el treballador es pot dirigir
a I’Institut Nacional de la Seguretat Social si I’empresari incompleix 1’obligacié que se li ha delegat. No
ha quedat demostrat que el treballador hagués patit algun dany fisic per la baralla (a diferéncia de
I’empresari).

% SANCHEZ TORRES, Esther, 2005: Libertad de expresion y nuevas tecnologias en la empresa, p. 147.
8 STC 4/1996, de 16 de gener, i STC 213/2002, de 11 de novembre.

8 Els principals comentaris son els segiients: He recibido humillaciones, amenazas, engafios [...] todo por
ser negro, por ser inmigrante [...] condenan al homosexualismo y entre sus jerarcas hay peddfilos [...] la
perversion de esta religion [...] viven de las mujeres y otros se van de prostitutas, que yo los he visto[...]
es inmoral e ilegal eso que hace la iglesia catélica romana.

8 Si bé no consta en els fets provats, i el Tribunal no vol entrar a la giiesti6, malgrat la seva rellevancia.

8 FALGUERA BARO, Miquel Angel, 2005: Criterios doctrinales en relacién con el uso por el
trabajador de los medios informaticos empresariales para fines extraproductivos, p. 309.

% MARTINEZ FONS, Daniel, 2007: El uso y control del correo electrénico e Internet..., p. 203.

%! Dret Fonamental regulat a I’article 18.3 CE, que protegeix la comunicacid i el missatge com a garantia
formal d’intangibilitat, a diferéncia de I’article 18.1 CE, que tracta la intimitat, com a ambit propi i
reservat de la personalitat.
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LOPJ). Es pot apreciar que no és el mateix penjar aquestes afirmacions a Facebook amb

una configuracio publica, que fer-ho a un cercle reduit de persones.

A més, una vulneracié d’aquest Dret pot suposar un tipus criminal, concretament el
recollit a I’article 197 del Codi Penal (apartats 1 i 2)*, que busca de protegir el bé
juridic de la intimitat, pero també al secret de les comunicacions, en qué no cal que es
produeixi I’efectiva descoberta dels secrets o la intimitat de ’altre, siné que n’hi ha prou
amb interceptar les comunicacions®. Les penes de presé oscil-len entre un i quatre anys,
i el precepte ha creat un suposit genéric de qualsevol altra senyal de comunicacio per a
evitar problemes de tipicitat causats per novetats tecnologiques que creessin
comunicacions entre més de dos interlocutors, simultaniament®. Doncs bé, aquestes ja

han arribat: son les xarxes socials®®.

El més probable, en aquest cas, €s que una de les persones del cercle d’amistats hagi
comunicat al col-lectiu d’eclesiastics aquests comentaris. Aplicant la doctrina definida
en el correu electronic, no es pot produir una vulneracio del secret de les comunicacions
si el destinatari del missatge en divulga el seu contingut®’. Només s’originara davant
d’intromissions 0 interceptacions de terceres persones no autoritzades per cap dels
comunicants®, com ha indicat el Tribunal Constitucional®™. Ara bé, si el receptor
divulga aspectes intims que es troben en el missatge, pot vulnerar el dret a la intimitat
de I’emissor™, i en aquest cas s’hauria de ponderar fins a quin punt les afirmacions del

treballador tenen una entitat intima o personal.

2 MUNOZ LORENTE, José, 2007: Los limites penales en el uso del correo electrénico e Internet en la
empresa. A Roig i Batalla, Antoni (Coord.): El uso laboral y sindical del correo electrénico e Internet en
la empresa. Aspectos constitucionales, penales y laborales, Valéncia, Tirant Lo Blanch, p. 168.

% Article 197.1 CP. EI qui, per descobrir els secrets o vulnerar la intimitat d’altre, sense el seu
consentiment, s’apoderi dels papers, cartes, missatges de correu electronic o qualssevol altres documents
o efectes personals, intercepti les seves telecomunicacions o utilitzi artificis técnics d’escolta,
transmissio, gravacio o reproduccid del so o de la imatge, o de qualsevol altra senyal de comunicacid,
sera castigat amb les penes de presé de un a quatre anys i multa de dotze a vint-i-quatre mesos.

* MURNOZ LORENTE, José, 2007: Los limites penales en el uso del correo electronico e Internet en la
empresa, p. 164-165.

® MUNOZ LORENTE, José, 2007: Los limites penales en el uso..., p. 171.

% La STC 70/2002, de 3 d’abril, i la STC 123/2002, de 20 de maig, fan una lectura més actualitzada de
les intromissions a les comunicacions, a nivell tecnologic, referint-se a converses, informacions, dades,
imatges, vots, etc.

°7 Instituto Nacional de Tecnologias de la Comunicacién (INTECO) i Agencia Espafiola de Proteccién de
Datos (AEPD), 2009: Estudio sobre la privacidad de los datos personales y la seguridad de la
informacion en las redes sociales online, p. 77-78.

% DIEZ-PICAZO, Luis Maria, 2008: Sistema de Derechos Fundamentales, p. 324.

% STC 56/2003, de 24 de marg.

100 ROIG i BATALLA, Antoni, 2010: Derechos Fundamentales y tecnologias..., p. 25.

24



3. Amenaces

Les amenaces esdevenen tipus penals, quan son comentaris que van més enlla de la
llibertat d’expressio i creen la por fonamentada que es pot produir un mal (propi 0 a
altres persones amb les quals hi ha vinculacid). Aixi, ’enjudiciament d’aquests casos
correspondra a la via penal. No obstant, I’empresa pot acomiadar al treballador per
transgressio de la bona fe contractual, exercint la potestat disciplinaria, malgrat no hagi

recaigut encara la resolucio penal.

L’article 10.2 de la Llei Organica del Poder Judicial ha establert la natura no devolutiva
de les qliestions prejudicials, de manera que cada organ jurisdiccional podra conéixer
d’afers que no li estiguin atribuits privativament, pero no en aquells casos de natura

101 . .
%1 Aixi, per un delicte d’amenaces, la

penal que no quedin coberts per certes excepcions
questié penal no té natura suspensiva en el procés judicial social, i la valoracio de la
prova i dels fets a ambdues jurisdiccions sera independent'®%. En cas de contradiccions
entre els diferents ordenaments (per exemple, en aspectes factics), la Llei de la
Jurisdiccié Social ha previst un recurs de revisid, pretenent aixi I’acompliment del

principi de celeritat del proceés social.

La Senténcia del TSJ de Catalunya de 17 de juliol de 2009 tracta el cas d’un locutor de
radio que és acomiadat per assetjament laboral a una subordinada seva i per publicar
comentaris al seu Fozolgg personal, que segons I’empresa, malmeten la seva imatge, sota

el titol Petits moments d’estricta simpatia™®. La treballadora denuncia als seus superiors

1017 "article 4 de la Llei de la Jurisdiccié Social permet ampliar les competéncies a nivell prejudicial dels
jutges 1 tribunals de I’Ordenament Social a la majoria de qiiestions penals, excepte les que tractin de
falsedat documental.

102 3STS de 28 de desembre de 1999, 26 de marc de 2004, 4 de desembre de 2007 i 20 d’abril de 2009
(Sala Sacial), entre altres.

193 part dels escrits que es reprodueixen versen sobre la reaccio del treballador a 1’escrit de queixa efectuat
per la treballadora i presentat al Departament de Recursos Humans de I’empresa: [ acte seguit, m’ha
exposat que una companya meva m’ha denunciat per assetjament moral. M’ha ensenyat la carta que ha
fet aquesta vaileta que acaba d’entrar a I'empresa, que no sap fer la o amb un canuto, i que té 23 tendres
anys [...] En el text, la individua en questio, relata 4 converses puntuals que hem tingut a al feina, i que
les que assegura haver-se violentat de tal manera, que diu que no pot aguantar la situacio, i que es veura
obligada a rescindir el seu contracte amb l’empresa si no es prenen mesures urgents amb mi [...] Les
converses que narra, obviament estan descontextualitzades, mal escrites, i tenen un nivell intel-lectual de
Diario de Patricia.

Un altre dels motius d’acomiadament és el fet que el treballador publiqués fotos de diverses persones al
seu Forolog 1 demanés als seguidors a quina persona voldrien de vei, amb qui se n’anirien de copes, etc.
L’empresa considera que aquest escrit ridiculitza la seva imatge.
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la situacié6 de mobing'®, i adverti que si no s’hi posava remei es veuria obligada a
marxar de ’empresa. El locutor empra 1’esmentada xarxa social per a fer una amenaca
amb caire public, indicant que a partir d’aleshores evitaria qualsevol tracte amb ella i

que aquesta acabaria marxant pel seu propi compte'®

. Aproximadament al cap de tres
mesos, la treballadora va cessar voluntariament de [I’emissora. EI Tribunal,
sorprenentment, indica que no es produeix una transgressio de la bona fe contractual
que fonamenti I’acomiadament, sin6 que el treballador ha fet us del seu legitim dret a la
llibertat d’expressid (i tenint en compte que és un periodista professional, en certa

1
106

manera el dret a la informacié="), i es justifica plenament la declaracié de nul-litat de

. ‘7z 107
I’acomiadament per vulneracié de Drets Fonamentals o

El cas estudiat versava sobre una omissio de tracte, pero la jurisprudéncia també ha
resolt situacions en que s’amenaga, a través de les xarxes socials, de la realitzacio de
danys. La Senténcia del TSJ de Castella i Lle6 de 21 d’abril de 2010 recull el cas d’un
treballador que aprofita ’anonimat que li proporciona el pseudonim La cosa nostra per
a escriure en un forum de treballadors de I’empresa expressions amb to amenagador cap

a un nou directiu de la companyia, a qui anomena el alcalde®,

104 Entre altres queixes, explica que el locutor generava conflictes entre ella i altres professionals amb
mentides, que desprestigiava el seu treball (Tu faena el José lo hacia con la punta de la polla) i que si
adoptava una actitud de bon companyerisme cap a ell comengaven les burles i bromes de mal gust. En
una ocasio, el periodista va dir que feia falta d’oferir els serveis sexuals de la treballadora als oients
{)erqué s’apuntessin a un sopar organitzat per I’emissora.

% Desconec amb quines intencions ho ha fet i qué en traura de tot plegat professionalment parlant. El
que si tinc molt clar, és que a partir d’avui, la noia assetjada ja no existeix a la meva vida i a partir de
dema al mati, quan entri per la porta, la meva reaccid sera la mateixa com si hagués vist una planta. Ara
si que tindra motius de veritat per plegar.

106 | a STC 223/1992, de 14 de desembre, diferencia aquests dos Drets Fonamentals reconeguts a ’article
20 CE: La llibertat d’expressio té per objecte pensaments, idees i opinions, concepte ampli en el qual
s han d’incloure també els judicis de valor. El dret a comunicar i rebre Iliurement informacio versa en
canvi sobre fets noticiables.

07 E| text [...] és perfectament adequat a un espai intimista que un periodista manté en un mitja de
comunicacio a Internet. [...] expressions en to jocds que poden ser grosseres o de mala educacié, pero de
cap manera injurioses ni acreditatives d 'una situacio d’assetjament moral.

Tenint en compte les caracteristiques del cas, és molt probable que altres tribunals haguessin considerat
que les expressions emeses a la xarxa social evidencien un cas d’assetjament laboral (la negacio6 de tracte
¢és un tipus de mobing), i declaressin I’acomiadament procedent.

108 | a presion la tenemos en la mano nosotros, s6lo con hacer todo bien lo matamos, lo primero es
hacerle la cama al alcalde y dejar a los demés en paz, el perro no hace tanto dafio como este sujeto, y si
alguien que sepa su nombre completo y direccion y teléfono movil que lo ponga en el foro que de lo
demas ya nos encargaremos otros, yo en particular le ponia las pilas y le quitaba las ganas de jugar con
el pan de 1000 obreros, os lo garantizo, este leonés lo que quiere es hundir la empresa que hay buena en
Ponferrada porque los de Le6n nos tienen envidia.
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Es realitza la denlncia a la policia i s’identifica I’adreca IP des d’on s’havia escrit el
missatge, acomiadant posteriorment al treballador. EI Tribunal considera que les
expressions fan referéncia inequivocament a actes de violéncia o com a minim
d’intimidacio no especificats, pero dirigits en concret contra la persona d’aquest
directiu en el seu ambit privat. A més, la situacidé d’anonimat contribueix a que
I’amenaga tingui més forga, juntament amb el fet que s’escrivis en un forum en el qual

el mateix directiu hi podia accedir i veure-ho'®.

Queda demostrat que encara que per participar en el forum s’ha utilitzat un pseudonim,
no s’ha aconseguit encobrir la identitat de ’autor. L’anonimat efectiu no ha de ser vist
com una circumstancia a evitar, sind que en certs moments pot ser socialment favorable,
com ha defensat la jurisprudéncia nord-americana'’®. Els forums amb participants
veritablement anonims podrien funcionar correctament amb un moderador que
supervisés les contribucions, o que el proveidor del servei tingues responsabilitats de
tipus juridic pel material que exposa'’, ja que la Llei 34/2002, de 11 juliol, de Serveis
de la Societat de la Informacio i de Comerg Electronic, es decanta més aviat per

formular una escala de suposits en qué s’eximeix a aquest Ultim de tal responsabilitat**2.

IV. ALTRES INCOMPLIMENTS CONTRACTUALS

1. Causa de baixa laboral fingida

Amb anterioritat a I’explosio de les xarxes socials, ja es donaven nombroses situacions
en queé el treballador es trobava en una situacié de baixa i duia a terme actes que, de
tenir una afectacio veritable, no podria fer. Les noves tecnologies han facilitat la
identificacio per la part empresarial d’aquestes conductes, que son vulneradores de la

bona fe contractual.

El compliment d’aquest deure en el periode d’incapacitat temporal es basa

fonamentalment en la no-realitzacié de tasques que exigeixin els mateixos requeriments

109 {5 una conducta que va més enlla dels limits legitims de ’expressi6 del conflicte, i vulnera la bona fe
contractual, sent ’acomiadament del treballador procedent.

110 STS Federal dels Estats Units, Talley v. California (1960). Il-lustra com els Federalist Papers, escrits
favorables a la Constitucid Federal del pais, es van escriure amb pseudonims per a protegir I’identitat dels
autors, tenint una gran incidencia en el progrés social.

111 ROIG i BATALLA, Antoni, 2010: Derechos Fundamentales y tecnologias..., p. 86 i 92.

112 SANCHEZ TORRES, Esther, 2005: Libertad de expresion y nuevas tecnologias..., p. 188-190.
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fisics i psiquics que els que s’exigeixen per a fer I’activitat laboral. Una prolongacio
innecessaria d’aquest periode provoca un perjudici a I’empresa, ja que no té el
treballador disponible, i també a la Seguretat Social'*®. Segons el Tribunal Suprem, no
és deslleial el qui trobant-se en situacié d’incapacitat temporal realitza qualsevol
activitat, sin6 que només és sancionable aquella activitat que a la vista de les
circumstancies concurrents és susceptible de pertorbar la curacié del treballador o
evidencia [’aptitud laboral d’aquest amb la consegiient simulacio, en perjudici de
I’empresa™. Els mateixos treballadors fan publiques les imatges i escrits amb qué,
posteriorment, la companyia fonamentara 1’acomiadament disciplinari per un
incompliment contractual greu i culpable. Per a procedir, és basic de disposar d’un

protocol notarial que acrediti els continguts exposats a la xarxa social.

La Sentencia del Tribunal Superior de Justicia de Madrid de 23 de gener de 2012
enjudicia el cas d’un auxiliar administratiu que demana la baixa per incapacitat
temporal, en presentar un quadre ansids-depressiu a efecte advers en ambient de treball.
A més, se li van prescriure medicaments i tractament psicologic. L’empresa descobri
que es tractava d’una malaltia simulada identificant al treballador en diverses
fotografies a la pagina de Facebook d’un grup d’exalumnes d’escola, que eren recents i
recollien les seves sortides nocturnes durant un mes, temps que es trobava a dins del

periode de baixa'"®

. Malgrat que el treballador defensa que aquestes activitats ludiques
busquen [’eficacia dels tractaments prescrits, el Tribunal ho desestima i confirma la

procedeéncia de ’acomiadament.

Un altre cas en que el treballador també objecta (com a ultim recurs) que aquests
comportaments recreatius son positius per la seva curaci6''®, és el tractat per la
Sentencia del Tribunal Superior de Justicia de Galicia de 16 de novembre de 2012.

Versa sobre un treballador de baixa per depressié neurotica, havent tingut préviament

113 SSTS de 28 de maig de 1983 i 18 de desembre de 1990 (Sala Social).

114 SSTS de 27 de juliol de 1990 i 14 de novembre de 1991 (Sala Social).

151 a investigacio empresarial comenga quan la filla de I’administrador es troba per casualitat a un antic
treballador, que li va comunicar que havia coincidit amb el treballador en situaci6 de baixa, i que aquest li
havia manifestat que pensava estar 18 mesos en incapacitat temporal.

Les imatges el mostraven en actituds d’excés d’ingesta d’alcohol, i a la conversa de la xarxa social el
treballador manifestava com de bé s’ho havia passat prenent copes. Aquests comportaments son del tot
incompatibles amb una situacid d’incapacitat temporal, i ’empresa procedi a I’acomiadament.

118 E] treballador presenta al Tribunal un informe médic posterior a la data d’acomiadament, elaborat pel
seu metge de capcalera, en qué indica que el fet que sortis de casa i intentés relacionar-se forma part de
la terapia.
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una intoxicacio per alcohol barrejat amb medicaments i tendéncies suicides. L empresa
descobreix comportaments incompatibles amb aquesta situacié d’incapacitat temporal,
quan el treballador penja a la seva pagina de Fuacebook diverses imatges i comentaris™’.

El TSJ confirma la procedéncia de I’acomiadament, de forma semblant a I’anterior.

Juntament amb la situacié de baixa per incapacitat temporal, el treballador també pot
pretendre d’obtenir ingressos complementaris per altres vies, sent aquestes practiques
clandestines deslleials per a I’empresa i fraudulentes per a la Seguretat Social. Resulta
d’interés la Sentencia del Tribunal Superior de Justicia de Madrid de 28 de maig de
2012, relativa a una treballadora en situaci6 de baixa per ’angoixa causada en el lloc de

treball**.

En aquest periode, va crear una pagina de Facebook anomenada Los tocados
de Chun, en que comercialitzava confeccions i generes de punt online, mostrant
fotografies dels productes que ella mateixa havia creat a casa seva. L’empresa per la
qual treballava es dedicava a I’elaboracié i venda dels mateixos productes, i ho va
descobrir efectuant una comanda i observant la titularitat del compte bancari en que
s’havia dut a terme la transferéncia. E1 TSJ declara 1’acomiadament procedent. Al

seguent subapartat es tractaran altres casos d’interés sobre competencia deslleial.

Es important de determinar fins a quin punt I’empresari pot arribar a investigar als seus
treballadors, sense que una recerca exhaustiva (i intencionada) acabi vulnerant el seu
Dret a la intimitat. La normativa laboral reconeix legitimitat a 1’empresari,
exclusivament, per a controlar 1’execuci6 de la prestacio de treball per part dels seus
treballadors 1 1’is dels instruments de treball. Anar més enlla d’aquestes qiiestions pot
suposar una lesio al Dret a la intimitat (article 18 de la Constitucio i 4.2 e) de I’Estatut
dels Treballadors). En aquest sentit, I’article 20.3 de I’Estatut dels Treballadors recull

els limits de I"empresari segiients™: en primer lloc, la facultat de control esta limitada

Y7 E| treballador apareix en festes nocturnes, servint copes disfressat a un bar propietat de la familia de la
seva parella, i tot un reportatge grafic de la ciutat de Toledo indicant que és alla de vacances.

118 Sj bé la treballadora considerava que aquest quadre clinic havia estat causat per assetjament laboral,
queda acreditat que ha realitzat comportaments reiterats de provocacid, amb la finalitat de fonamentar les
demandes d’assetjament. L’empresa ha aplicat les sancions minimes en aquests casos.

119 CAMAS RODA, Ferran, 2004: La intimidad y la vida privada del trabajador ante las nuevas
modalidades de control y vigilancia de la actividad laboral. A Alarcén Caracuel, Manuel Ramon, i
Esteban Legarreta, Ricardo (Coord.): Nuevas tecnologias de la informacién y la comunicacion y Derecho
del Trabajo, Madrid, Ed. Bomarzo, p. 165-168.
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120
|

pel mateix contracte de treball™", i en segon lloc, s’ha de protegir la dignitat del

treballador, present a I’article 10.1 de la Constitucié i en tots els Drets Fonamentals*?.

La Senténcia del Tribunal Superior de Justicia d’Asttries de 14 de juny de 2013 és
important en aquest sentit. Tracta el cas d’una cambrera d’un hotel a qui es diagnostica
una contractura cervical, 1 ’endema mateix d’obtenir la baixa médica?® va anar a
Madrid a un comiat de soltera, visitant un parc tematic i establiments d’hostaleria fins a
la matinada. A més, durant el mes seglient va fer diverses sortides nocturnes amb
sabates de tal6 molt alt'?®. La treballadora al-legd que s’havia vulnerat el seu Dret
Fonamental a la intimitat, en entrar a la seva pagina privada sense autoritzacio, a través
d’una recerca dirigida que comenga intencionadament a les pagines de Facebook de les
amistats de la treballadora. El Tribunal, malgrat I’existéncia d’aquest control que pot
sobrepassar els limits dels contracte de treball, considera que no es produi una
intromissié a la intimitat, en ser aquests continguts d’accés lliure a la xarxa, sense
utilitzar cap tipus de contrasenya, i trobar-se la treballadora en un parc tematic i ser

aquest un lloc pablic**.

Aquests casos i també els relacionats amb comentaris ofensius, son originats per la
desaparicié de la linia separadora entre els aspectes de la vida publica i la privada. No es
produirien si el treballador fes Us de dos perfils diferenciats, un més professional i I’altre
de tipus personal, amb accés restringit a un cercle reduit de persones'?>. Pot succeir que
un treballador agregui el seu cap com a amic a la xarxa social i després, oblidant aquesta
accio, efectui comportaments que es puguin qualificar de transgressio de la bona fe

contractual.

120 1 ’empresari s’ha de limitar a I’estricta verificacié que el treballador estd complint les seves

obligacions i deures laborals.

121 CARDONA RUBERT, Marfa Belén, 2010: Redes sociales en el contrato de trabajo, p. 171.

122 Amb aquest diagnostic, tenia contraindicada la realitzacid d’esforgos fisics, tals com la carrega i
desplacament de pesos, activitats de sobrecarrega vertebral i bipedestacié mantinguda.

123 Per a determinar aquestes conductes, es va utilitzar la seva pagina de Facebook, a on hi va penjar
diverses fotografies i comentaris, i les investigacions exhaustives d’un detectiu privat.

124 Finalment, declara 1’acomiadament procedent. Els comportaments fets en un lloc public no es poden
considerar realitzats en un ambit propi i reservat que hagi de quedar protegit de la observacid dels altres,
com va tractar la STC 37/1998, de 17 de febrer.

125 CARDONA RUBERT, Marfa Belén, 2010: Redes sociales en el contrato de trabajo, p. 170.
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2. Seguretat i competencia deslleial

Les xarxes socials poden posar en perill a la seguretat de ’empresa, tant en el sentit
ampli d’organitzacid, com des de 1’0ptica de cada una de les persones que en formen
part. Un us d’aquestes plataformes que provoqui una suplantaci6 d’identitat del cap,
sense el seu coneixement i consentiment, pot crear un risc evident, com il-lustra la

Senténcia del Jutjat Social n°1 de Cartagena de 6 de juliol de 2011.

Aquesta tracta el cas d’un treballador d’un hospital que crea un perfil fals del director-
gerent a Facebook, fent constar un seguit de dades personals perjudicials per la seva
imatgelze, 1 enviant almenys a nou treballadors sol-licituds d’amistat per a establir
contacte a traves de la xarxa social. A meés de presentar querella per delictes de
calimnies i injaries amb publicitat, a la que es van sumar els treballadors que havien
rebut les invitacions, el cap va acomiadar al treballador disciplinariament, i el Jutjat

confirma la procedéncia de 1’acci6.

Un dels casos més coneguts d’acomiadament basat en continguts publicats a les xarxes
socials és el recollit a la Senténcia del Tribunal Superior de Justicia d’ Andalusia (Seu de
Granada) de 10 de novembre de 2011. La responsable de punt de venda d’un
supermercat, juntament amb una altra treballadora, es van fer fotografies en unes
actituds gens professionals i les van penjar a les xarxes socials'?’. L’empresa considera
que les treballadores havien vulnerat totes les mesures establertes per a evitar possibles
robatoris, i que havien posat en perill la seguretat i integritat fisica de tot el personal, a
més de malmetre la imatge corporativa, fets que faculten ’acomiadament disciplinari, i

el Tribunal ho confirma en el mateix sentit.

126 En el perfil hi havia les dades segiients:

Empresa: Hospital Perpetuo Socorro. Me los llevo.

Universidad: jajajaja. La que me pude pagar y me aprobaron por favores que me debian.

Me interesa: Las mujeres.

Situacion sentimental: Tiene una relacion abierta.

Sexo: Hombre.

127 Aquestes imatges les mostraven estirades a la taula de 1’oficina de ’establiment, amb documentaci6 de
I’empresa i sostenint un feix de bitllets obert en forma de ventall, i al fons la caixa forta oberta, podent
identificar el sistema d’obertura i caracteristiques d’aquesta. En altres imatges també apareixien en actitud
de beure alcohol, al costat del quadre eléctric i el sistema d’alarma.

Les treballadores anaven vestides amb la samarreta de la seleccid espanyola proporcionada per 1’empresa,
que en aquell mateix dia competia en el mundial de futbol.
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| sense abandonar els establiments de la distribucid detallista, la Senténcia del Tribunal
Superior de Justicia de Castella i Lle6 de 30 d’abril de 2014 tracta el cas d’una
encarregada que extragué dos videos de la camera de seguretat del local i els penja a la
seva pagina de Facebook, rient-se de dues companyes de feina que, en un petit accident
laboral, queien a terra. Es procedi a I’acomiadament, i davant 1’al-legacio que féu la
treballadora relativa a la vulneracié al seu Dret a la intimitat (i conseguent invalidesa de
la prova), per ’accés a les publicacions des del seu perfil, el Tribunal fou taxatiu en
argumentar que les imatges no eren de la seva propietat, que les va publicar a través
d’una xarxa social, i que en qualsevol cas, aquest perjudici I’han patit les companyes de
feina gravades (i humiliades publicament), i no ella, sent procedent el seu

acomiadament disciplinari.

A nivell de competéncia deslleial, el Tribunal Suprem I’ha definida com una activitat
economica o professional en satisfaccio d’un interés privat, per part del treballador,
que entra en competencia economica amb [’empresari per incidir en un mateix ambit de
mercat en el que es disputa un mateix potencial de clients'®®. En els casos que
s’estudiaran seguidament, les xarxes socials son el mecanisme que revela els actes de
competencia deslleial efectuats, 1 que permeten fonamentar I’acomiadament disciplinari,

gue en ambdues situacions sera declarat procedent pels organs judicials respectius.

La Sentencia del Tribunal Superior de Justicia de la Comunitat Valenciana de 12 de
febrer de 2013 enjudicia el cas d’una treballadora d’una empresa de comercialitzaci6 de
productes electronics de navegacié maritima, que en horari laboral i amb I’ordinador de
I’empresa es dedicava a tasques de community manager de la pagina de Facebook de la

competéncia*®

. L’empresa portava informant des de diversos anys enrere que 1’Us dels
equips i material de la companyia (incloent Internet i la telefonia) per a us particular
estava prohibit, derivant en una infraccié de les obligacions laborals, excepte en cas
d’autoritzaci6. D’aquesta manera, [’al-legacid que féu la treballadora d’haver-se
vulnerat el seu dret a la intimitat i al secret de les comunicacions, amb la finalitat de

trobar les proves dels actes deslleials a 1’ordinador corporatiu, no pot quedar

128 STS de 8 de marg de 1991 (Sala Social).

129 Aquesta comercial tenia una relacié sentimental amb I’administrador de I’empresa rival, i aquest
vincle provocava sobretot una fugida d’informacié clau, que perjudicava drasticament a les vendes de
I’empresa.
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fonamentada, partint de la doctrina del Tribunal Suprem sobre I’expectativa raonable de

confidencialitat**°

, que hem tractat amb anterioritat.

| finalment, la Senténcia del Jutjat Social n°4 de A Corufia de 17 de juliol de 2012, versa
sobre un arquitecte que, utilitzant I’equip informatic del despatx en el qual treballava, va
projectar un habitatge per a uns clients que havia desviat de I’empresa quan havien
demanat un pressupost. Crea una pagina de Facebook, en la qual publicava planols del

131 Per a demostrar Iutilitzacié dels

projecte, que va ser descoberta pels seus superiors
aparells del despatx, I’empresa efectua un registre a I’ordinador del treballador sense
avisar-lo préviament sobre les normes d’as i control, sota el fals pretext de cercar un
virus, vulnerant aixi I’expectativa de confidencialitat. EI Jutge considera, pero, que la
investigacio s’efectua de forma raonable i proporcionada al patrd de risc, perqué

I’empresa ja disposava de dades fidedignes de 1’activitat deslleial.

Durant el registre a 1’ordinador del treballador, es podrien haver trobat arxius
completament aliens a ’activitat laboral 0 personals, que simplement observant el seu
nom ja es poden identificar com a tals. S’han d’analitzar els continguts que
constitueixen la propia activitat professional, respectant, en tot cas, ’esfera privada del
treballador*®2. Els controls han de ser justificats i estrictament necessaris per la finalitat
buscada, esdevenint una ultima ratio, no podent obtenir més coneixement que

I’imprescindible per fer les comprovacions pertinents'**,

La jurisprudencia ha
considerat, amb caracter general, que la finalitat de control ja es pot acomplir sense
obrir aquests fitxers, evitant aixi una vulneraci6 de la intimitat del treballador'*. També
seria desitjable que en el moment de ’actuacid6 empresarial hi hagi la preséncia d’un
representant dels treballadors, malgrat que el Tribunal Constitucional s’hagi orientat
basicament a les caracteristiques d’idoneitat, necessitat i proporcionalitat del control,

sense tenir aquesta qiesti6 en compte'®*.

130 STS de 6 d’octubre de 2011 (Sala Social).

131 Es procedi al seu acomiadament, tenint en compte, a més, que 1’estil que havia emprat a ’obra era
molt similar al de I’empresa (tant en aparenca externa com interiors), vulnerant aixi a la propietat
intel-lectual.

132 CAMAS RODA, Ferran, 2004: La intimidad y la vida privada del trabajador ante las nuevas
modalidades de control y vigilancia de la actividad laboral, p. 181.

133 THIBAULT ARANDA, Javier, 2003: El Derecho espafiol, p. 71.

134 STSJ de Catalunya de 12 de maig de 2006 (3547). En sentit contrari, STSJ de Castella i Lle6 de 19 de
novembre de 2004.

35 ROIG i BATALLA, Antoni, 2010: Derechos Fundamentales y tecnologias..., p. 27.
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V. CONCLUSIONS I VISIO DE FUTUR

Els treballadors poden gaudir dels Drets Fonamentals a I’empresa, perod la relacid
laboral obliga a limitar-los 0 modular-los, ja que ’empresari també disposa de Drets
Fonamentals rellevants (la propietat privada i la llibertat d’empresa). Es un cas de
Drittwirkung o eficacia horitzontal (entre particulars) dels Drets Fonamentals, en els
termes de la Doctrina alemanya. Els Drets reconeguts als articles 33 i 38 CE resumeixen
les tres facultats de ’empresari: 1’organitzacio del treball, el control del compliment de
les obligacions contractuals i la sanci6 en cas d’incompliment™®®. L’article 20.3 i 4 de
I’Estatut dels Treballadors indica que la vigilancia i control empresarial haura de
respectar la dignitat humana del treballador, que esdevé un concepte aglutinador dels

seus Drets Fonamentals.

Les xarxes socials han tingut un elevat creixement 1 difusi6 en I’tltima decada, i de la
mateixa manera que altres tecnologies de la informacié i la comunicacio (com ara el
telefon o el correu electronic) han incidit en el seu moment sobre el vincle laboral,
creant un debat juridic important, aquestes plataformes recents estan comencant a tenir

la seva rellevancia. En aquest treball s’ha agrupat la variada casuistica en tres ambits:

En primer lloc, s’ha estudiat 1’as de xarxes socials en el lloc de treball, suposant una
disminucié del rendiment del treballador. Es desitjable que en el si de I’empresa
s’estableixin regulacions al respecte, ja que els criteris per a determinar els usos abusius
dels que no ho s6n han estat establerts per la jurisprudéncia ad casum, i convé tenir
clares referéncies. Per aquest motiu s’apliquen 1’anomenada teoria gradualista i el
principi de proporcionalitat. En el procés d’inspeccié dels ordinadors, es pot vulnerar el
Dret a la intimitat del treballador, de manera que les mesures hauran de ser adequades a
les circumstancies. No s’equipara el terminal informatic de I’empresa a les guixetes a on
els treballadors hi poden guardar els efectes personals, aplicant ’article 20.3 ET, enlloc

de larticle 18 ET, amb una menor incidéncia del Dret a la intimitat (article 18.1 CE).

En segon lloc, s’ha tractat com els comentaris ofensius efectuats mitjangant les xarxes
socials, en un espectre variat de gravetat i técniques, poden justificar ’acomiadament

disciplinari. Aquests casos afecten principalment a la llibertat d’expressio (article 20.1

3¢ ROIG i BATALLA, Antoni, 2007: El uso de Internet en la empresa..., p. 35.
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CE), pero també al Dret al secret de les comunicacions (article 18.3 CE) i el Dret a la
intimitat (article 18.1 CE). Les proves obtingudes vulnerant Drets Fonamentals seran
invalides a efectes judicials (article 11 LOPJ).

Finalment, en tercer lloc, s’han agrupat en un capitol conjunt altres casos
d’incompliments contractuals, incloent els suposits de la baixa laboral simulada, que és
descoberta per I’empresa a través de les xarxes socials, i les situacions d’afectaci6 a la
seguretat de ’empresa i competéncia deslleial per actuacions dels treballadors. Aqui el
Dret Fonamental que pot resultar més afectat per la investigacié empresarial és el Dret a
la Intimitat (article 18.1 CE).

El principi de la bona fe, regulat a I’article 54 de I’Estatut dels Treballadors, €s el criteri
principal, segons els jutjats i tribunals socials, per a determinar si la conducta del
treballador ha estat 0 no ajustada a Dret. EI Tribunal Constitucional, en canvi, ha optat

per decantar-se pel principi de proporcionalitat, compost d’un triple test de verificacio.

Les anomenades PETs (Privacy Enhancing Technologies), o tecniques garants, poden
fer que la tecnologia es converteixi en una manera de protegir efectivament al Dret, sent
una contramesura efica¢ a les actuals tendéncies de convertir la privacitat en un Dret
fictici™®’. També amb una visié tecnologicament optimista, davant d’un escenari poc
esperangador per a la privacitat, I’informatic i divulgador Jaron Lanier creu en un
sistema economic en el qual els ciutadans rebin micropagaments per la informacioé que
altres persones o empreses obtenen i aprofiten d’ells’®. Les xarxes socials basen la
informacio en el seu Business Model. Amb el sistema proposat, les persones rebrien
recursos per 1's d’aquestes dades, mitjancant una identitat virtual o avatar, 1 aixi la

classe mitja deixaria d’empobrir-se com ha fet en I’tltima década.

Segons les investigacions de I’Instituto Nacional de Estadistica, en I’estudi més recent
sobre Us de les tecnologies de la informaci6 i comunicacié a les llars™®, el 67,1% dels

usuaris d’Internet en els Gltims tres mesos participa en xarxes socials de caracter

37 ROIG i BATALLA, Antoni, 2010: Derechos Fundamentales y tecnologias..., p. 67-71.

138 |_ANIER, Jaron, 2014: ¢ Quién controla el futuro?, Madrid, Debate.

139 Instituto Nacional de Estadistica (INE), 2014: Encuesta sobre Equipamiento y Uso de Tecnologias de
Informacién y Comunicacion en los Hogares. Afio 2014. En linia:

http://www.ine.es/prensa/np864.pdf
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general, com Facebook, Twitter O Tuenti, creant un perfil d’usuari o enviant missatges o
altres contribucions. Aquest volum d’usuaris representa el 51,1% del total de poblacio
amb edat compresa entre 16 a 74 anys, una xifra remarcable. Tenint en compte que el
col-lectiu més participatiu és el de joves d’entre 16 i1 24 anys (91,3%), és d’esperar que
tan aquestes generacions, com les que han de venir, participaran intensament de les
xarxes socials. Si a les empreses no es regula la matéria d’una forma adequada per totes
les parts interessades, no hi ha dubte que en el futur es produiran molts més casos com

els que s’han tractat en la present recerca.
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