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Resumen

La omnipresencia de las redes sociales es ya una realidad en nuestro dia a dia.
Este trabajo pretende realizar un pequefio analisis a modo de vista de halcon del
fenomeno del cyberbullying en Espafia, tomando como muestra una promocion de
estudios secundarios de un instituto de Barcelona. Tras repasar la literatura
existente sobre ello, se ha creado una encuesta para tratar de detectar conductas de
riesgo tanto a nivel de victimizacion como de agresién a la vez que tiene el
propdésito de detectar qué redes estan siendo el foco de éstas. Esto pretende ser
una herramienta de soporte a los centros para poder detectar hechos de
cyberbullying que a priori podrian pasar desapercibidos. Se ha observado que la
tendencia actual es que el cyberbullying se da entre personas conocidas,
rompiendo con la vision que se podia tener hasta el momento de que este
fendmeno se daba entre anonimo y joven. Podriamos estar observando un
desplazamiento del bullying clésico a un estadio virtual que colabora en la
perpetuacion del fendmeno debido a la conectividad 24/7 de la que disponen los

jévenes.
Abstract

The omnipresence of social networks is a reality nowadays. This essay pretends to
do an overview of the problem in Spain, taking a whole promotion (four grades)
of a high school located in Sabadell, Barcelona. After reviewing the already
existent literature about the phenomenon, a survey has been created to spot risky
behaviors, both victimization and offensive ones, at the time it can also be spotted
which networks are being a nest for those attitudes. This survey tries to be a tool
for high school centers, with the purpose of helping them to detect some facts that
could not be easily seen. It has been observed that the actual tendency about
cyberbullying is it being done between youngsters who already know each other,
breaking with the extended thinking that cyberbullying could be more frequent in
an anonymous-young extent. We could say that we are facing a displacement of
traditional bullying to a virtual level that helps to perpetuate the phenomenon

thanks to the youngsters’ 24/7 available connectivity.
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1. Introduccién

Vivimos en una sociedad tecnoldgica e informatizada en la que estamos presenciando
los mayores cambios en las formas de comunicacion que se habian experimentado hasta
ahora. Disponemos de dispositivos inteligentes que nos ayudan a estar en contacto con
nuestros seres cercanos gracias a las aplicaciones de mensajeria instantanea y el resto de

redes sociales que, sin duda alguna, han marcado estos Gltimos afios.

Este trabajo pretende centrarse en como las relaciones humanas han sido alteradas
debido a las redes sociales. Concretamente a un colectivo que no se ha encontrado con
ellas sino que ha crecido con ellas: los jovenes. Los fendmenos inherentes a esta época
de la vida también han cambiado significativamente a raiz de esta interconexion
constante, incluso las conductas como el bullying y otros tipos de acoso. (Qué pasa
cuando la posibilidad de acoso ya no depende de la convivencia en un mismo espacio
fisico y en un mismo momento (el instituto) si no que trasciende incluso al hogar de la
victima gracias a estas redes y aplicaciones? Esta es la pregunta por la que ha nacido la

voluntad de realizacion de este trabajo.

Detectaremos qué conductas de riesgo suceden mas y en qué redes, para poder acabar
de perfilar el fendmeno en la actualidad y que posteriormente se puedan establecer
directrices para una adecuada prevencion del mismo. Este trabajo ofrece una base para
investigaciones futuras en este ambito, pues en Espafia alin no se han realizado estudios
centrados en las caracteristicas de las redes sociales, a diferencia del Reino Unido donde
si se llevan a cabo cada pocos afios con la Annual Cyberbullying Survey (Hackett et.al.,
2013). Se espera que los resultados despierten voluntades de indagar aun mas en las
diversas aristas que presenta el fenémeno y se llegue a unas directrices conjuntas de

intervencion hacia la problematica.



2. Marco tedérico

El auge de las redes sociales ha modificado nuestras formas de interaccion como nunca
antes lo habiamos visto. Sin embargo, dentro de interacciones también incluimos
conflictos entre iguales, y en este caso hablamos de jovenes y bullying. En los ultimos
tiempos y sobre todo por culpa de la viralizacion de videos del fendmeno, éste ha
ganado mas visibilidad. No podemos hablar de cyberbullying sin realizar una pequefia y

previa profundizacion conceptual sobre el bullying.

Revisando la literatura partiremos del concepto clasico hacia la comprension del actual

cyberbullying, pudiendo establecer de esta forma similitudes y diferencias entre ellos.

La mayoria de definiciones sobre en qué consiste un acto de bullying nacieron con las
obras de Olweus (1993), y mantenian los tres componentes basicos que el autor

establecid. Considerando como componentes clave para hablar de bullying:
a) desequilibrio de poder

b) repeticion en el tiempo

c) intentos deliberados de dafiar a la otra persona.

Sin embargo, cuando pretendemos identificar estos en el contexto de red social, nos
vemos obligados a relativizarlos una vez tenemos claro que la facilidad de conectividad
y frecuencia de interacciones han sido incrementadas y por tanto esos 3 elementos
podrian obtener matices conceptuales.

Uno de los estudios que mas Ilamo la atencion a la hora de realizar el trabajo y muy dtil
para realizar una introduccion al concepto de cyberbullying fue el estudio realizado por
Dredge, Gleeson y Garcia (2014)%, pues no solo pretendia ver los matices conceptuales
del fendmeno sino que ademas estos fueron redisefiados desde el punto de vista de la

victima.

Para su estudio, Dredge et. al. entrevistaron a un grupo de victimas de cyberbullying

con tal de delimitar y redefinir el fendmeno contando con el punto de vista de la

! Dredge, R; Gleeson, J; Garcia, X. (2014) Cyberbullying in social networking sites: An adolescent victim’s
perspective, Computers in Human Behavior, Volume 36, July 2014



victima. Es decir, definieron 0, mas bien, concretaron el cyberbullying directamente a

través de la perspectiva victimologica que el propio fendmeno ocasiona.

Estas coincidieron en que en el caso del bullying virtual no es siempre necesaria una
repeticion en el tiempo, sino que puede bastar con un solo hecho si este tiene la carga
dafiina suficiente para la victima o la suficiente difusion. La difusion aparece como un
nuevo modo de repeticion en el tiempo y perpetuando el acto, haciendo dificil su

eliminacién tanto a nivel tangible como a nivel psicolégico para la victima.

Finalmente, el desequilibrio de poder también aparecid un concepto relativizado y
difuso si hablamos de cyberbullying: el bully de la vida real puede ser victima y la
victima puede reconvertirse en cyberbully. Se acaba con la balanza de poderes clasica
del fendmeno de la violencia en la escuela. Sin embargo, si nos moviéramos a un plano
preventivo/interventor, los autores sefialan que igualmente no se deben perder de vista

los elementos de repeticidn en el tiempo o el desequilibrio de poder.

Otro elemento que trasciende del bullying tradicional al virtual es el rol de los
observadores. Consideramos observadores todo el conjunto de personas que son testigos
de un caso de bullying sin estar implicados como agresor o victima. El papel que
pueden llegar a desempefiar los observadores es clave para el mantenimiento del
bullying en tanto que son los encargados de catalogar a un nivel “macro” si una

conducta es aceptable o no. (Thornberg & Jungert, 2013)

Se ha realizado gran cantidad de estudios relativos al fendmeno bystander pero lo que
tenemos que tener en cuenta es que hay gran cantidad de factores intervinientes a nivel
individual a la hora de determinar si un observador actuara o no. Hablamos por ejemplo
de la llamada sensibilidad moral, que es la “concepcion del bienestar humano, de la
Jjusticia, los derechos humanos como elementos inherentes a la interaccion humana”
(Nucci, 2001; citado en Thornberg & Jungert, 2013). Los observadores con mayor
sensibilidad moral tenderan a tener actitudes proactivas de cara a la victima, mostrando

un mayor indice de actuacion positiva en los casos de bullying.

Siguiendo en la linea del estudio de Thornberg & Jungert también se sefial6 otro
elemento que considero de especial importancia y que en este caso aparecid como
correlacionado negativamente con la implicacion en los casos de bullying. Es lo que se

catalogé como moral disengagement, lo que podriamos traducir como una desconexién



de la moralidad. Nos referimos a la tolerancia de actitudes que, precisamente irian en
contra de los pensamientos relacionados con la sensibilidad moral. Esta configuracién
de valores —es decir, tolerar actitudes inhumanas o de irrespeto— si parece traducirse en
una menor implicacion desde el punto de vista bystander. Finalmente, cabe sefialar la
auto-concepcion del sujeto observador, esto es, la percepcién que tiene de él mismo a la
hora de intervenir, de hacer frente al agresor y ponerse de parte de la victima. Bastante
ligado a ello vemos el elemento del capital social del bystander (Evans & Smokowski,
2015). Estos dos autores realizaron un estudio acerca del fendmeno del observador y
concluyeron que los sujetos con mayor capital social (mas amigos, mas relacién con los
profesores y mejor trato con la familia, entre otros) eran mas tendentes a intervenir en

casos de bullying, al sentirse mas respaldados y por tanto méas confiados a actuar.

Una vez delimitado el llamado “efecto bystander” a nivel de bullying tradicional

debemos realizar un acercamiento a su desarrollo a nivel cibernético.

Machackova (2015) realizé un estudio acerca de éste efecto, segun las conclusiones del
cual, en los casos de cyberbullying dénde hay menos testigos, éstos serdn mas
propensos a actuar y a ayudar que en casos mas mediaticos. Sin embargo no se lleg6 a
delimitar o establecer un numero concreto de bystanders con los que el efecto se
disparase. Del mismo modo, las autoras vieron que entraban en juego factores como el
nivel de empatia o vinculo emocional hacia la victima. Debemos concienciar a los
jovenes de la importancia de comunicar cualquier caso de cyberbullying que sufran o
vean con tal de evitar la activacion del efecto bystander, forzando o incitando a una

implicacion directa en el suceso mas alla de quedarse en la posicion de meros testigos.

Visto el rol de los terceros en el fendmeno que nos incumbe y vistas las distintas
aproximaciones tedricas que se han hecho, debemos pasar a tratar las otras dos partes

implicadas: la victima y el agresor.

Nuevamente encontramos enlaces entre el bullying tradicional y el desarrollado en la

red también en lo que acontece a la victima.

Una de las visiones mas interesantes y recientes del efecto de la victimizacion en casos
de bullying es la reconversién de las emociones provocadas por esta en rabia y
negatividad volcada hacia redes sociales, creando una propension a convertirse en

cyberbully. Este es el llamado Cyclic Process Model (Den Hamer & Konjin, 2014),
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proceso por el cual una mala gestion de las emociones negativas provocadas por la
victimizacion en casos de bullying puede desencadenar una transmision de esa carga
emocional destructiva a la red. Debemos entenderlo como una via de escape hiriente
hacia terceros por parte de la victima. Este desahogo por parte de la victima aparece
como un factor de riesgo al volverse mas propensa a la participacién en actividades de
cyberbullying, por lo que nos encontrariamos ante un fenémeno donde las victimas

generarian ain mas victimas en caso de cumplirse el modelo.

Fig. 1: Ejemplo del Cyclic Process Model
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Anger / —— 3 Cyberbullying
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Antisocial
Media Content

Victimization ——————p

Fuente: den Hamer Anouk, Konijn Elly A., and Keijer Micha G. (2014)

Dos afios mas tarde, los mismos autores que hablaron por primera de éste Cyclic
Process Model introdujeron una nueva variable que aparecia como posible mediadora
en el modelo. Esta variable era la gestion de las emociones. Segun esto, ensefiar a los
alumnos a gestionar su ira y tratar sus emociones con positividad parecia tener un papel
importante como elemento rompedor del circulo, dejando el modelo de la siguiente

forma:

Fig. 2: Ejemplo del Cyclic Process Model con la incorporacion de la variable de gestion

de las emociones.
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Victimization ——pAnger/Frustration—— Cyberbullying
Media use /

Fuente: den Hamer Anouk, Konijn Elly A., and Keijer Micha G. (2014)



Posteriormente, el estudio llevado a cabo por den Hamer y Konjin (2016) no logrd
establecer una correlacion entre una correcta lidia de emociones a raiz de un
victimizacion por bullying y un menor enrolamiento en cyberbullying. Si se establecio
la correlacion contraria: una mala gestion de emociones por casos de bullying si se

traduce en mayor probabilidad de enrolarse en actividades relativas al cyberbullying.

Otros estudios profundizaron mas en este tipo de teorias perfilando el concepto de
regulacion emocional y centrandose en el manejo de la ira. Esto es, se han establecido
dos tipos distintos de expresion de la misma: la ira externa y la ira interna. La ira
externa hace referencia a la expresion visible de esta, es decir, cualquier manifestacion
observable de enfado. La interna es aquella que se guarda para si mismo el joven y no
llega a exteriorizar, est4 contencion le causaria una presién emocional. (Ak et. al. 2015)

Estos autores concluyeron que la forma de expresién de la ira por la victimizacién de
bullying/cyberbullying estaba negativamente correlacionada con la cibervictimizacion.
Es decir, no hubo correlacion apreciable entre expresar de forma externa la ira de ser
victima o guardarselo de forma intrinseca y ser, a su vez, victima de cyberbullying. Si
reforzaron de alguna manera lo establecido ya por den Hamer y Konjin en 2014,
obteniendo resultados de correlacidén positiva entre cibervictimizacion y ciberacoso

posterior.

Otramente, encontramos mas estudios que se preocuparon también en evaluar la
configuracién emocional de las victimas y su potencial implicacion posterior en casos

de cyberbullying.

Se encontraron rasgos de la personalidad que han presentado correlacién con el
fenémeno (Brewer & Kerslake, 2015). EIl primero que debe mencionarse es la empatia.
Si bien anteriormente ya hemos visto ciertos paralelismos o cierta relacién entre el
bullying “tradicional” y el cibernético, se estima que este elemento también presenta
una correlacion con éstos. Un bajo nivel de empatia se relaciona con mas enrolamiento
en comportamientos de abuso reiterado o severo. (Ciucci & Baroncelli, 2014; Jolliffe &
Farrington, 2006). Sin embargo, se aprecia una menor correlacién con el cyberbullying
por el hecho de que en esta modalidad de violencia sigue sin existir un perfil de agresor
concreto, difuminandose asi los rasgos tipicos y tradicionales en este aspecto (Dredge
et. al. 2014).



Otro elemento que Brewer & Kerslake analizaron fue el de la soledad. La soledad
aparece como algo relevante a lo largo de la adolescencia, siendo ésta una etapa de
expansion de las relaciones sociales y de creacion de nuevos vinculos. No obstante, este
rasgo aparecia como inconsistente con la posibilidad de participar posteriormente en
actos de cyberbullying pues al fin y al cabo los adolescentes que se sintieran solos en la
vida real podrian acudir a internet para simplemente expandir sus contactos y sentirse
acompafados, fomentando el control informal a través de la comunicacién con terceros
(Russell, Flom, Gardner, Cutrona, & Hessling, 2003). Se habla, ademas, que muchos de
los jovenes que acuden a internet para comunicarse con otros suelen ser timidos pero
con predisposicion de entablar vinculos positivos y tener la oportunidad de contactar
con gente (Valkenburg & Peter, 2011). Sin embargo, Brewer & Kerslake fueron
incapaces de establecer una correlacion entre la soledad y la comision de cyberbullying;

no apareciendo como un buen predictor individual.

El altimo elemento se trata de la autoestima. Una baja autoestima se relaciond con un
mayor nivel de victimizacion, siendo estos percibidos como victimas mas accesibles o
rentables por parte de los abusadores. Recordemos aqui de nuevo el Cyclic Process
Model (Den Hamer, Konjin, 2016) y el hecho de que estas victimas, en caso de
desahogarse en las redes sociales, buscaran a su vez a otras victimas potenciales que

cumplan con estos rasgos.

Brewer & Kerslake volvieron a correlacionar la cibervictimizacién con el ciberacoso al

igual que otros autores y encontraron, de nuevo, significacion positiva entre ambas.

Volviendo al elemento recientemente mencionado relativo al control informal, nos
encontramos ante la tesitura de hablar de la teoria del control de Hirschi, una teoria
criminologica clasica que nos puede dar un punto de vista interesante sobre el fendmeno
del cyberbullying. Hirschi argumentd que aquellos individuos fuertemente ligados a
grupos sociales tales como la familia, los amigos o la escuela misma, eran menos
propensos a cometer delitos. Distinguio entre 4 elementos: El primero y mas importante
para nuestra materia de investigacion es el apego o afecto hacia otros; el segundo es el
compromiso o participacion, otramente etiquetado por otros autores como stake in
conformity, es decir, qué se esta sacrificando al delinquir; el tercero seria la implicacion

en actividades convencionales; y finalmente las creencias o valores morales proactivas.



De todos estos elementos, el mas interesante para nosotros sera el del apego, pero no lo
valoraremos desde un prisma psicoldgico, sino mas bien desde la perspectiva basica de

control ejercido por parte de la familia.

Vista la revision de la parte de la victima ahora deberiamos intentar establecer un perfil
de agresor. Algo complicado porque como ya hemos visto no parece haber un perfil de
agresor determinado en tanto que tampoco existe un perfil de victima claro. Cualquiera,
a priori, podria ser victima de cyberbullying o ser propenso a cometerlo si se dan las
condiciones necesarias. Sin embargo, si encontramos un estudio que traté de establecer
una tipologia de agresores o, al menos, sujetos mas propensos a enrolarse en actos de

cyberbullying.

Calvete et. al. (2010) utilizaron el CBQ (Cyberbullying Questionnaire) para ver si
existia un perfil determinado de agresor en este tipo de casos. Encontraron diferencias
significativas entre géneros, siendo los hombres mas propensos a cometer tales actos
(47.8% de chicos contra 40.3% de chicas). Observaron también diferencias en cuanto a
qué curso se encontraban los jovenes, suponiendo mayores grupos de riesgo 2° y 3° de
ESO, més que 1° y 4°. El Gltimo elemento de relevancia que se hall6 en tal estudio fue el
conjunto de valores y comportamientos agresivos del joven, estableciendo aqui como
relevantes los comportamientos proactivos agresivos y pensamientos que justifiquen la

violencia.

Vemos que es complicado delimitar un patrén claro de rasgos para diferenciar a victima
y victimario y lo que mejor podemos hacer es intuir tendencias generales, por sexos y
dentro del propio fendmeno del cyberbullying (a qué son mas tendentes los agresores) y

basarnos en estas tendencias para tomar cartas a nivel preventivo.

A nivel criminoldgico vemos que toda esta composicion de emociones y estimulos
negativos nos recuerda mucho a la conocida General Strain Theory (GST) de Agnew,
que nos ayudaria a enmarcar todo lo dicho hasta ahora en un marco directamente
relacionado con la criminalidad. Es mas: el objetivo de Agnew con esta teoria era
explicar el enrolamiento de los jovenes en actos criminales, por lo cual debemos tenerla

en cuenta aqui.

Esta teoria iba enfocada a un nivel individual, por el cual una persona rodeada de

relaciones negativas con otras personas sera un foco de estimulos negativos que pueden



acabar llevandole a cometer algin acto criminal. Se establecen como relaciones

negativas aquellas en las que:

= Se priva a la persona de lograr un objetivo deseado o valorado.
= Se le quita a la persona algo que tiene un valor para ella/el.

= Se impone a esta persona algo que es nocivo o indeseado.

Agnew presentd el strain como una situacion de la cual el adolescente no puede
escapar, y los ambientes que estan mas presentes en la vida del joven en esa época son
el hogar y la escuela. Por ello, podemos entender que la revision teérica respecto al
fenomeno del cyberbullying vaya hacia esta direccion y podamos sustentar o enfocar,
gracias a una teoria general, lo ya repetido varias veces hasta ahora: los jovenes
receptores de estimulos negativos de los que no pueden escapar son mas tendentes a

cometer actos delictivos.

Dada la conectividad 24/7 de la que disponen los jovenes en la actualidad, la
disponibilidad a la victimizacion alcanza unos niveles preocupantes, imposibilitdndoles
cualquier opcion de escape, pues el foco de riesgo ya no queda en la escuela, sino que

alcanza un nivel virtual que no entiende de espacio-temporalidad.



3. Metodologia

La metodologia del trabajo ha consistido en la realizacion virtual de una tanda de

encuestas, de elaboracion propia, a grupos de adolescentes de entre 12 y 16 afios.

En un principio, los participantes iban a formar parte de una muestra aportada por la
Fundacio Tr@ms, una organizacion sin animo de lucro que agrupa a diversas entidades
docentes expandidas por Catalufia con la voluntad de crear un proyecto colaborativo
enfocado a la educacion apostando por el uso pragmatico y adecuado de las nuevas
tecnologias.

Dadas las limitaciones logisticas y de recursos de esta nuestra investigacion, la muestra
finalmente consistira en 125 alumnos del ciclo de educacion secundaria obligatoria del

CES Jaume Viladoms, en la poblacion de Sabadell.

La intencidn de la encuesta es evaluar el nivel de riesgo en RRSS que presentan los

jovenes de este escuela siguiendo 2 principales hipotesis:

a. Ciertas redes sociales son mas propensas a alojar conductas de riesgo que otras

en cuanto al cyberbullying.

b. Una mayor supervision por parte de los padres reduce tanto las conductas de

acoso como las de victimizacion.
La encuesta se divide en secciones:

La primera seccion sirve de perfilacion socio-demografica del encuestado, incluyendo
preguntas como la edad y el sexo, asi como su pais de origen o los trabajos de sus
progenitores con la intencion de estimar el nivel de formacion de los padres. Se
aprovecha ésta seccion también para conocer el rendimiento académico del alumno, y
comprobar mas tarde si puede ser vinculable a nivel de victimizacién o participacion en

actos de cyberbullying.

En la segunda seccion se perfila a nivel tecnologico, con preguntas para conocer de qué
aparatos disponen los jovenes en su casa, asi como si €stos estan supervisados o0 no por

sus padres. También se afiade una pregunta para ponderar el nivel de seguridad que
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perciben en internet en base a esa posible (0o no) supervision por parte de los

progenitores.

La tercera seccidon ocupa principalmente la categoria de RRSS, pues lo que se busca
aqui es conocer de qué redes sociales disponen para luego vincularlo con la siguiente
seccién, ésta relativa a la victimizacion en redes. En ésta cuarta se realizan preguntas
para conocer el nivel de victimizacién en cada red y de qué tipo: ya sea victimizacion
directa o factores de riesgo como no conocer a los seguidores que se tienen o tener la

cuenta publica.

La quinta seccion busca ser un tipo de encuesta auto-revelada donde buscamos conocer
qué hechos admisibles como cyber-bullying han realizado los jovenes de la muestra.
Esto nos serviria para comparar de un modo distinto el ya antes mencionado Cyclic
Process Model, pues éste se centraba en la reconversién de las emociones surgidas de
actos de bullying fisico y ahora podremos comprobar si existe una correlacion entre el

sufrir cyber-bullying y cometerlo més tarde.

La Gltima seccion es principalmente exploratoria a nivel protocolario, para conocer qué
tipo de divulgacion educativa se estd dando en estos centros y coOmo actdan en caso de

cyber-bullying.

Pretendemos poder comprobar empiricamente las hipotesis expuestas.
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4. Andlisis y discusion de resultados

El total de la muestra ha sido 125 casos. De estos 125 encontramos 70 hombres y 55

mujeres.

Fig. 3. Porcentaje de género de los encuestados.

@ Wujer
& Hombre

Fuente: Elaboracion propia.(Corona, O., 2017)

Pese a que es una muestra bastante igualada deberemos tener en cuenta, a la hora de
considerar cualquier resultado, este pequefio sesgo.

Respecto a las edades, el rango definitivo comprende entre los 12 afios y los 16. Los
valores no difieren demasiado entre ellos, manteniéndose en un rango de 28-32
individuos por cada cifra de edad. El Unico valor distante son los 7 individuos que
representan los 16 afios (alumnos repetidores o que ya habian cumplido afios al realizar

la encuesta).

En cuanto al pais de origen observamos una dominancia total de la nacionalidad
espafiola (122 casos de 125) respecto a 2 y 1 casos respectivamente de China y Africa.
Dada esta limitacion de la muestra, hablaremos de resultados aplicables a la
nacionalidad espafiola, sin poder indagar en posibles diferencias de comportamientos
entre diferentes paises de origen.
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Fig. 4. Nacionalidades de los encuestados.

Pais de origen:

12

'!

u Africa = China w Espafia

Fuente: Elaboracion propia. (Corona,O., 2017)

En relacion a la hipotesis propuesta era interesante comprobar el nivel de supervision
parental (teoria del control) que ejercian los padres o en su defecto tutores legales. Para
ello, realizamos primero una vista de pajaro para esbozar qué tipo de familia o

composicion familiar predomina en la muestra.

Fig. 5. Tipo de familia. (Porcentajes)

@ Wadre y padre
@ Sélo uno (Madre)
@ Solo uno (Padre)

/ @ Otros (Responsable legal)

Fuente: Elaboracion propia.(Corona, O., 2017)

La unidad familiar donde coexisten madre, padre e hijo es la més habitual de todas
(81.6%), seguida de la unidad monoparental formada por la madre (12%), otros,
refiriéndonos en este caso a tutores legales (4%) y finalmente las monoparentales

formadas por el padre (2.4%).
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Lo interesante de esto es ver si el nucleo familiar influye de alguna forma en el tipo de
supervision que se ejerce de cara a la actividad del joven en internet. Observamos la
supervision estratificada por tipo de familia y por nivel de estudios de los padres, la
supervisién por edad y finalmente también queriamos recoger si esta supervision influye

en su percepcion de seguridad en la red.

Fig. 6. Supervision estratificada por tipo de familia.

Supervisidn estratificada por tipo de familia.

ADULTOS

Madre y padre

&
|

Otros (Responsable legal)

M7 de casos.

Salo uno (Madre)

Salo uno (Padre)

Supervisidn.

Fuente: Elaboracion propia (Corona, O., 2017)

Al estratificar la supervision por tipo de familia, es decir, al observar las tendencias de
supervision dependiendo de si el joven convive con su madre, su padre, ambos 0 tutor
legal, obtenemos el grafico que apreciamos aqui arriba. Dado que partimos de una
muestra donde tenemos un 81.6% de casos donde el joven convive con madre y padre,
debemos considerar los resultados bajo este importante sesgo. El nivel de casos donde
no habia supervision ya era elevadisimo antes de estratificarlo por grupo de familias,
hablando de un 71.2% de casos frente un 28.8% donde si existia supervision de las

actividades que el joven realiza en internet.

Por ello, debemos apuntar que la tendencia actual en la muestra es la de no tener
supervision al realizar actividades en internet, independientemente del tipo de familia

con el que se conviva. Ademas, se aplicd el test de chi-cuadrado para observar si existia
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relacion significativa entre las variables. Aplicandolo con un 95% de confianza se
obtuvo un p-valor mayor de 0.05 (0.53) por lo que vemos que no existe una relacion
estadistica significativa entre el nivel de supervision y el tipo de familia,
independientemente del sesgo muestral. Es decir, la tendencia seria probablemente la

misma aun teniendo una muestra de tipos de familia mas homogénea.

El siguiente analisis que consideramos realizar fue el de ver si existian diferencias de
nivel de supervision dependiendo de la formacién que tuvieran los padres o
responsables legales. Es decir, observar si a mayor nivel de formacion de los padres
éstos podian ser mas conscientes de la problemética del cyberbullying. Dada la ingente
cantidad de respuestas distintas obtenidas estas se tuvieron que agrupar en categorias

mucho mas genéricas:
e Ambos padres con trabajos no cualificados;
e Uno con trabajo cualificado y el otro no;
e Ambos con trabajos cualificados; un solo padre con titulo de grado;
e Uno con grado y el otro con trabajo no cualificado;

e Grado y trabajo cualificado; ambos con grado; jubilados; y finalmente el grupo

de respuesta

e No especificado (NE).

Fig. 7. Supervision estratificada por nivel de
estudios de los padres.

NE [——
Jubilados ==
Mo cualif.
Grado y No cualif. |
Grado/s |[Jee—
Cudlif. ¥ Grado |—
Cualif. ¥ Mo cualif. —
Cuglificado/s I
0 5 10 15 20 25

mNo mSi

Fuente: Elaboracion propia (Corona, O., 2017)
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De nuevo, observando que al aplicar el test de chi-cuadrado obtenemos un p-valor
superior a 0.05, esto es, al aplicar el test con un 95% de confianza sabemos que no
existe relacion significativa entre el tipo de trabajo que realizan los padres y el nivel de
supervision que éstos ejercen. Las diferencias que se observan en el gréfico responden a
sesgos de la propia muestra, al ser los 3 primeros grupos los més grandes y con mas
casos (22, 24 y 34 respectivamente). Si es cierto que sin ser la muestra mas grande, el
sector de familias donde ambos padres realizan tareas no cualificadas presenta un
pequefio incremento en el nivel de supervision. Puede responder al hecho que muchos
de estos casos eran padres con pequefios negocios familiares establecidos cerca de casa,
lo que les podria facilitar la compaginacion entre la vida familiar y la laboral,

preocupandose mas por las actividades de su hijo en internet.

El siguiente elemento a analizar y posiblemente de los mas interesantes en el &mbito que
nos acontece es el de la supervision a lo largo de los afios. Es decir, vamos a observar si
con el paso de los afios y a medida que los jovenes crecen, los padres dejan de aplicar

supervision.

Fig. 8. Supervision de los padres por edad del joven.

Supervisién por parte de padres o tutores legales, por edad.

28 —
20 =
SUPERVISION
15 —
Si
-
10 —
5 -_
.
| | | | |

12 13 14 15 18
Edad.

M? de casos.

Fuente: Elaboracion propia (Corona, O., 2017)
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Large Sample
Test Statistic DF p-value | Effect Size est. Lower (%) Upper (%)
Chi Sguared 20.251 4 <0.001 | Cramer's V 0.403 0.184 (2.3) 0.553 (97.53)
Si observamos la barra roja del “si”, apreciamos la clara tendencia a la baja que presenta
a lo largo de los afios, llegando a no existir ningln caso de supervision en los casos de
16 afios, aunque éste Gltimo grupo es muy reducido, por lo que es algo posible. Del

mismo modo, si observamos las barras azules del “no”, incrementan con los afios.

En este caso si observamos una relacion significativa entre variables, pues al aplicar de
nuevo el test del chi-cuadrado con un 95% de confianza, éste nos da un valor muy
pequefio e inferior a 0.05 (<0.001). Con ese intervalo de confianza, podriamos decir que
si existe relacion entre el nivel de supervision que aplican los padres a medida que los

hijos crecen, siendo ésta una correlacion negativa.

Por otra parte, también resultd interesante observar la percepcion de seguridad que
tenian los jovenes a pesar de ser 0 no ser supervisados. Las tendencias fueron las

siguientes:

Me siento seguro en Internet: (125 responses)

40

20

Fuente: Elaboracién propia (Corona, O., 2017)

Se les preguntd que respondieran, dentro de una escala del 1 al 5 donde 1 era “nada

seguro” y 5 “totalmente seguro”, como de seguros se sentian en la red.

Aplicando el t-test (variable cualitativa “supervision” y variable cuantitativa “nivel de
seguridad percibido”) veremos si existe relacion entre la supervision que ejercen los
padres y el nivel de seguridad que perciben los jovenes. Es decir, ver si un mayor

control en la vida real ayuda a los jovenes a percibir mayor seguridad en la red.
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Los resultados fueron los siguientes:

El p-valor que obtenemos tras aplicar el t-test con un 95% de confianza es mayor a 0.05,
por lo que no podemos establecer una relacion significativa entre la supervision ejercida

por los padres o responsables y la seguridad percibida en la red por parte del joven.

Una vez analizadas todas estas variables llegd el momento de centrarse en las redes
sociales en si, para tener una imagen general de las tendencias actuales y ver cuales son

mas peligrosas para la victimizacion o comision de actos de cyberbullying.

Lo primero que debemos saber antes de tratar las conductas que se dan en las redes es

saber cuales estan en mayor posesion por parte de los jovenes.

Se les preguntd que marcasen de qué redes disponian de entre las disponibles y los

resultados fueron los siguientes:

Redes mas populares entre la muestra.

140 123
120 103
100
80 72
33 49
60 40
40
0 [ |
A A o & = . & %3
. q;:"} p %{b 'Q@P &33' E}&} q.*\-x. ‘}:_\ p o
ﬁ?}' & ‘._:';f"" 49 & A = &
‘Q-L A \h{-
S &
a o
o
A“\?jﬂ

Fuente: Elaboracion propia (Corona, O., 2017)

La aplicacion mas comun entre los jovenes era WhatsApp/Line/Telegram o cualquier
aplicacion de mensajeria instantanea, con 123 usuarios de 125, seguida de Instagram,
Snapchat y los canales de Youtube. Sorprendentemente Facebook no entré en este top 4,
algo que personalmente no esperaba, pues si comparamos este resultado con la Annual
Cyberbullying Survey de Gran Bretafia (Hackett et. al. 2013) vemos como Facebook, al
menos en Espafia, ha perdido protagonismo entre los jévenes. En la Annual
Cyberbullying Survey Facebook aparecia como la red mas usada (75%) y en nuestro
caso aparece como la quinta mas usada (39.2%). Habria que determinar si esta
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diferencia responde a criterios regionales, culturales o de desgaste de la propia red al no

satisfacer los principales intereses de la juventud del momento.

Instagram y Snapchat presentan caracteristicas distintas a nivel de funcionamiento. Si
bien en Instagram cabe la posibilidad de tener la cuenta publica y permitir a todo
usuario acceder a ella y comentar tus fotos o contactar contigo via mensaje privado,
Snapchat es mas cerrada al requerir de la aceptacién de una solicitud emitida por otro
usuario. Ambas consisten en la publicacién de fotos, con la diferencia que en Snapchat
desaparecen a las 24 horas de ser publicadas o enviadas a un destinatario concreto. De
aqui podrian nacer conductas de riesgo relativas al envio de fotos comprometidas, que
luego quedan en posesion del destinatario. Veremos luego si estas conductas estan o no
presentes.

El incremento de redes de intercambios y publicaciones de fotografia deberia ser
considerado un objeto de estudio muy interesante a nivel de tendencias psicoldgicas de
los jovenes, y ver si responde a un narcisismo creciente que sea saciado con la

exposicion de uno mismo en redes.

Es digna de apreciar también la posicion de los canales de Youtube, siendo la cuarta,
por encima de Facebook mismo y que podria ser fruto del boom actual del movimiento
Youtuber que estamos viviendo (Cabanillas, 2014). Los jovenes, en un intento de imitar
a sus idolos de la plataforma, empiezan con sus propios canales a subir videos sobre la
tematica que sea. A nivel de riesgo de victimizacion esto nos interesa por la facilidad
pasmosa con la que se puede comentar cualquier cosa en cualquier video. Si bien
Youtube ahora ofrece la posibilidad de desactivar comentarios, es algo que no interesa a

los iniciados pues a menos comentarios menor visibilidad del video.
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Una vez determinadas las redes mas usadas se les preguntd a los encuestados que

calculasen el  aproximadamente la  frecuencia de uso de  estas:

120
I Varias veces aldia [l Unavez al dia Varias veces alasemana [l Unavez ala semana

80

40

WhatsApp/LINE/Telegram Facebook Twitter

Il Algunavez almes [ No tengo esta red social.

N

Instagram Ask fm Canal de YouTube Snapchat

Fuente: Elaboracion propia (Corona, O., 2017)

Dada la conectividad 24/7 y la facilidad de envio de mensajes de texto, WhatsApp o las
apps de mensajeria instantanea aparecen como la red usada con mas frecuencia, aunque
debemos recordar tambien que 123 encuestados de 125 disponian de ella, asi que el pico
puede responder a este motivo. Instagram aparece como la segunda mas consultada

varias veces al dia, seguida de Youtube y Snapchat en este orden.

Ya obtenida la vista general debemos entrar en términos de privacidad de estas redes.
La privacidad es un punto importante a considerar pues es un elemento de regulacion de
las conductas peligrosas. Si disponemos de una red social en modo privado o con
control de seguidores, nosotros decidiremos quien tiene acceso 0 no a nuestra
informacion y nuestras publicaciones. Si optamos por aceptar Unicamente a gente que si
que conozcamos tendremos a nuestros seguidores controlados y podriamos evitar ser

victimas de cyberbullying por parte de gente anénima o los llamados trolls de internet.

Se pidio a los jovenes que hicieran un calculo estimado de los seguidores que tienen en

las redes y estos fueron los resultados:
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I 0-20% I 20-40% 40-60% WM 60-30% M 50-100% [ No dispongo de esta red

80

a0

Whatsapp/LINE/Telegram Facebook Twitter

hll.J 4

Instagram Ask fm Canal de Youtube Snapchat

Fuente: Elaboracion propia (Corona, O., 2017)

Como era de esperar, WhatsApp, al requerir de un nimero de teléfono concreto para
tener afadido a un usuario, es la red que aparece con mayor control de seguidores, con
unos pocos casos (19) donde el porcentaje se ve reducido a 60-80%. Esto se puede
deber a hechos como creaciones de grupos donde se afiada a varios jovenes y quepa la

posibilidad de que no se conozcan en persona.

Como ya habiamos mencionado antes, Youtube es la red con menos control de
seguidores (pues al final la intencion es esa misma: exponer contenido al mayor namero
de gente posible y que se suscriban a tu canal). A nivel de riesgo esto es importante de
nuevo, pues un joven que suba contenido a Youtube puede ser susceptible de ser
atacado gratuitamente por gente que no conoce.

A nivel de control de seguidores Snapchat aparece como una red bastante controlada,
con un margen dominante de 80-100%, quizas por su propio sistema de funcionamiento
de intercambio de tags de usuario y posibilidad de determinar quién ve tus historias y

quién no.

El resultado relativo a Instagram también es susceptible de tener en cuenta pues los
margenes son mucho mas homogéneos y centrados en la parte media. Es decir, los

porcentajes mayoritarios ondean entre el 40 y el 100%, lo que da a entender que hay un
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grupo importante de jovenes que tiene un saco de seguidores de los que conoce apenas
al 50% de ellos. Esto se muestra en parte inconsistente con el siguiente resultado

obtenido a raiz de preguntarles por qué redes tenian en modo privado:

Modo privado (control de seguidores) en las
siguientes redes:

o0
g0

&0
50

83
19
40 36 -
40 18
20
o [ |

Instagram Snapchat Facebook Todas mis Twitter Askfm
redes son
publicas

Fuente: Elaboracién propia (Corona, O., 2017)

Instagram, a pesar de tener un margen de control de seguidores muy extenso, aparece
como la principal red con control de seguidores. Es decir, estamos en un contexto donde
los jovenes, a pesar de tener la posibilidad de controlar quién les sigue en la red, optan
por aceptar a cuentas de gente desconocida, estableciéndose asi como una puerta de
entrada a trolls y a posibles cyberbullies. Aunque el porcentaje de jovenes que tiene
todas sus redes publicas es muy bajo (23.2%), conductas como estas son las

verdaderamente importantes a considerar a nivel de riesgo de victimizacion.

Pasamos ahora al analisis de las conductas de riesgo, es decir, conductas que pueden ser

susceptibles de ser usadas en su contra y acabar siendo victimizados.

El primer grafico muestra los resultados de la frase: “He dado mi contrasefia en un

momento puntual a un tercero sin cambiarla después”:
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Facebook Jll—4 (3.2%)
Twitter |—2 (1.6%)

Instagram [l —6 (4.8%)
Askfmll—3 (2.4%)
Canal de... —4 (3.2%)

Mo he dad...

115 (92%)

0 20 40 G0 80 100

Fuente: Elaboracion propia (Corona, O., 2017)

En este sentido los jovenes aparecen bastante concienciados, pues casi el 95% de
encuestados jamas han dado su contrasefia a terceros, ni amigos ni conocidos, lo que es

un punto importante para evitar conductas como la suplantacion de identidad online.

La siguiente conducta viene relacionada con lo que se ha comentado recientemente en
relacion a Snapchat o Instagram, es decir, el envio de fotos comprometidas. Se preguntd
a los encuestados por esto.

“He mandado alguna foto comprometida por esta red”

Mo, jamas. 114 (91.2%)

Si, via Whats._. 9 (7.2%)
Si, via Faceb... |0 (0%)
Si, via Instag... §—1 (0.8%)
Si, via Snapc... 2 (1.6%)
Si, via Twitter|—0 (0%)

0 10 20 30 40 50 60 70 80 90 100 110
Fuente: Elaboracion propia (Corona, O., 2017)

De nuevo, casi un 90% de encuestados afirman no haber mandado jamas ninguna foto
comprometida de su cuerpo a sus contactos. Podriamos determinar que en cuanto a esto
estan bastante concienciados y conocen los riesgos de realizar tal conducta. Los que si
han mandado fotos lo han hecho a través de WhatsApp y Shapchat. En cuanto a
WhatsApp podriamos atribuirlo a la confianza que se puede tener con la otra persona al
conocerla muy probablemente en persona, y respecto a Snapchat hablariamos de la

fugacidad de estas fotos, con un limite temporal de 24 horas, por lo que los jovenes
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pueden obviar el peligro de mandar fotografias de este tipo al pensar que se borraran
con el tiempo pero sin recordar que existe la funcion de captura de pantalla por parte del

potencial agresor.

A un nivel de victimizacion mas directa se les preguntd a los encuestados que
determinaran en qué red social habian recibido alguna vez algln insulto, provocacion o

broma de mal gusto, si es que la habian recibido.

Esto fue lo que respondieron:
He recibido algln insulto o provocacion en alguna de estas redes:

Facebook 3 (2.4%)
Twitter 3 (2.4%)
Instagram
Snapchat
Ask.fm
WhatsApp/LI...
Canal de You...

Jamas here... 74 (59.2%)

Fuente: Elaboracion propia (Corona, O., 2017)

El grupo mayoritario sigue siendo el no victimizado, representando en este caso casi un
60% de la muestra. Los resultados nos muestran un preocupante protagonismo de
WhatsApp y otras herramientas de mensajeria instantdnea con un 35% de individuos
que si han sufrido algin tipo de insulto o provocacion por alli. Esto nos resulta
interesante pues antes (Fig. 12) hemos visto que WhatsApp/Line/Telegram aparecen
como la red con mas conocimiento de seguidores de todas. Nos lleva a pensar que las
conductas de cyberbullying en esta red podrian producirse mas por gente conocida que
por desconocidos. El caso de Instagram si parece ir mas acorde con lo visto en la fig. 12,
donde teniamos un grupo de gente desconocida importante que podria aprovechar esta

falta de vinculo en la vida real para provocar o insultar a un usuario.
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Resulta curioso el caso de Youtube, que aparecia como la red con menor conocimiento
de los seguidores, aqui observamos como el porcentaje de casos donde el joven haya

sufrido provocaciones o insultos es muy bajo (2.4%).

Como penultimo elemento del blogue de preguntas sobre la victimizacion, se pidio a los
encuestados que nos contaran cual es el nivel de exposicion de informacién personal

que tienen sus RRSS:

Este es el nivel de exposicion de informacion personal en mis redes:

(4018%)

40

22 (1|T.E:‘.%)
20

Fuente: Elaboracion propia (Corona, O., 2017)

Los valores de 1 y 2 son “practicamente nada” y “muy poco”, y son los mayoritarios,
asi que parece ser que la tendencia de los jovenes de la muestra en las RRSS ya no
consiste tanto en publicar informacion personal como qué estan haciendo, donde estan o
la exposicion de opiniones, sino mas bien en publicar sobretodo fotografias y otro tipo
de contenido que no filtre directamente informacién personal. Seria interesante poder
ampliar la muestra y ver si estas tendencias se repiten en otros grupos con caracteristicas

diferentes.

Finalmente, la ultima pregunta del blogue consistio en preguntar si algin conflicto
sufrido en RRSS trascendio a la vida real. Esto se preguntd para profundizar un poco
méas en lo ya mencionado por Dredge et. al. (2014) que intentaron establecer y
cuestionar ciertos rasgos de similitud entre el bullying tradicional y el cyberbullying. La
idea era conocer si existe la posibilidad de que situaciones de conflicto virtual acaben
pasando al plano real y el cyberbullying pueda pasar a ser bullying tradicional. El
resultado fue el siguiente:
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He tenido algun conflicto en alguna red social que luego ha trascendido a la vida real:

@ Si
® No

Fuente: Elaboracion propia. (Corona, O., 2017)

El resultado es cuanto menos interesante. Por lo visto hasta ahora los jovenes estaban
ejerciendo un control adecuado de seguidores, reportaban no haber cometido apenas
conductas de riesgo, y sin embargo ahora nos encontramos ante un 20% de la muestra
que asegura haber tenido un conflicto en una red social que luego ha seguido en la vida
real. Para entender mejor esto deberiamos remitirnos a lo anteriormente mencionado
sobre WhatsApp y otras apps de mensajeria instantanea: La mayor parte de insultos y

provocaciones provienen de gente conocida por la potencial victima.

Nos podriamos aventurar a decir, con tal de tratar de encajar las piezas, que gran parte
de estos conflictos que han trascendido a la vida real podrian provenir de la propia app
de WhatsApp tras tener alguna discusion con algin conocido o amigo.

Los siguientes gréaficos son los resultantes del bloque de autorrevelacion. Se pregunt6 a
los encuestados acerca de ciertas conductas que quedarian incluidas dentro de lo que
consideramos cyberbullying, estratificadas por cada red social. Por orden de aparicion

en cada grafico son:

1. He insultado a alguien con intencion de reirme de él/ella.

2. He insultado a alguien con intencidn de hacer dafio.

3. He difundido rumores sobre alguien.

4. He reenviado una foto comprometida o privada de alguien sin su permiso.

5. He compartido un pantallazo de una conversacion privada con alguien con

intencion de criticar.
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Se incluyen aqui los gréaficos con los resultados mas significativos. El resto de ellos se

pueden encontrar en el anexo de este mismo trabajo.

E71 En WhatsApp/LINE/Telegram

Il si [l No

80

40

o

g

E4 En Instagram
Hl si Hl No
90
60

30

N N Rl Ca B
o o & a o

e e e Y\a‘e’e we
E7 En YouTube

100
Il si Hl No
75

50

25

He insultado a alguenconla Heinsultado a alguien conla  He difundido rumores sobre He reenviado una foto
intencion de reirme de &l o intencion de hacer dafio: alguien: comprometida o privada de
ella: alguien sin su permiso:

Fuente: Elaboracion propia. (Corona, O., 2017)

La tendencia més clara de nuevo es que WhatsApp, probablemente por la gran cantidad
de muestra que representa por si misma acoge la mayoria de comportamientos de
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cyberbullying. El que més destaca de entre todos es el de reenvio de capturas de pantalla
a terceros con tal de criticar y desprestigiar a alguien. En WhatsApp lo entendemos a
nivel privado, que no deja de ser lesivo pues de ahi pueden surgir los problemas y
conflictos que luego trascienden a la vida real; pero lo que merece nuestra atencion es

gue en Instagram aparece también como la conducta mas frecuente.

Esto acontece como algo preocupante pues ya no estamos hablando de un tridngulo de
personas, sino que hablamos de casos donde los jovenes deciden compartir via
Instagram un pantallazo de una conversacion privada para que la vean ni mas ni menos
que todos sus seguidores y se convierta el efecto bystander en un reclutamiento de
aliados de un bando u otro, haciéndoles participes del conflicto o condicionando su

opinidn en base a qué parte siguen.

Volviendo a WhatsApp, el resto de conductas no tienen un despunte mayor que las
otras, pero si vemos que la segunda més destacada es la difusidén de rumores. Parece que
las conductas que mas destacan en esta red son las referentes a realizar comentarios a
espaldas de terceros con la intencion de desprestigiar. De algiin modo, esta tendencia de
difusion de rumores vuelve a extenderse también por Instagram, y aunque no podemos
determinar con certeza el modo en cémo se lleva a cabo, esto podria ocurrir por los
siguientes medios: el chat privado de Instagram o; que la propia difusion de capturas de
pantalla por si misma ya lleve implicita esta difusion de rumores, como por ejemplo
compartir un pantallazo de una conversacion fuera de contexto con tal de manipular la
informacion o simplemente fotos de terceros que puedan desencadenar comentarios

lesivos.

Finalmente, es conveniente hablar del hecho que Youtube sea una red donde lo mas
cometido sean los comentarios hirientes e insultos. Como ya hemos mencionado antes,
la exposicién publica y en algunos casos viral, inherente a la publicacion de un video,
hace al joven objeto de posibles criticas gratuitas dada la anonimidad que otorga
Youtube al poder crearse una cuenta que no muestre quién se es realmente y comentar

de forma anénima.

Las dos siguientes preguntas pretendian testear a un nivel mas superficial lo establecido
por Thornberg & Jungert (2013), que defendian que una configuracion de valores
morales determinada tenia implicacion con el efecto bystander, haciendo al testigo o

tercero participe o no de los conflictos tanto a nivel cibernético como los trascendidos a
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la vida real. También se pretende sopesar lo defendido por Machackova (2015), quién
decia que en casos donde haya menos mediatizacion (menos personas implicadas en las
conductas de cyberbullying), los bystanders serdn méas propensos a actuar que en los
casos mas mayoritarios. Dado que Machackova no establecié un nimero concreto de
personas para diferenciar “casos pequefios” de “casos grandes” aqui lo concretamos en

20 o mas para hablar de “grupo amplio de gente”.

A su vez, la pregunta sobre si estando con un grupo de amigos fisicos o virtuales se
siente con méas poder de realizar alguna de las acciones relativas a la comision de
cyberbullying hace referencia a lo establecido por Sutherland en su teoria de la
asociacion diferencial. Veremos si estar con un grupo de amigos cuyos valores tiendan a
ir a favor de estas conductas condiciona los actos de otros integrantes y los hace

enrolarse en estas conductas.

Se obtuvieron los siguientes resultados:

E8 La posibilidad de anonimato online me da poder para hacer alguna de las
anteriores acciones sin ser descubierto:

(125 responses)

60

40

20 14 (11.2%)

Fuente: Elaboracion propia (Corona, O., 2017)

Se pidié a los encuestados que escogieran, en una escala del 1 al 5, donde 1 es
“totalmente falso” y 5 es “totalmente cierto”, como de acuerdo estaban con la frase de
“la posibilidad de anonimato online me da poder para hacer alguna de las anteriores
acciones [las relativas a la comision de actos de cyberbullying]”. El resultado

mayoritario resulto ser “totalmente falso”, aunque también observamos una tendencia a
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decantarse por respuestas mas absolutas que medias. Es decir, las respuestas mas
predominantes estan en los valores 1, 3 y 5 mucho mas que los 2 y 4. Si bien nos aporta
cierta tranquilidad que el pensamiento mayoritario es que no estan de acuerdo con la
frase, debemos recordar que existen 22 casos sumando los valores de 4 y 5; y 23 casos

de jovenes que no estan ni de acuerdo ni en desacuerdo (valor 3).

Este resultado como tal no nos aporta demasiada informacion asi que seria interesante

estratificar estos resultados por sexo y perfilar mejor los datos obtenidos:

La posibilidad de anonimidad online me da poder para realizar alguna de las anteriores acciones sin ser descubierto.

30 - ANONONLINE
- R
20 = 2
3
2
10 =
5
a-
| |

Hormbre Mujer
Sexo.

MA® de casos

I

| EEXO
ANONONLINE | Hombre | Mujer | Row Total |
——————————————————————— B B ]
1 Count | 3e | 31 | e7 |
——————————————————————— R R By
2 Count | 7 1 & | 13 |
——————————————————————— R R By
3 Count | 15 | g | 23 |
——————————————————————— e B .
4  Count | 3 5 ] g8 |
——————————————————————— e B .
S Count | 5 | 5 1 14 |
——————————————————————— B B ]
Column Total | 70 | 55 | 125 |
Large Sample
Test Statistic DF p-value | Effect Size est. Lower (%)
Chi Sguared 2.45% 4 0.652 | Cramer's VvV 0.14 0 (2.5)

Fuente: Elaboracion propia. (Corona, O., 2017)
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Los hombres se presentan con méas poder a la hora de realizar ciertas conductas bajo el
anonimato online. Sin embargo, esto podria deberse al sesgo de la propia muestra, pues
tampoco hay diferencias aparentemente significativas entre sexos, excepto en el valor 3.
Bien podria deberse por el sesgo muestral o porque las mujeres fueran mas tendentes a

situarse en extremos mas que en puntos medios.

Al aplicar el test de chi-cuadrado con un 95% de confianza, obtenemos un p-valor
superior a 0.05, por lo que podriamos decir que no existe relacion significativa entre el
sexo y el sentimiento de poder online bajo el anonimato que éste otorga.

Pasamos ahora a valorar lo mencionado por Sutherland: si estando en un grupo de
amigos con valores que acepten estas conductas se es mas tendente a enrolarse en este
tipo de conductas. Se pregunté a los jovenes si estando con un grupo de amigos fisico o
virtual (chat de grupo en WhatsApp) se sentian con méas poder de realizar las conductas

de cyberbullying.

Presentamos los resultados obtenidos:

Estando con un grupo de amigos fisico o virtual me siento con poder de realizar las anteriores acciones.

GRUFOAMIGOS

Cierta.
Falso.

M® de casos.
(%]
(=]
1

10 =

o-

| |
Hombre Mujer

Sexo.

Large Sample
Test Statistic DF p-value | Effect Size est. Lower (%) Upper (%)
Chi Sguared Z.165 1 0.141 | Cramer's Vv 0.132 0 (2.5) 0.307 (87.5)

Fuente: Elaboracion propia. (Corona, 0., 2017)
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De nuevos, los hombres aparecen con mayor nimero de casos en general, asi que
aplicamos el test de chi-cuadrado y, con un 95% de confianza podemos determinar que
no hay relacion significativa entre el sexo y la sensacion de poder de estar con un grupo

de amigos que acepten conductas de cyberbullying.

Sin embargo, al cruzar esta variable con la de supervisién por parte de los padres si

obtenemos relacion significativa:

Large Sample
Test Statistic DF p-value | Effect Size est. Lower (%) Upper (%)
Chi Sgquared 5.0%8 1 0.0z24 | Cramer's Vv 0.202 0.011 (2.5) 0.377 (97.5)

Fuente: Elaboracion propia. (Corona, O., 2017)

El p-valor tras aplicar el test de chi-cuadrado es inferior a 0.05, por lo que podemos
afirmar con un 95% de confianza que si hay relacién entre la existencia de supervision
por parte de los padres y la sensacién de poder al estar con un grupo de amigos fisicos o
virtuales (en este caso los segundos, pues la supervision ejercida por los padres era a

nivel de redes).

Lo siguiente que se valoro fue lo establecido por Machackova (2015), y veremos si
existen diferencias en la predisposicion a ayudar dependiendo del tamafio del grupo que
esté acosando al individuo. Las opciones de respuesta son, por orden de aparicion: “No

hago nada”, “lo comunico a alguien responsable” y “le presto ayuda personalmente”.

E10 Si veo que alguien esta siendo victima de un caso de cyberbullying por
parte de un grupo amplio de gente [mas de 20 personas] (videos
sexuales/humillantes difundidos, imégenes comprometedoras, etc.)...

(125 responses)

25 (20%)

No hago nada.
85 (68%)

Lo comunico. ..

46 (36.8%)

Le presto ay...

0 10 20 30 40 50 60 70 80
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E17 Si veo que alguien esta siendo victima de un caso de cyberbullying por
parte de un grupo pequefio de gente [menos de 10 personas] (amenazas,
conflictos privados, publicaciones con insultos en sus redes, etc.)...

(125 responses)

No hago nada. 21 (16.8%)

Lo comunico... 79 (63.2%)

Le presto ay... 54 (43.2%)

0 10 20 30 40 50 60 70

Fuente: Elaboracion propia. (Corona, O., 2017)

A nivel superficial y de porcentajes no apreciamos demasiada diferencia, pues las
tendencias son casi idénticas en ambos casos. Lo importante de estos resultados es la
concienciacion de los jovenes a la hora de notificar un problema o comunicarlo a
alguien responsable cuando presencian un caso de cyberbullying. Resulta sorprendente
que la segunda opcion mas escogida tanto en casos de grupos pequefios como grandes
sea la de prestar ayuda personalmente. Esto es consistente con lo establecido por
Machackova (2015), quién defendia esta idea de a menor tamafio del grupo acosador,
mayor implicacion de bystanders, al menos a nivel de prestacion de ayuda personal. Se
amplia el campo de estudio a grupos grandes al ver que la tendencia es idéntica a la de
los grupos pequefios en estos casos, con la diferencia de que el nimero de situaciones
donde se prestaria ayuda personalmente se incrementa en los grupos pequefios y decrece

en los grupos grandes y viceversa.

El bloque final agrupaba una serie de preguntas relativas a qué pasos de siguen o se
deberian seguir, para establecer pequefas directrices generales de actuacion en base a

los resultados.

Primero se les preguntd a los jovenes acerca de, en caso de ser victimas de

cyberbullying y comunicarlo, a quién acudirian para hacerlo.
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A quién acudiria en caso de ser victima de las
acciones anteriormente descritas.
120

100

&0

a0

: | |

0 [ ]

Padres Amigofs Profesores Policia MNadie

Fuente: Elaboracion propia. (Corona, O., 2017)

Parece que los resultados podrian ir escalados segun el posible nivel de confianza. Las
autoridades, al no estar en contacto directo con los jovenes aparecen como la ultima
opcion antes de escoger a “nadie” para contarselo. En el apartado de conclusiones
profundizaremos mas sobre las implicaciones a nivel practico que tienen estos

resultados, pero debemos considerar dos puntos clave en lo obtenido:

1. Independientemente del nivel de supervision que puedan ejercer los padres, estos
aparecen como opcion prioritaria por los jovenes a la hora de notificarles que se
esta siendo victima de cyberbullying.

2. No hay que perder de vista los 9 casos que optarian por no contarselo a nadie, ya
que podrian ser un grupo de riesgo alto al no comunicar la problemaética a

alguien responsable o cercano. Hay que trabajar para ellos.

La penultima pregunta que se les hizo fue que, en caso de no poder contar con nadie,
qué medidas tomarian con tal de protegerse de esos posibles ataques. Dado que las
respuestas fueron extremadamente variadas en su exposicion, pero muchas coincidian
en la idea base, se hizo una agrupacion cualitativa de variables, reduciendo las opciones
de respuesta a 11.
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En caso de no poder acudir a nadie, yo mismo optaria por
tomar esta medida:

25 23 77
20
15 12 1
9
10 &
4]
5 I I I : . .
; B m =
5 L 4 i 4 4, 4 5 c o
F & &P ¢ ¢ E S
¢ w & # & . & g & &
§ & & F S & S &
v ot 2 2
o = o 20
& o I
oF B LY
s

Fuente: Elaboracion propia. (Corona, O., 2017)

El nimero de casos de jovenes que no sabrian qué hacer por ellos mismos es muy alto,
llegando a representar el 18% de la muestra, con un recuento de 23 individuos. A nivel
de implicaciones préacticas y de debate este resultado nos sera muy importante a la hora
de cémo concebir el fendmeno para combatirlo, pero eso se discutird en las
conclusiones. Por otra parte, parece que los jovenes tienen otras dos opciones muy
claras en cuanto a respuesta en casos de cyberbullying: Bloguear e ignorar. Esto nos
podria ayudar a entender, aunque requiera mucho mas estudio, qué peso le dan los
jévenes a las conductas virtuales de acoso, ya que el nimero de casos que tienen miedo
a actuar es muy reducido. Si se comparara la afectacion emocional que tendrian las
conductas anteriormente descritas con las acciones que los jovenes toman, podriamos
medir el nivel de relativizacion o importancia al que someterian a estos actos. Otra
accion que deberia tenerse en cuenta es la de “replicar”, esto es, enfrentarse
directamente al agresor virtual. De ésta entenderiamos que el conflicto pudiera acabar
trascendiendo a la vida real, pues el joven opta por mantenerlo y enfrentarse cara a cara
a €l, y en el caso de conocer al cyberbully, se desplazaria el conflicto a la vida real. Esto
contrasta con el hecho de que la accion de dialogar tenga muy poco protagonismo, ya

gue se apuesta por una accion mas directa y arriesgada antes que la del dialogo.

Otro resultado interesante nace de estratificar estas medidas por sexo. No existe una
relacion significativa o extrapolable entre variables (p-valor superior a 0.05 al aplicar el

test del chi-cuadrado), pero si hay un punto que merece ser comentado:
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Fig. Medidas gue tomarias en caso de no poder acudir a nadie. (Por sexo).

Miedo a represalias. [ 2
O, el

Dialogar.

——
Cerrar cuentas / Desinstalzr zop. [
Replicar. |
ns/nc I
fnorar/Nohacer nace. - I e
Bloquear y notiicsr. I ——— 1]

5 10 15 20 25

=]

B Mujer. ®Hombre.

Large Sample
Test Statistic DF p—-value | Effect Size est. Lower (%) Upper (%)
Chi Sguared 14.338 11 0.215 | Cramer's V¥V 0.335% 0 (2.5) 0.405 (57.5)

Fuente: Elaboracion propia. (Corona, O., 2017)

Hay una tendencia a tener en cuenta y es que los varones aparecen como mas tendentes
a realizar estas conductas de réplica y enfrentamiento directo que las mujeres, que
apuestan mas (aunque por poco) por blogquear directamente al agresor e impedir que el

conflicto, al menos en la red, pase a mayores.

Finalmente, para observar el nivel de concienciacion que tenian los jovenes de la
muestra respecto a la problematica del cyberbullying, se les pidid que estableciesen, en
una escala del 1 al 5 (donde 1 es “nada de acuerdo” y 5 “totalmente de acuerdo”) si
estaban de acuerdo con la frase de “se deberian tomar las medidas necesarias para

acabar con el fendmeno”.

Los resultados fueron positivos y practicamente toda la muestra se mostré de acuerdo
con que se deben tomar cartas en el asunto con tal de prevenir y actuar sobre el
cyberbullying, es decir, son conscientes de la problematica y que se debe luchar contra

ella.
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F3 Creo que se deben tomar las medidas necesarias para acabar con el
cyberbullying

(125 responses)

100
50
9(7.2%
0 (0%) 0 (0%) 321%) (7,2%)
. | |
1 2 3 4

Fuente: Elaboracion propia. (Corona, O., 2017)
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5. Conclusiones

Las conclusiones que se han obtenido provienen de los datos de éste estudio, sin
embargo, debemos ser conscientes de las limitaciones que éste presenta. Nos hemos
centrado en un Unico instituto, y pese a obtener la cifra de 125 individuos seria
interesante (y hacia alli deberia ir enfocada la investigacion futura) conseguir una
muestra mas diversa, con otros tipos de instituto, mas variedad de nacionalidades o
incluso lograr una muestra Unicamente de victimas para lograr perfilar ain mas las

conductas de riesgo de éstas.

A lo largo de la discusion de resultados hemos podido observar varias tendencias

actuales que deben ser enfrentadas a nuestras hipotesis.

Nuestra primera hipotesis versaba “ciertas redes sociales son mas propensas a alojar
conductas de riesgo que otras en cuanto al cyberbullying” y esto ha quedado
ampliamente demostrado. Con casi un monopolio en conductas tanto de riesgo como en
agresoras, WhatsApp aparece como la red social que mas posible cyberbullying aloja.
Esto nos lleva a afirmar que la tendencia actual del cyberbullying podria ir mas
enfocada a un desplazamiento del bullying tradicional al plano virtual —esto es, acoso
por parte de individuos cercanos ya sea en el ambito del instituto o en el circulo de
amistades— que no la idea que se podia tener de que el cyberbullying iba méas ligado a
conductas como el grooming. El concepto de anonimidad si puede mantenerse (Fig.
E8), pero por parte de estos individuos cercanos a la victima, pues ya hemos visto que
pese a que la mayoria de la muestra no cree que la posibilidad de anonimidad online le
sirva para cometer algun acto de acoso, tenemos un total de 45 casos situados entre la
franja 3 y 5 (de “cierto” a “muy cierto” respecto a la afirmacion) que si creen que esta
anonimidad les sea util para camuflar su identidad y atacar a la victima. Recordemos
que WhatsApp, a su vez, era la red méas usada con diferencia, con lo que podria existir
un sesgo a la hora de establecer estos resultados tan determinantes. Se deben realizar
investigaciones posteriores en una muestra donde todos los individuos dispongan de las

mismas redes.

Los insultos y desprestigios son las conductas que mas se dan, ya sea en WhatsApp
como en Instagram, siendo esta segunda una muestra de este deterioro del ambito
privado, donde una conversacion particular puede dejar de serlo en cualquier momento

y, a través de una captura de pantalla, colgar cierto fragmento de esta con tal de criticar
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0 poner a terceros en contra de alguien. Es importante concienciar a los jovenes de la
prudencia a la hora de exponer ciertas informaciones en aplicaciones de mensajeria

instantanea.

Los datos obtenidos de privacidad nos permiten aventurarnos a una tendencia cierta, y
es que pese a tener la mayoria de redes sociales en modo privado (control de
seguidores) encontramos que Instagram, pese a ser la red social mas privada de todas
presenta unos indices de “conocimiento del seguidor” muy relativos, oscilando entre tan
solo el 40% y el 60% de followers conocidos. Esto nos dice que pese a la posibilidad de
control de seguidores, hay una tendencia a aceptar a gente anénima y que esta pueda ver
informacion y fotos que se pretendian privadas, lo que deberia ser catalogado como la
relativizacién del anénimo, conducta por la cual el joven quita peso a la importancia de
tener a gente desconocida siguiéndole en las redes sin pensar en los posible riesgos que

esto puede conllevar.

La segunda hipdtesis que se propuso fue que una mayor supervision por parte de los
padres/tutores/responsables legales reduciria tanto las conductas de riesgo como las de
victimizacion. En este caso hemos detectado dos hechos importantes: La supervision de
los padres de las redes sociales disminuye conforme el joven va haciéndose mayor y
existe una relacion significativa entre la supervision que ejercen los progenitores y la
sensacion de poder junto a un grupo de amigos virtuales para cometer actos de
cyberbullying. En cuanto a esto ultimo nos referimos a que si la supervisiéon se ve
reducida, la sensacion de poder probablemente se vea incrementada al no tener el miedo
de que los progenitores puedan ver algun acto de maldad llevado a cabo en redes. Las
directrices que se proponen seguir en este &ambito son claras: La concienciacion no debe
reducirse a los jovenes. Los progenitores juegan también un papel importante en el
fendmeno del cyberbullying, siendo unos bystanders secundarios, que sin estar
implicados tan directamente en el contexto escolar, su supervision si puede influir en la
perpetracion de actos de acoso al verse este desplazado del plano escolar al plano virtual
y por tanto, del hogar. Es necesario trabajar en este sentido y no permitir que la

supervision decaiga con los afios.

Siguiendo este hilo de trabajo conjunto, debemos hablar de los resultados obtenidos en
tema de comunicacién de actos del fendmeno, donde hemos visto una respuesta

mayoritaria por parte de los jovenes de no saber qué hacer. A su vez, acuden mucho mas
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a los profesores y los padres que a las autoridades. Esto nos da una clarisima vision del
nivel macro que tiene el fendmeno: Para luchar contra éste se debe trabajar en sinergia
con padre y profesores para que creen la confianza necesaria con los jovenes (y
viceversa) y que el problema llegue a ser trasladado a las autoridades competentes para
gue no quede impune. No obstante tampoco debemos dejar de lado un resultado
bastante positivo: también una gran parte de los jovenes optaria por bloguear al agresor
en las redes sociales. Esto, en los casos en que se trate de un desplazamiento del
bullying tradicional al plano virtual no acabaria con el problema de raiz, pero si a nivel
de redes, siendo un paso importante.

Desde aqui se propone establecer directrices claras y concisas de intervencion contra el
bullying en general tras ver la gran cantidad de casos donde el victimario es alguien
cercano a la victima. El cyberbullying aparece como un desplazamiento de este dltimo y
deben tratarse ambos problemas de forma conjunta con todos los actores implicados en
la vida escolar. Progenitores, jovenes y escuela deberian realizar talleres de
concienciacién periodicos para recordar la importancia del fendmeno y la supervision.
En cuanto a los profesores, deberian ser formados en materia de actuacion contra el
bullying y cyberbullying, tanto para poder ofrecer el primer soporte tanto
psicopedagdgico como asesor para que el joven pueda tomar medidas mientras el caso
no llega a las autoridades.

Por encima de todo, no obstante, es necesario crear un clima de confianza suficiente en
la vida del joven que le encoraje a denunciar el mas minimo acto de cyberbullying del

gue sea victima.
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ANEXOS

1. Modelo de encuesta empleada para la realizacion del estudio

Cuestionario RRSS

*Required

Al Sexor*
() Mujer

i) Hombre

A2 Edad: ®

A3 Pais de origen: *

A4 Adultos responsables que conviven conmigo en casa: *
i) Madre y padre

(") S6louno (Madre)

() Sdlouno (Padre)

i) Otros (Responsable legal)

A5 Mis responsables adultos (padre/madre/tutor) trabajan de:

A6 Mis notas, en general, son; *
() Mayoria “Insuficientes” (0-4)

() Mayoria "Suficientes” (5-6)

() Mayoria "Meotables” (7-8)

(") Mayoria "Excelentes” (3-10)
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Variables relativas a la tecnologia

B1 Mumero de ordenadores/tablets/madviles que hay en mi casa:

() Masde3

BZ De los anteriores, éstos son mios propios: *

Puedes seleccionar varios.

(] ardenador

[] Tablet

] Méwil

B3 Mumero de horas al dia que paso usando estos aparatos: *

B4 El ordenador o la tablet se encuentran: *

(") Enunazona comin de la casa

(") Enmi habitacién

B5 Mis padres/responsable me permite/n disponer del mavil

siempre que yo quiera en estos ambitos: *
Fugdes marcar ambas.

(O] Dentrode casa

(] Fueradecasa

B6 Mis padres me supervisan la actividad que hago en Internet:

.
) osi

() Mo

EY Me siento seguro en Internet: *

1 2 3 4 3

Mada ] ] ] i ] Totalmente



Dispongo de: *

2

WhatsApp/LIME/ Telegram
Facebock

Twitter

Instagram

Agk frn

Canal de Youtube

Snapchat

1N I I I 0 0 I

Minguna

C2 Este es el usa que hago de las redes que tengo:
Vamas Varigs Unaveza Algunz Motengo

Canal de YouTube

LT LI WU
WhatshpelLNETelegzm (O O O O O O
Facsbook c o O O O O
Taitter c o O O O O
instagram c o O O O O
Ask.fm c o O O O O
c o O O O O
c o O O O O

Snapchat



Acerca de la privacidad

D1 Estimo que el porcentaje de contactos que conozcao
personalmente en éstas redes es: *

e

{Por ejemploc Si conoces a 2 de cada 10, marca 20-40%)

Mo
disponga
de esta
red

0-20%  20-40%  40-80%  60-B0%  B0A10

i
]

(=]

Whatsapo/LINE Telegram O O O

Facebook

O

Twitter

Instagram

Aszkfm

Canal de Youtube

Snapchat

O 0 O O O O
O O O O O O
O O O O O O
OO0 O O O O
O O O O O O O
O O O 0O O O O

D2 Tengo en modo privado (control de seguidores) las
siguientes cuentas: *

[-] Facebook
[-] Instagram
Twitter

Snapchat

Ask.frm

oo

Todas mis redes son publicas

D3 He dado la contraseiia de ésta o éstas redes a un amigo o
conocido en un momento puntual, sin cambiarla después:

Facebook
Twvitter
Instagram
Ask frn

Canal de Youtube

O000o0o0o

Mo he dada jamas |z comtrasena de ninguna red a nadiz
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4 He mandado fotos comprometidas o mostrando partes
desnudas de mi cuerpa; *

[[] Mo, jamas.

i, via Whatsapp/LIME, Telegram
i, via Facebook

i, via Instagram

i, via Snapchat

1N N B N I 0 I

i, via Twitter

['5 He recibide algun insulto, brema de mal gusto o provocacion
en alguna de éstas redes: *

[] Facebock

Twvitter

Instagram

Snapchat

Ask frn

Whatsapp/LIME Telegram

Canal de Youtube

O000o0oan

Jaméas he racibido ningun comentario negative en ninguna de mis redes
sociales

06 Del 1 al &, diria que el nivel de informacion privada o de mi
vida personal que expongo en mis redes es; *

1 2 3 4 5
Lo cuento
Mada. ] O O O O practicamente
todo.

07 He tenide algun conflicto en alguna red social que ha tenido
consecuencias luego en la vida real: *

) s
() Ne
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Qué he hecho en redes

Dejz en blance las cuadriculas de las redes que MO tengas. Gracias.

E1 En WhatsaApp/LINE/Telegram

He mszultado a elguen con la intencion de
i :
reirmie de €l o glz

He imsuitado a elgusen con la intencidn de
nacer dafio:

He difundido rumares sobre alguen:

He reenviado una foto comprometida o
privada de alguien sin su permiso:

He compartido un pantzllzzo de una
COMversacion privado con alguien con
ntencion de criticar

o O O O O
o O O O O

E2 En Facebook

He mszultado a elguen con la intencion de
i :
reirmie de €l o glz

He imsuitado a elgusen con la intencidn de
nacer dafio:

He difundido rumares sobre alguen:

He reenviado una foto comprometida o
privada de alguien sin su permiso:

He compartido un pantzllzzo de una
COMversacion privado con alguien con
ntencion de criticar

o O O O O
o O O O O

E3 En Twitter

w
=
[=]

He msuitado a alguien con la intencion de
reirme die & o ella

He imsuitado a elgusen con la intencidn de
nacer dafio:

He difundido rumares sobre alguen:

He reenviado una foto comprometida o
privada de alguien sin su permiso:

He compartido un pantzllzzo de una
COMversacion privado con alguien con
ntencion de criticar

o O O O O
o O O O O



E4 En Instagram

He nzuftado a alguisn con la inmtencidn de
reimme de & o gl

He nzultado a alguien con la intencién de
hacer dafia:

He difundido rumares sobre alguen:

He reenviado una foto comprometida o
peivada de alguien sin su permiso;

He comgpartido un pantallazo de una

conversacion privado con alguien con
intencion de criticar:

ES En Snapchat

He insuitado a alguien con la intencicn de
rairme de & o ellz

He insultado a 2lguien con la intencion de
nacer dafor

He difundido rumares sobre alguen:

He reenviado una foto comprometida o
peivada de alguien sin su permiso;

He comgpartido un pantallazo de una

conversacion privado con alguien con
intencion de criticar:

E6 En Ask.fm

He insultado a 2lguien con la intencion de
reirme de & o ellz

He insultado a 2lguien con la intencion de
nacer dafar

He difundido rumares sobre alguen:

He reenviado una foto comprometida o
privada de alguien sin su permisa:

He compartido un pantzllzzo de una
Cl:lm'Ef‘f'EEil:lll'l privada con alguien con
intencion de criticar:

o O O O O O O O O O

o O O O O

O O O O O
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E7 En YouTube

S Mo
He insultado a elguien con la intencicn de
reirme de & o &l O D
He insultado a elguien con la intencicn de
nacer dafio O D
He difundido rumares sobre alguien: i ]
He reenviado una foto comprometida o O D

privada de alguien sin su parmisa:

E& La posibilidad de anonimato online me da poder para hacer
alguna de las anteriores acciones sin ser descubierio: *

1 2 3 4 3

_ Totalmente
Mada cierto. i 2 O O O cierto.

E9 Estando con un grupo de amigos (fisica o virtualmente) me
siento con mas poder y mas seguro de hacer cualquiera de las
anteriores acciones: *

() Cierto.

() Falso.

E10 Siveo que alguien esta siendo victima de un caso de
cyberbullying por parte de un grupo amplio de gente [mas de 20
personas] (videos sexuales/humillantes difundidos, imagenes

comprometedoras, etc.)... *
5i saleccionas "Mo hago nada’, no margues ninguna de las otras dos opciones.

[ Mo hago nada.

D Lo comunico a alguien responsable (profesores, padres, tutor legal,
gutoridades).

D Le presto ayuda personalmente.
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Pasos a seguir

F1 En caso de ser yo quién recibe alguna de las anteriores

acciones acudiria a: ®
Puedes marcar varias

[] Padres
[] Frofesores

[] Faolicia
[] Amigoss

[] Hadie

F2 Sioptase por no acudir a nadie, yo mismo tomaria ésta
medida para protegerme del cyberbullying: *

F3 Creo que se deben tomar las medidas necesarias para
acabar con el cyberbullying *

1 2 3 4 a

Nada de
acuerdo

o) O O O O Totalmems de

acuerdo
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