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Fistils

En qui confiem
a internet?

En un entorn ple de desconeguts i productes
que no experimentem directament es creen
mecanismes per manufacturar la confianca

NEREIDA CARRILLO
BARCELONA

a web informa que la sa-
marreta esta disponible
en totes les talles. {Do-
nem creditalaqualitatde
latela? Lafotografia del
restaurant mostraun plat de xai ben
decorat. 6Com sabem que la racié
sera generosaiel servei, atent?I a
I’aplicacié de cites, unapersonaens
proposa d’anar a fer un cafe. {Sera
amable? ¢Ens podem arriscar a que-
dar-hi? Els negocis, el lleure, les re-
lacions personals i molts altres as-
pectesdelavidapassen perlaxarxa,
un escenarion els codis tradicionals
delaconfiancano serveixen. Comet
pots refiar d’algi que no coneixes?
Com pots valorar un producte que
no veus? La confian¢a, com molts
altres aspectes, s’ha digitalitzat. I
amb aix0 sorgeix el repte de crear
nous mecanismes que ens permetin
relaxar-nos illiurar-nos als altres.
“En la vida presencial tenim nas
per saber en qui hem de confiar,
quaniperque”,afirma Liliana Arro-
yo, doctora en sociologia, investiga-
dora sobre transformacio digital i
coordinadora de I'estudi Confiados
yconfiables. Lafabricacion de la con-
fianza en la era digital. Pero aquest
nas, afirma la sociologa, no esta en-
trenat per funcionar a internet. La
recerca assenyala que, a la xarxa, la
confiancano es dona de manera es-

pontania, sin6 que cal una actitud
proactiva per tal de fomentar-la. Es
faatravés de ranquings, informacio
detallada, imatgesitotaunaseriede
mecanismes que, segons Arroyo,
s’han creat per “manufacturar la
confianca”. Es el que el tecnoleg
Nick Grossman anomena “arquitec-
turade la confianca”.

Per a Javier Velilla, expert en
marqueting digital i soci de la con-
sultora Comuniza, en internet no-
més hi confiem en tltimainstancia:
“La primera confianca la tenim so-
bre lanostrapropia experiéncia. La
segona, sobrelagentambun estilde
vidasimilar al nostre.Ilatercera,en
situacions d’incertesa, acostuma a
ser fer una cerca a Google, que és
molt cruel”. Velilla assegura que ha
passatl’épocade confiaraceguesen
totitothom alaxarxa. De fet,aquest
expert apunta que cada cop confiem
menys, i no només en internet. El
mateix diagnostic fa I’Edelman
Trust Barometer 2017, que assenya-
la que vivim una crisi de confianca.
Larecerca estableix que en 20 dels
28 paisos estudiats ha crescut, per
exemple, la desconfianca cap ales
institucions.

Necessitem confiar

Sibé sospitem més quan comprem
un producte en linia o fem transac-
cions a la xarxa per compartir cot-
xe o intercanviar casa, paradoxal-
ment aixo no passa en les relacions
de parelladigitalitzades. Aixi ho ex-

Diferéncies
Enlavida
presencial
tenim nas per
confiar, pero
ainternetno
ens serveix

Informacié
Confiemen
perfils molt
transparents,
amb molts
detalls que
tranquil-litzen

plica Mireia Cabero, professora de
psicologia de 1a UOC i experta en
psicologia social. Mentre que en el
mon fisic necessitem temps per
confiar en els altres, Cabero asse-
nyala que, a la xarxa, “les relacions
humanes s’acceleren de tal manera”
que ens podem posar “en mans dels

La confianca
viu hores baixes

Diversos estudis certifiquen que la
confianc¢a no viu un moment dolg.
Augmenten els recels cap ainstitu-
cions, mitjans, xarxes socials i al-
tres actors de la vida publica.

® Un 67% desconfia del sistema
Segons ’Edelman Trust Barome-
ter 2017, el 53% dels enquestats
consideren que el sistema esta fa-
llant, una xifra que s’eleva fins al
67% en el cas d’Espanya.

@ Un 51% confia en les noticies
Segons el Digital News Report de
I’'Institute Reuters, la meitat dels
espanyols no es creuen les
noticies.

® Un 24% té una bona opinié
de les xarxes

L’estudi de I’Institut Reuters
apunta que només un 24% dona
credit ales xarxes, és a dir, creu
que separen bé fets i ficcid.
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altres amb molta més rapidesa”. “A
internet confiem segons la necessi-
tat que tenim de confiar en I’altre,
no segons el que I’altre ens demos-
tra”, afegeix la psicologa.

Perfils amb molts detalls

Sino ens serveix I’experiencia pro-
pia o el coneixement personal,
quins codis emprem? En qui confi-
em, a la xarxa? “Confiem en perfils
en queé hi ha molta transparéncia,
molts detalls, i aquests detalls ens
ressonen a coses que ja coneixem”,
explicaArroyo. Aixi, els ingredients
que cuinen la tranquil-litat online
son unainformacio detalladaifide-
digna ales webs i els perfils de xar-
xes socials; comentaris i opinions
positives de desconeguts que s’as-
semblen a nosaltres, i també les in-
teraccions d’'una comunitat digital
que es genera al voltant d’'un tema
o uninteres comu.

Pertal d’aconseguir que un inter-
nauta llogui el teu apartament,
comparteixi cotxe amb tu o aposti
pels productes que algu ven online,
cal cuidar la identitat que s’ofereix
a internet. L’anonimat d’époques
inicialshadonat pasaunainforma-
cid personal i social molt detallada
per inspirar bones vibracions. “Cal
que els perfils siguin nominals, que
hihagifotoique, amés, aquests per-
fils estiguin vinculats a xarxes soci-
als, cosaque ens permet comprovar
quisonels amics d’aquesta persona,
quin tipus de fotografies penjaisihi
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ha un conegut nostre entre la seva
xarxa”, afegeix Arroyo.

Per ala sociologa aquests meca-
nismes, com arales recomanacions
de LinkedIn, les valoracions de
TripAdvisor o els likes de Facebook,
determinen una reputacié digital
queresulta clau, pero que també es-
ta fomentant el control social. Se-
gons Arroyo, mentre s’acusa Google
olacompanyiade Zuckerbergde ser
el Gran Germa, “en realitat som
nosaltres mateixos els que fem de
controladors”. I afegeix: “S’esta cre-
ant un estat d’opinid al voltant del
queestabé, del que s’espera, del que
és ser felic, del que és una vida xu-
la. Tothom intenta complir amb
I’estandard”.

Massa cruels amb els altres

Velilla discrepa d’Arroyo i indica
que la reputacié digital és un con-
cepte en hores baixes que cada cop
preocupara menys. “La reputacio
cada cop tindra menys pes, perque
pressuposem que ningu en té. La
gent és massa cruel amb els altres”,
afirma el soci de Comuniza. A més
dels comentaris sagnants i poc jus-
tos, aquest expert en comunicacio
digital també identificaun altre ele-
ment que esta devaluant la reputa-
cio: el postureig. “Quan tothom so-
breactua, cap element de reputacio
és creible”, afirma Velilla. Segons
aquest expert, aquest canvi ja s’es-
ta produint amb els més joves, que
no es preocupen tant per I’historica
les xarxes i que utilitzen eines efi-
meres que fan desapareixer el con-
tingut. “La reputacid sera una cosa
molt més liquida, menys fixa; no et
perseguira tant. I hi haura algorit-
mes correctors”, pronostica Velilla.
Ainternet, com alavidareal, la
confianca no dura eternament. De
vegades estrencael vincle que hiha
amb I’altre, amb un producte o amb
una marca. Per a la sociologa, la re-
putacié també es pot truncar; actes
reprovables o comentaris negatius
poden acabar generant una estela
negativaaunapersonaoun produc-
te. I un cop aixo passa, és dificil de
capgirar. “Per netejar la mala repu-
tacio a la xarxa necessites molt de
temps, molts dinersiun esfor¢ molt
intens. No és a ’abast de tothom”.
Lareputacié digital té mecanis-
mes amb implicacions diferents ala
xarxa. I ladesconfianca? Ala xarxa,
&és més gran o més petitaque alavi-
da fisica? ¢De qui desconfiem a in-
ternet? Segons Arroyo, “estem tras-
lladant les discriminacions offline
també al’entorn online”. Malgrat les
promeses de més democracia, a la
xarxa,comalavidareal, es continua
marginant per motius de raca, ori-
entacié sexual o nivell d’ingressos.
Arroyo remet a un estudi sobre
Airbnb que afirmava que “si tens un
nom afroamerica tens menys possi-
bilitats que et lloguin I’apartament
i, amés, et pagaran menys”. No és
Iinic cas. De vegades la discrimina-
cib és en els algoritmes. Per evitar
situacions com aquestes Arroyo
aposta per una cocreacio de la tec-
nologiailesxarxes ambusuaris, que
aixi no se sentiran exclosos.




