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Prerequisits
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Objectius

Diferenciar i definir els sistemes de seguretat, com els elements electronics, fisics i humans, en aquests Ultims
amb especial atencié a I'aprenentatge homes i dones amb respecte i igualtat sense perjudici de génere,
instal-lats i desplegats en una instal-lacié per a protegir a les persones i béns davant els diferents riscos que
poden afectar-los.

Coneixer el marc normatiu que regulen les tecnologies de la seguretat, i la seva vinculacié amb els sectors de
la seguretat publica i la seguretat privada.

Coneixer els diferents dispositius de seguretat electronica que es comercialitzen, instal-len, i el seu
manteniment per al disseny de plans de seguretat integrals. D'altra banda, conéixer els sistemes de seguretat
fisica existents i com es combinen amb els sistemes de seguretat electronics per a minimitzar els diferents
riscos als que es pot veure exposada la instal-lacié que desitgem protegir.

Competencies

® Actuar amb responsabilitat ética i amb respecte pels drets i deures fonamentals, la diversitat i els valors
democratics.

® Actuar en I'ambit de coneixement propi avaluant les desigualtats per ra6 de sexe/génere.

® Actuar en I'ambit de coneixement propi valorant I'impacte social, economic i mediambiental.

® Amb caracter general, posseir i comprendre coneixements basics en matéria de prevencié i seguretat
integral.

® Comunicar-se i transmetre idees i resultats de forma eficient en I'entorn professional i no expert, tant de
forma oral com escrita.

® Donar resposta als problemes aplicant el coneixement a la practica.

® Fer un Us eficient de les TIC en la comunicaci6 i transmissi6 d'idees i resultats.

® |dentificar els recursos necessaris per donar resposta a les necessitats de la gestié de la prevencid i la
seguretat integral.



® Introduir canvis en els métodes i els processos de I'ambit de coneixement per donar respostes

innovadores a les necessitats i demandes de la societat.

® Planificar i coordinar els recursos propis dels tres grans subsistemes que interactuen en la seguretat:

persones, tecnologia i infraestructures.

® Que els estudiants hagin demostrat posseir i comprendre coneixements en un area d'estudi que parteix

de la base de I'educacié secundaria general, i se sol trobar a un nivell que, si bé es recolza en llibres de
text avangats, inclou també alguns aspectes que impliquen coneixements procedents de l'avantguarda
del seu camp d'estudi.

® Que els estudiants hagin desenvolupat les habilitats d'aprenentatge necessaries per a emprendre

estudis posteriors amb un alt grau d'autonomia.

® Que els estudiants puguin transmetre informacién idees, problemes i solucions a un public tan

especialitzat com no especialitzat

® Que els estudiants sapiguen aplicar els seus coneixements al seu treball o vocacié d'una forma

professional i posseeixin les competéncies que solen demostrar-se per mitja de I'elaboracié i defensa
d'arguments i la resolucié de problemes dins de la seva area d'estudi.

® Que els estudiants tinguin la capacitat de reunir i interpretar dades rellevants (normalment dins de la

seva area d'estudi) per emetre judicis que incloguin una reflexié sobre temes rellevants d'indole social,
cientifica o ética.

® Realitzar analisis d'intervencions preventives en matéria de seguretat.

® Treballar en xarxes interinstitucionals i interprofessionals.

® Treballar i aprendre de forma autbnoma.

® Utilitzar la capacitat d'analisi i de sintesi per a la resolucio de problemes.

Resultats d'aprenentatge
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. Analitzar criticament els principis, valors i procediments que regeixen l'exercici de la professid

Analitzar les desigualtats per ra6 de sexe/génere i els biaixos de génere en I'ambit de coneixement
propi.

Analitzar riscos especifics i conéixer-ne els mecanismes de prevencio.

Analitzar una situacio i identificar-ne els punts de millora.

Aplicar una visio preventiva a I'ambit de la seguretat.

Comunicar-se i transmetre idees i resultats de forma eficient en I'entorn professional i no expert, tant de
forma oral com escrita.

Coordinar els recursos propis dels tres grans subsistemes que interactuen al sector de la prevencié i la
seguretat: persones, tecnologia i infraestructures.

Diagnosticar la situacié de la seguretat integral en empreses i en organitzacions.

Donar resposta als problemes aplicant el coneixement a la practica.

Elaborar propostes de gestid en seguretat i prevencioé en una organitzacio.

Fer analisi d'intervencions preventives en matéria de seguretat, medi ambient, qualitat o responsabilitat
social corporativa i extreure'n indicadors de risc.

Fer un us eficient de les TIC en la comunicacié i transmissio d'idees i resultats.

Identificar, desenvolupar o adquirir, i mantenir els principals recursos necessaris per donar resposta a
les necessitats tactiques i operatives inherents al sector de la prevencio i la seguretat integral.
Proposar nous métodes o solucions alternatives fonamentades.

Proposar projectes i accions que incorporin la perspectiva de génere.

Proposar projectes i accions viables que potenciin els beneficis socials, econdmics i mediambientals.
Que els estudiants hagin demostrat posseir i comprendre coneixements en un area d'estudi que parteix
de la base de I'educacié secundaria general, i se sol trobar a un nivell que, si bé es recolza en llibres de
text avangats, inclou també alguns aspectes que impliquen coneixements procedents de I'avantguarda
del seu camp d'estudi.

Que els estudiants hagin desenvolupat les habilitats d'aprenentatge necessaries per a emprendre
estudis posteriors amb un alt grau d'autonomia.

Que els estudiants puguin transmetre informacién idees, problemes i solucions a un public tan
especialitzat com no especialitzat

Que els estudiants sapiguen aplicar els seus coneixements al seu treball o vocacié d'una forma
professional i posseeixin les competéncies que solen demostrar-se per mitja de I'elaboracié i defensa
d'arguments i la resolucié de problemes dins de la seva area d'estudi.



21. Que els estudiants tinguin la capacitat de reunir i interpretar dades rellevants (normalment dins de la
seva area d'estudi) per emetre judicis que incloguin una reflexioé sobre temes rellevants d'indole social,
cientifica o etica.

22. Treballar en xarxes interinstitucionals i interprofessionals.

23. Treballar i aprendre de manera autonoma.

24. Utilitzar la capacitat d'analisi i de sintesi per a la resolucio de problemes.

Continguts

Marc basic de les Tecnologies de la seguretat.
« Sistemes de seguretat fisica.
o Perimetrals.
o Exteriors.
o Interiors.
+ Sistemes de seguretat electronica.
o Control d'accessos.
o Intrusié.
o Video vigilancia.
o CCTV.
* Installacions de seguretat.
o Normativa.
o Tecnologies.
o Costos.
+ Sistemes contra incendis.
o La deteccid.
o L'extincio.
o L'alerta i I'evacuacio.
* Futur de les tecnologies de la seguretat.
o Drons
o Robadtica.
o Ciberseguretat.
* Armes, explosius i blindatges.
o Normativa d'Armes.
o Normativa d'Explosius.
o Tecnologia dels Blindatges.
o Tecnologies aplicables en els conflictes.
* Tecnologia dels detectius privats.
o Tecnologies aplicables a la recerca privada.
o Auditories de seguretat.
o Transmissions, imatge i so.

Activitats formatives i Metodologia

Resultats
d'aprenentatge

ECTS

Tipus: Dirigides

Classes con soporte TIC 12 0,48

Evaluacio 4 0,16

Tipus: Supervisades




Planificacio del treball. Lectures, reflexié sobre les matéries. Preparacié dels treballs 24 0,96
individuals. Proves continuades, i prova final.

Tipus: Autonomes

Treball individual i en grup (cerca de material, discussié, preparacio i presentacio). 110 4.4

* Classes amb suport TIC. Resolucié de dubtes i preguntes. Seguiment de treballs.

* Resoluci6 d'exercicis i practiques: realitzacio individual de treballs i casos practics, amb suport TIC.
* Estudi personal: Consolidacié dels coneixements teorics i practics.

* Les tutories amb el professorat es concertaran per correu electronic.

L'idioma amb el qual s'imparteixen les classes és: Espanyol.

Nota: es reservaran 15 minuts d'una classe, dins del calendari establert pel centre/titulacio, perqué els
alumnes completin les enquestes d'avaluacié de I'actuacio del professorat i d'avaluacié de I'assignatura.

Avaluacio6

Activitats d'avaluacio continuada

Titol Pes Hores ECTS Resultats d'aprenentatge

Examen 50% 0 0 1,2,3,4,5,6,7,8,9, 10, 11,12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23,

final. 24

PEC 1 125% 0 0 1,2,3,4,5,6,7,8,9, 10, 11,12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23,
24

PEC 2 125% O 0 1,2,3,4,5,6,7,8,9, 10, 11,12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23,
24

PEC 3 125% 0 0 1,2,3,4,5,6,7,8,9, 10, 11,12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23,
24

PEC 4 125% 0 0 1,2,3,4,5,6,7,8,9, 10, 11,12, 13, 14, 15, 16, 17, 18, 19, 20, 21, 22, 23,
24

Partira dels criteris basats en I'avaluacié continuada, que ens permetra mesurar el grau de competéncies
especifiques del programa que I'alumne ha aconseguit.

Els valors de cada item per a l'avaluacio figuren en la taula inferior, tots els items han de ser superats amb (5)
perqué puguin ser computats en l'avaluacio.

Prova escrita.

Les proves d'avaluacio continuada sera de caracter teoric/practic (PAC 1,PAC 2, PAC 3 i PAC-4)ies
realitzaran de manera individual.



Perque I'avaluacio continuada es faci efectiva I'alumne haura de realitzar totes les PAC. En el cas de no lliurar
alguna PAC l'avaluacié continuada s'anul-la i passa I'alumne directament a I'examen de recuperacio.

Els treballs hauran de ser citats conforme a la normativa corresponent. No s'admetra cap treball sense una
correcta citacio. https://ddd.uab.cat/pub/recdoc/2016/145881/citrefapa_a2016.pdf

Copia en examen o plagi.

En cas que durant un examen es detecti la preséncia d'alumnes copiant quedessin automaticament suspesos
sense possibilitat d'accés a la recuperacio.

En cas de plagi en la redaccio dels treballs (PAC), es valorara cada cas i, en cas extrem es considerara I'opcio
de suspens directe sense opcid a recuperacio.

En cas de no superar 'assignatura d'acord amb els criteris abans esmentats (avaluacio continuada), es podra
fer una prova de recuperacio en la data programada en I'horari, i que versara sobre la totalitat dels continguts
del programa.

Per a participar a la recuperacio I'alumnat ha d'haver estat préviament avaluat en un conjunt d'activitats, el pes
de les quals equivalgui a un minim de dues terceres parts de la qualificacio total de I'assignatura. No obstant
aixo,la qualificacié que constara a I'expedient de I'alumne és d'un maxim de 5-Aprovat.

L'alumnat que necessiti canviar una data d'avaluacié han de presentar la peticié emplenant el document que
trobara en I'espai moodle de Tutoritzacié EPSI.

Sense perjudici d'altres mesures disciplinaries que s'estimin oportunes, i d'acord amb la normativa académica
vigent, "en cas que l'estudiant realitzi qualsevol irregularitat que pugui conduir a una variacié significativa de la
qualificacié d'un acte d'avaluacio, es qualificara amb un 0 aquest acte d'avaluacié, amb independéncia del
procés disciplinari que es pugui instruir. En cas que es produeixin diverses irregularitats en els actes
d'avaluacié d'una mateixa assignatura, la qualificacio final d'aquesta assignatura sera "0".

En cas que I'alumne sigui repetidor de I'assignatura, haura de realitzar totes les proves que s'especifiquen en
la present guia docent sense excepcid. No s'acceptaran treballs ja presentats per I'alumne en anys anteriors.

Les proves/examens podran ser escrits i/o orals a criteri del professorat.
Plagi

Si durant la correccié es tenen indicis que una activitat o treball s'han fet amb respostes assistides per
intel-ligéncia artificial, el/la docent podra complementar I'activitat amb una entrevista personal per corroborar
l'autoria del text.

Avaluacio Unica

Els estudiants que optin per I'avaluacié unica faran una prova de sintesi final de tot el contingut de
I'assignatura (50%) i lliuraran el treball de I'assignatura (50%)

La data per a aquesta prova i el lliurament del treball de lassignatura sera la mateixa programada en I'horari
per a I'tltim examen d'avaluacio continuada.

S'aplica el mateix sistema de recuperacio que per a I'avaluacié continuada.
Examen de Recuperacio

L'alumne que no superi l'assignatura, que no arribi a 5 (total) de 10, d'acord amb els criteris establerts als dos
apartats anteriors podra presentar-se a un examen final sempre que I'alumne s'hagi avaluat en un conjunt
d'activitats, pes de les que equivalgui a un minim de dues terceres parts de la qualificaci6 total de lassignatura.
Si no ha estat avaluat daquestes dues terceres parts per no haver-se presentat a les proves obtindra una
qualificacié de No Presentat, sense que tingui la possibilitat de presentar-se a lexamen final de recuperacio.



En aquest examen es tornara a avaluar el conjunt dels continguts de lassignatura.

En cas de superar-se I'examen final I'assignatura quedara aprovada amb un 5 com a maxim, independentment
de la nota obtinguda a I'examen.

Canvi de data d'una prova o examen

L'alumnat que necessiti canviar una data d'avaluacié ha de presentar la peticié emplenant el document que es
troba a I'espai Moodle de Tutoritzacié EPSI.

Un cop emplenat el document s'ha d'enviar al professorat de l'assignatura ia la coordinacié del Grau.
Revisi6

Per a la revisio de I'activitat avaluativa I'alumne/a haura d'enviar un correu al professor, que us indicara el
mecanisme de revisio.

Per a I'alumnat d'avaluacié unica el procés de revisio sera el mateix.

Si concorren circumstancies sobrevingudes que impedeixin el desenvolupament normal de lassignatura, el
professorat podra modificar tant la metodologia com I'avaluacié de I'assignatura.

USDELAIA

En aquesta assignatura, es permet I'is de técniques d'Intel-ligéncia Artificial (IA) com a part integrant del
desenvolupament del treball, sempre que els resultats finals reflecteixin una contribucio significativa per part
de l'estudiant en l'analisi i la reflexié personal sobre els temes tractats. L'estudiant haura d'identificar quina part
del treball s'ha realitzat amb IA i quina no, aixi com el nom de I'aplicacié d'lA que ha utilitzat. La manca de
transparéncia en I'Us de la IA es considera una falta d'honestedat académica i pot comportar una penalitzacio
en la nota de l'activitat, o sancions més greus en cas de gravetat.
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Programari

Aquesta assignatra utilitzara el programari basic del paquet d'office 365.



Grups i idiomes de I'assignatura

La informacié proporcionada és provisional fins al 30 de novembre de 2025. A partir d'aquesta data, podreu
consultar l'idioma de cada grup a través daquest enllag. Per accedir a la informacio, caldra introduir el CODI
de l'assignatura

Nom Grup Idioma Semestre Torn

(TE) Teoria 1 Espanyol segon quadrimestre tarda



https://sia.uab.cat/servei/ALU_TPDS_PORT_CAT.html

