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Abstract:

La Inteligencia Artificial es hoy en dia un elemento esencial en nuestras vidas que esta en pleno
descubrimiento por el usuario particular, este como sujeto de derechos, es vulnerable de su
violacion. Por ello y por el desafio que implica la proteccion de derechos, La Unién Europea
materializa en el Reglamento de la Inteligencia Artificial, unos estandares de limitacién de manera
pionera. La Unioén Europea aunque a la zaga de paises mas punteros como China y Estados Unidos,
lucha por aprender de qué manera podemos prevenir posibles conductas delictivas y cémo
podemos proteger los derechos de nuestros ciudadanos, los europeos, tarea sumamente relevante.
El estudio de la categorizacion progresiva de los posibles dafios y las posibles sanciones, abre ante
nosotros una rendicion de cuentas posible aunque compleja.

La clave se haya entonces en la entrega del peso burocratico a los proveedor de sistemas de
inteligencia artificial y sus representantes legales principalmente como responsables de informar
sobre el tipo de sistema, su alcance y proceso de integracion a la novedosa Oficina de la
Inteligencia Artificial. La posibilidad de rendir cuentas a toda aquella entidad, institucion o
compaiia que busque vulnerar derechos de nuestros ciudadanos con un mal uso de la Inteligencia
Artificial, queda opacada sin embargo con retos como la efectividad de las sanciones en y sobre
Terceros Estados no miembros de la Union Europea. Es de relevante preocupacion ahora el
tratamiento responsable de los datos y su proteccion. Documentos como el tercer borrador del
cddigo de buenas practicas de la Oficina de la IA y concretamente la transparencia, nos hace verla
como factor de proteccion ante conductas delictivas. La transparencia junto con la cooperacion
internacional serdn claves para prevenir los riesgos de una Inteligencia Artificial sumamente
novedosa pero también descuidada con los derechos fundamentales.

Abstract:

Artificial Intelligence is nowadays an essential element in our lives that is in full discovery by the
individual user, who, as a subject of rights, is vulnerable to its violation. For this reason, and
because of the challenge of protecting rights, the European Union is pioneering global standards
of definition in the Artificial Intelligence Regulation. The European Union, although lagging
behind leading countries such as China and the United States, is struggling to learn how we can
prevent possible criminal conduct and how we can protect the rights of our citizens, Europeans, a
highly relevant task. The study of the progressive categorisation of possible harms and possible
sanctions opens up a possible, albeit complex, accountability. The key then lies in handing over
the bureaucratic burden to the providers of artificial intelligence systems and their legal
representatives primarily responsible for reporting on the type of system, its scope and integration
process to the new Office of Artificial Intelligence. The accountability of any entity, institution or
company that seeks to violate the rights of our citizens through the misuse of Artificial Intelligence
is, however, overshadowed by challenges such as the effectiveness of sanctions in and on non-EU
third states. Of relevant concern now is responsible data processing and data protection.
Documents such as the third draft of the Code of Best Practices of the Office of the IA, and
specifically transparency, make us see it as a factor of protection against criminal conduct.
Transparency together with international cooperation will be key to prevent the risks of an
Artificial Intelligence that is highly innovative but also careless with fundamental rights.
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IA: Inteligencia Artificial
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GDPR: General Data Protection Regulation (Regulacién General de Proteccion de Datos)
Ley de California: Ley de privacidad de consumidor de California
DDHH: Derechos humanos

DDFF: Derechos fundamentales
UE: Union Europea
EM: Estado Miembro/ Estados
Miembros



El éxito en la creacion de la IA podria ser el mayor acontecimiento de la historia de nuestra
civilizacion. Pero también podria ser el tltimo, a menos que aprendamos a evitar los riesgos.

Stephen Hawking

Fisico teérico y cosmologo inglés
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Introduccion

A lo largo de este trabajo la aproximacion tedrica tendrd un simil con cuan dificil es regular
competencias como la IA y a la vez la proteccion de los derechos fundamentales ante el uso de
esta. El eje sobre las complejas cuestiones que se me han planteado al repasar la bibliografia, han
sido en primer lugar; ;Coémo de viable es entregar la responsabilidad de informacion sobre el
sistema de IA a un solo agente como es el proveedor de este? Y en segundo lugar, ;Cudn efectivas
pueden llegar a ser las posibles sanciones que se presentan para las conductas delictivas derivadas
de las practicas prohibidas dentro del RIA?

El planteamiento de estas cuestiones, viene a raiz practicamente completa de una perspectiva desde
el RIA y la integracion europea de la normativa sobre la IA, siendo este material pionero en
establecer criterios estandarizados para limitar los sistemas de IA, un aspecto todavia muy
cambiante y dindmico.

He querido por tanto pivotar este trabajo alrededor de dos aspectos claves, que ademas representan
la exigencia de un analisis mas profundo para la comprension de la IA y de su alcance en cuestion.
Este trabajo pretende analizar las diversas cuestiones y plantear la transparencia como hilo
conector. En primer lugar siendo esta una tarea a cumplir por ser parte de la informacion a
compartir por los agentes. Y en segundo lugar, ya que por su ausencia, podemos hablar de posibles
sanciones.

Por ello he estructurado el trabajo en tres capitulos, el primero abriendo el marco a perspectivas
internacionales ya que como observaremos la problematica también radica en el concepto de
Inteligencia Artificial y por ello también de transparencia. Las regulaciones son distintas a nivel
europeo, que asidtico o americano. En segundo lugar, trataré aspectos mas concretos sobre
transparencia y la creacion de la Oficina de la IA, de la Comisién Europea. Finalmente un tercer
capitulo con cuestiones mas profundas sobre la rendicion de cuentas y con la que trato de dar
respuesta a las cuestiones planteadas anteriormente.

1. Las distintas aproximaciones a la TA
Desde la llegada de internet a hogares, escuelas, trabajos, ambitos de ocio, sanidad, administracion,
etc., la facilidad de interconexion ha aumentado de tal manera que como ciudadanos europeos no
somos capaces de concebir el dia a dia de nuestras tareas sin el uso de estas facilidades. La llegada
de los sistemas de IA, sin embargo, no ha sido tan pautada, implicando la integracion de esta en
los diferentes d&mbitos personales, laborales y sociales de manera mas directa y rdpida, a veces
incluso descuidada. Sin embargo, esto, no deberia implicar una falta de diligencia en la manera de
regular los sistemas de A, que muchas veces termina por reflejarse en una falta de conocimiento
sobre el alcance de los sistemas novedosos para su regulacion. No es sorpresa encontrar una
primera idea de categorizacion, que ha resultado clave para la materializacion de la regulacion
(dados por los capitulos III y V del reglamento de 2024/1689, en adelante RIA).
De la misma manera no resulta extrafio hablar de un descuido de responsabilidad en el control de
la veracidad de la informacion cotejada por la IA y en ocasiones mostrada hacia el usuario como
informacion venida de cuentas veraces y fiables. El problema de la desinformacion, surgido mucho
antes del uso generalizado de la IA, cobra fuerza cuando el usuario medio, valida y legitima la IA
como fuente siempre fiable y veraz de informacion.
Es por tanto logico pensar que el uso de sistemas de IA debe venir acompafiado de un control en
su aplicacion si tenemos en cuenta (segun €l art.1 RIA), que se habla del respeto al mercado
interior, siendo este el nucleo sobre el cual pivota la Unidon Europea.



La problematica que afronta cualquiera de las categorias de sistemas de IA a la que nos refiramos
y sobre la cual he querido basar el trabajo, es la transparencia para el reconocimiento de contenido
generado o proporcionado por un sistema de [A, el alcance de las actividades desarrolladas por ese
sistema y las practicas prohibidas o prohibiciones introducidas en el propio RIA.
La problematica se presenta cuando un conjunto de tecnologias debe tomar decisiones y
responsabilizarse de tareas humanas. La privacidad en los datos, los sesgos segtn el origen del
sistema de IA y la posibilidad de existir un control gubernamental que pueda llevar a la
manipulacion, puede comportar un condicionamiento en la prediccion de comportamiento
humano.
El problema del desarrollo de sistemas de IA con codigo abierto;

“las tecnologias de IA cuyo cdodigo fuente esta disponible libremente para que cualquiera
pueda utilizarlo, modificarlo y distribuirlo.”!
es precisamente aquello que lo caracteriza, la accesibilidad a los sistemas por parte de cualquier
persona. Esto implica una falta de filtro sobre la finalidad con la que se quiere usar los sistemas de
IA y algo que también es preocupante. La amenaza a la salud publica, la delincuencia o el
terrorismo son entre otros posibles fines de uso de sistemas de A de codigo abiertos que pueden
terminar usandose mediante usuarios cuales fines malintencionados desconocemos.
El problema es que como ocurre con otros aspectos que impliquen un registro, como al que nos
lleva el RIA por la entrega de la responsabilidad al usuario y ciudadano de la UE, la ocultacion de
las verdaderas intenciones de su uso puede implicar una “falsa” regulacion.
En el caso de los sistemas de IA mas allé del registro por parte de la Oficina de la IA, debera existir
una comprobacion por parte de los funcionarios que registran esos sistemas para poder verificar el
origen y uso que de verdad se le quiere dar a un tipo u otro de sistemas de IA.
En la actualidad, tanto EE. UU. como China son lideres en el desarrollo de sistemas de IA. Es por
ello por lo que la UE opta por una “regulacion ética materializada en un marco global unico para
el uso responsable de la tecnologia” afectando a aquellos sistemas nativos de la UE como creados
fuera de la misma pero que su uso sea generalizado en el territorio de la UE.

1.1.  Perspectiva europea

Es relevante analizar qué tipo de perspectiva tenia la Europa del Consejo de Europa y en el
contexto en el que el RIA, que luego veremos, se dio.

Pues pese a que la propuesta inicial del RIA lleg6 antes, la redaccion y entrada en vigor del tratado
fue pionera por parte del Consejo de Europa. Hablamos del Convenio Marco de este sobre la IA,
los Derechos Humanos, Democracia y Estado de Derecho de mayo de 2024, (frente a la entrada
en vigor de junio de 2024).

En el documento podemos observar como prima el objetivo por mantener la democracia, los
principios fundamentales, tanto la gestion como la mitigacion de los riesgos que la IA pueda
ocasionar para los anteriores y para el propio Estado de Derecho sin dejar de introducir la IA y dar
la bienvenida a los avances tecnoldgicos. Es El art. 5 del Convenio el que habla sobre la integridad
de los procesos democraticos y el respeto del Estado de Derecho, el Capitulo III el que habla de

! Mucci, T. para IBM. (2024). Open source Al tools. IBM Think. Recuperado

de https://www.ibm.com/es-es/think/insights/open-source-ai-
tools#:~:text=La%20inteligencia%?20artificial%20(1A)%20de.pueda%?20utilizarlo%2C%20modif
icarlo%20y%?20distribuirlo.



https://www.ibm.com/es-es/think/insights/open-source-ai-tools#:~:text=La%20inteligencia%20artificial%20(IA)%20de,pueda%20utilizarlo%2C%20modificarlo%20y%20distribuirlo
https://www.ibm.com/es-es/think/insights/open-source-ai-tools#:~:text=La%20inteligencia%20artificial%20(IA)%20de,pueda%20utilizarlo%2C%20modificarlo%20y%20distribuirlo
https://www.ibm.com/es-es/think/insights/open-source-ai-tools#:~:text=La%20inteligencia%20artificial%20(IA)%20de,pueda%20utilizarlo%2C%20modificarlo%20y%20distribuirlo

€s0s principios, en parte novedosos, pero sobre todo de suma importancia en este analisis. Y el art.
8 en este tercer capitulo el que menciona;

“Cada parte adoptard o mantendra medidas para garantizar que existan requisitos
adecuados de transparencia y supervision adaptados a los contextos y riesgos especificos con
respecto a las actividades de dentro del ciclo de vida de los sistemas de inteligencia artificial,
incluso con respecto a la identificacion de contenidos generados por sistemas de inteligencia
artificial.”?

Concretamente menciona en el art. 8 la importancia de adoptar y poder mantener las medidas
garantistas de transparencia, siendo progresivas al riesgo que el sistema de IA presente en un
momento determinado. También menciona el propio Convenio IA en otros articulos la evaluacion
del contenido creado por el sistema de IA y la creacion de un foro o convencion a la 1A,

Por otra parte, existe ademas el derecho a un procedimiento legal que provea de un recurso especial
para aquellas personas victimas y que quiero relacionar con la busqueda de resarcimiento de dafios
que tendré tonica general de este trabajo. Hablamos en este caso del “acceso a recursos legales
efectivos y accesibles™ esto busca de alguna manera poder facilitar el acceso a la rendicion de
cuentas, los posibles dafios a las victimas y las sanciones o penas que deban existir para los
desarrolladores, proveedores y usuarios, que definiremos més adelante con ayuda del RIA.

Es relevante sefialar el papel de Reino Unido, quien a pesar del brexit, si forma parte del Consejo
de Europa y que con empresas como Deep Mind con sede en Londres destaca en el marco europeo,
por haber sido adquirida 4 afios después de su creacion por Google o KaoData, empresa
desarrolladora y operadora de data centers®, infraestructura esencial que luego definiré y
comentarg, es primordial para que Europa pase a tener un peso relevante en el ambito del desarrollo
de sistemas IA de cara a futuro.

Perspectiva de la UE

La UE fue consciente que los sistemas de IA son uno de los temas mas relevantes, pero a la vez
mas controvertidos de actualidad®y es cierto que la tendencia de evolucion de la geopolitica
mundial revela una tendencia de entrega de tareas a diferentes paises en los afios pasados.

2 Consejo de Europa. (2024). Council of Europe Framework Convention on Artificial Intelligence and Human Rights,
Democracy and the Rule of Law (CETS No. 225). Disponible en https://rm.coe.int/1680afac3c

3 Art. 23 - Consejo de Europa, CETS 225, 2024.

4 Art. 14 y 15 - Consejo de Europa, CETS 225, 2024.

> Walker, J. (2024). AI ambitions: Kao Data breaks ground on fourth UK data center. Data Center
Knowledge. Recuperado de https://www.datacenterknowledge.com/data-center-construction/ai-
ambitions-kao-data-breaks-ground-on-fourth-uk-data-center

& What's Inside the EU AI Act—and What It Means for Your Privacy. Investopedia, 13 de junio
de 2025. Disponible en https://www.investopedia.com/eu-ai-act-11737033



https://rm.coe.int/1680afae3c
https://www.datacenterknowledge.com/data-center-construction/ai-ambitions-kao-data-breaks-ground-on-fourth-uk-data-center
https://www.datacenterknowledge.com/data-center-construction/ai-ambitions-kao-data-breaks-ground-on-fourth-uk-data-center
https://www.investopedia.com/eu-ai-act-11737033

La idea es que, desde la pandemia y las crisis econdmicas, la soberania econdémica de los EM se
ha ido debilitando.” La falta de recursos crea la necesidad de importacion y nos hace dependientes
de otros Estados. ®

La tonica generalizada a la hora de repartir tareas entre los Estados Unidos, pasa por considerar a
los Estados Unidos como el cerebro creador e innovador mundial, China es hoy en dia la encargada
de la produccion y la UE ha adoptado un papel regulador y un perfil de especializacion muy
elevado en diversos ambitos, y por tanto competencias.’

La UE como organizacién internacional suis generis, pasa ahora a convertirse en pionera en la
creacion de una regulacion con un marco de estandares legales globales para los sistemas de TA
nunca conocidos, que senta precedente con el nivel de especializaciéon y conocimiento con el
Reglamento 2024/1689.

a. Reglamento (UE) 2024/1689

A principios de junio de 2024, entra en vigor el conocido como RIA o Act of TA. Este, fruto de la
gran tarea de regulacion que realiza la UE, supone un grado mas de especializacion no s6lo para
las instituciones europeas, sino también para todos los EM que ahora deberan conocer sobre una
competencia mas. Esta, ademas de ser una extension mas del uso de la tecnologia como pasé con
internet en su momento, es ahora necesaria para tener en cuenta que puede ser una posible fuente
de wvulneracion de los derechos fundamentales garantizados por la Carta de Derechos
Fundamentales de la UE. 1°

Una gran tarea de control nace a partir de este reglamento, pero también del documento del
borrador del grupo de trabajo sobre transparencia que veremos mas adelante y que emana del RIA
bajo el amparo del desarrollo del trabajo de la Oficina de la IA, la comision europea. En su
conjunto, busca la promocion de una IA centrada en el ser humano y fiable. Aparecen una serie de
controles en base a la transparencia por el conocimiento de los sistemas de [A y sus detalles, sobre
los que hablaré en adelante.

7 Frances G. Burwell y Kenneth Propp, The European Union and the Search for Digital
Sovereignty: Building “Fortress Europe” or Preparing for a New World?, Atlantic Council, junio
de 2020. Disponible en https://www.atlanticcouncil.org/wp-content/uploads/2020/06/The-
European-Union-and-the-Search-for-Digital-Sovereignty-Building-Fortress-Europe-or-
Preparing-for-a-New-World.pdf

8 Thinking European first and its implications. Bruegel, [2025]. Disponible en
https://www.bruegel.org/analysis/thinking-european-first-and-its-implications

® Thomas Porwol, “Google kdmpft gegen EU-KI-Regulierung: Berliner Gipfel beginnt”, Bild,
16 de octubre de 2024. Disponible en https://m.bild.de/leben-wissen/digital/google-kaempft-
gegen-eu-ki-regulierung-berliner-gipfel-beginnt-670f9777¢383db1a97cd21e8

10 Considerandos 15 al 44 - Reglamento (UE) 2024/1689 del Parlamento Europeo y del Consejo,
de 13 de junio de 2024, por el que se establecen normas armonizadas en materia de inteligencia
artificial y por el que se modifican los Reglamentos (CE) n.° 300/2008, (UE) n.° 167/2013, (UE)
n.° 168/2013, (UE) 2018/858, (UE) 2018/1139 y (UE) 2019/2144 y las Directivas 2014/90/UE,
(UE) 2016/797 y (UE) 2020/1828 (Reglamento de Inteligencia Artificial). Diario Oficial de la
Union Europea, L 332, de 18 de diciembre de 2015, 1-10. https:/eur-lex.europa.ceu/legal-
content/ES/TXT/?uri=CELEX%3A320151.2376
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Antes de empezar a hablar del control y las categorias de los sistemas de IA, debemos saber qué
tipo de agentes participan en el sistema de [A y hacia quien va dirigido el RIA. Asi pues, el extenso
art. 3 RIA habla del proveedor, distribuidor, importador, responsable del despliegue (usuario) y
representante autorizado como agentes principales y a quienes en si va dirigido el Act of [A.

El proveedor

“una persona fisica o juridica, autoridad publica, 6rgano u organismo que desarrolle un
sistema de IA o un modelo de IA de uso general o para el que se desarrolle un sistema de IA o un
modelo de IA de uso general y lo introduzca en el mercado o ponga en servicio el sistema de A
con su propio nombre 0 marca, previo pago o gratuitamente;”!!

El distribuidor

“una persona fisica o juridica que forme parte de la cadena de suministro, distinta del
proveedor o el importador, que comercialice un sistema de IA en el mercado de la Union;”!?

El importador

“una persona fisica o juridica ubicada o establecida en la Union que introduzca en el
mercado un sistema de IA que lleve el nombre o la marca de una persona fisica o juridica

establecida en un tercer pais;”!3

El usuario, llamado en el RIA “responsable del despliegue”

“una persona fisica o juridica, o autoridad publica, 6rgano u organismo que utilice un
sistema de A bajo su propia autoridad, salvo cuando su uso se enmarque en una actividad personal
de caracter no profesional;”!4

El representante autorizado

“una persona fisica o juridica ubicada o establecida en la Union que haya recibido y
aceptado el mandato por escrito de un proveedor de un sistema de IA o de un modelo de IA de uso
general para cumplir las obligaciones y llevar a cabo los procedimientos establecidos en el presente

Reglamento en representacion de dicho proveedor;”!3

Cabe destacar que el usuario convencional particular y no profesional, estd exento de implicaciones
de control y obligaciones técnicas. Se entiende implicitamente 'Sque la posible mayor incidencia
en el tipo de derechos del que tratamos y que el RIA quiere proteger como hemos visto
anteriormente !"no suelen ser del alcance a vulnerar al usuario particular promedio. Sin embargo,
una de las posibles criticas es la falta de explicacion concreta a la exencion de particulares a las
obligaciones descritas y que ahora veremos.

T Art. 3.3 Reglamento (UE) 2024/1689.

12 Art. 3.7 Reglamento (UE) 2024/1689.

13" Art. 3.6 Reglamento (UE) 2024/1689.

14 Art. 3.4 Reglamento (UE) 2024/1689.

15 Art. 3.5 Reglamento (UE) 2024/1689.

16 De la definicion del Art. 3.4 Reglamento (UE) 2024/1689.
17 Considerandos 15 al 44 - Reglamento (UE) 2024/1689.



Respecto del control que antes mencionabamos y que es de suma importancia, existe primero una
categorizacion de la IA en el propio reglamento segun el alcance de publicacidon, acceso de
informacion, derechos, etc.

En primer lugar, en el Cap. III del Reglamento encontramos aquellos sistemas de IA denominados
de alto riesgo. En segundo lugar y a lo largo del Cap. V del Reglamento nos encontramos con los
modelos de la IA de uso general.

Por otra parte, debemos saber a qué nos referimos con Sistema de IA:

“un sistema basado en una maquina que esta diseflado para funcionar con distintos niveles
de autonomia y que puede mostrar capacidad de adaptacion tras el despliegue, y que, para objetivos
explicitos o implicitos, infiere de la informacion de entrada que recibe la manera de generar
resultados de salida, como predicciones, contenidos, recomendaciones o decisiones, que pueden
influir en entornos fisicos o virtuales;”!®
El nivel de formacion y especialidad que se fomenta con el RIA, implica por ejemplo dar a conocer
la existencia de promts, como las consultas generadas desde el usuario particular a la IA. La palabra
promts utilizada en los afios 70 ”para definir un objeto o valor para significar dar o distribuir, es
hoy en dia usada como tecnicismo en el uso de la TA. 2°
Por ejemplo, también conocer la existencia y los costes de los data centres que implicaran un
aumento de inversiones en Espafia para el afio 2026 y que nos hacen colocarnos en una posicion
muy favorable frente al resto de paises europeos.?!

Contexto empresarial en la UE

El desarrollo de los sistemas de TA en la UE viene marcado poco a poco por dos paises punteros.
Hablamos de Alemania y Francia, que aumentan poco a poco las inversiones en desarrollo de
sistemas [A. Primero con Aleph Alpha, una empresa de desarrollo de sistemas de IA para empresas
basados en el ser humano?? y luego la francesa Mistral, empresa de desarrollo de sistemas de TA
para compafiias mas abundantes y accesibles?* como plataformas desarrolladas en suelo de la
Union, las cuales cuentan con inversiones publicas cada vez mayores.

El reto europeo es la independencia frente a las otras 2 potencias mundiales, China y Estados
Unidos, de desarrollo de sistemas de [A y los componentes fisicos, que muchas veces son limitados
a pequefios desarrolladores europeos. Estos, terminan por someterse a organizaciones mayores que
condicionan las cantidades y calidades de esos componentes fisicos para el desarrollo de sistemas
de IA. Por ejemplo, Mistral con Hugging Face y Aleph Alpha con Microsoft, ambas con sede en
Estados Unidos.

18 Art. 3.1 Reglamento (UE) 2024/1689.

19 SEOZoom. (2025). Al prompts: meaning, techniques, building examples. SEOZoom. Retrieved June 19, 2025, from
https://www.seozoom.com/prompts/

20 Harper, D. (2024). Etymology of prompt. Online Etymology Dictionary. Retrieved June 19, 2025, from
https://www.etymonline.com/word/prompt

21 AEC Consultoras. (2025, enero 10). Data Centers: la nueva tendencia en la IA. AEC Consultoras.
https://aecconsultoras.com/noticias-sectoriales/data-centers-la-nueva-tendencia-en-la/

22 Aleph Alpha. (2019). About us. https://aleph-alpha.com/about-us/
23 Mistral AL (2023). About. https://mistral.ai/about
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La aproximacion alemana de los sistemas de IA como Aleph Alpha busca acelerar las
administraciones publicas y facilitar el trabajo de los funcionarios. Sin embargo, es la
independencia en la materia prima, en parte ahora dada por la empresa HPE (Hewlett Packard
Enterprise), quien catapulta a la empresa en la biisqueda comun de proveer un sistema de IA basada
en la respuesta al cliente y la experiencia frente a la misma como consumidor. Asimilando la
Administracion europea a la Empresa americana y el publico al consumidor.

La lucha se mantiene y en el caso de conseguir “sublevarse” frente a proveedores fuertes en otros
paises, implicaria liderar como proveedor mundial de sistemas de IA, evitando la dependencia
como pasa con el gas en la UE.

La clave en lo que la UE busca para el desarrollo prospero de sistemas de IA “es la potencia de
GPU, o la potencia de calculo”, que se mide en la cantidad de operaciones informaticas capaces
de hacerse en un tiempo determinado. Con sistemas de IA la diferencia de coémo se han realizado
operaciones informaticas es el hardware o sistema fisico de ordenadores que pueden soportar el
equipamiento tecnoldgico para que ese volumen de potencia de calculo sea viable (y desde que se
conoce como funciona la A) también sostenible.

Por su parte empresas como Hugging Face en Francia son también una competencia fuerte en este
tipo de sector de puesta a disposicion de sistemas de A para desarrolladores y la percepcion de los
inversores es siempre hacia un sistema de IA que pueda abarcar un alto nivel de desarrollo
actualmente, pero también un uso responsable en el futuro. Tanto el nimero de usuarios como la
cantidad de beneficios son resultados positivos, que atraen a futuros inversores en sistemas de IA.
La financiacién que es clave para el desarrollo a futuro de los sistemas de IA. La postura de
Hugging Face sin embargo no es la de limitar y control por ahora los sistemas de IA de codigo
abierto mas bien de la creacion de cara a un futuro de una herramienta para hacer mas transparente
si cabe el uso de este tipo de sistemas de A garantizando el buen uso responsable de los sistemas.
El instituto de tecnologia de Massachusetts tiene en cuenta dos tipos de corrientes de pensamiento
sobre el uso de sistemas de IA; el primer el que considera el uso de la IA para todo** y el segundo,
mas escéptico sobre el uso de la tecnologia en los procesos ahora guiados por seres humanos?>,
Respecto a esto y relacionado con el cddigo abierto, Hugging Face si cree que es ahora importante
considerar los limites del uso de la IA, por no robotizar casi todo los procesos desarrollados por
humanos para en un futuro caer en la cuenta de que no ha sido lo mas efectivo, ha sido peligroso
y del todo no acertado.

En el medio de este conjunto de compafiias en aumento de la investigacion y el desarrollo en la
IA, llega el Reglamento 2024/1686, RIA o Act of IA. En este caso en la UE, la distribucion de
data centers se ha dado principalmente en Alemania?$, Paises bajos, Francia?’ y Espafia. En un

24 Howard, A. (2024). In Al we trust — too much? MIT Sloan Management Review.
https://sloanreview.mit.edu/article/in-ai-we-trust-too-much/

23 Primack, D. (2023). In an Al arms race set off by ChatGPT, ethics may be the first casualty.
Axi0s. https://www.axios.com/2023/01/3 1/chatgpt-ai-arms-race-ethics-competition

26 Eland Cables. (2021, mayo 28). The growing number of data centres around the world.
https://www.elandcables.com/company/news-and-events/the-growing-number-of-data-centres-
around-the-world

27 Mordor Intelligence. (2025). Europe colocation market industry report. Recuperado el 17 de
junio de 2025, de https://www.mordorintelligence.com/es/industry-reports/europe-
colocation-market-industry
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futuro el aumento de la inversion vendra de los data centers ecologicos (con energia renovable)?®
y con menores costes como Polonia 0 Rumania®.

Me gustaria recalcar el peso de relevancia que la UE en su influencia indirecta a nivel global, ya
que muchas empresas tecnologicas internacionales podrian adaptar sus productos a estas normas.
Como de igual manera podria servir para inspirar a otros paises que no sean EM y provocar una
creacion o adopcion de regulacion.

Ejemplo como esto ocurrio con la regulacion para la Proteccion de datos, GDPR en materia de
privacidad de 2018, que inspir6 paises como Brasil LGPD, las conocidas leyes de California
CCPA, las regulaciones en japon, Corea del Sur e India entre més paises. Es quizés una vez mas la
representacion que necesitamos para ver que paises donde crean y arriesgan, la UE es protectora y
garantista de derechos con regulaciones que luego sientan un modelo a inspirar por otros paises.
En comun con el mencionado GDPR¥, sigue el mismo tipo de alcance que ahora el RIA 'y es que
las obligaciones impuestas para las compaiiias lo son para cualquier compaiiia con o sin sede en la
UE, pero que afecta, al alcance del uso y disfrute de los ciudadanos europeos y a los derechos que
se puedan vulnerar de no seguirse respetuosamente las obligaciones establecidas para las empresas
sujetos al RIA, como vimos anteriormente.

Asi pues, aunque la empresa tenga sede en Estados Unidos (como OpenAl) o en China (como
Baidu), pero venga a la UE, deberd cumplir con la normativa de la UE. Pese a que la IA como
regulacion de tecnologias digitales forma parte de las competencias compartidas entre la UE3! y
los EM, no sera necesario un Tratado Bilateral entre el EM del cual es nacional del ciudadano de
la UE al cual se le han vulnerado sus derechos con el Estado en el que la compaiiia desarrolladora,
proveedora, distribuidora, importadora y que ha ejercido sus funciones dentro de la UE para que
se haga efectiva la pena o sancion32,

28 Gooding, M. (2024). CBRE: Data center demand in Europe outstrips supply. Data Center
Dynamics.  https://www.datacenterdynamics.com/en/news/cbre-data-center-demand-in-europe-
outstrips-supply/

29 Research and Markets. (2024). Central & Eastern Europe data center construction market
Outlook 2024-2029: Digitalization to drive a surge in investments by colocation, cloud, internet,
and  telecommunication  providers  [comunicado de  prensa].  GlobeNewswire.
https://www.globenewswire.com/news-release/2024/07/16/2913516/0/en/Central-Eastern-
Europe-Data-Center-Construction-Market-Outlook-2024-2029-Digitalization-to-Drive-a-Surge-
in-Investments-by-Colocation-Cloud-Internet-and-Telecommunication-Providers.html

30 Unién Europea. (2016). Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo, de
27 de abril de 2016, relativo a la proteccion de las personas fisicas en lo que respecta al
tratamiento de datos personales y a la libre circulacion de estos datos (Reglamento general de
proteccion de datos). Diario Oficial de la Union Europea, L 119, 1-88. https:/eur-
lex.europa.eu/legal-content/ES/TXT/?uri=CELEX%3A32016R0679

31 Al no encontrarse dentro del art. 4 TFUE - Union Europea. (2016). Tratado de Funcionamiento
de la Union Europea (TFUE). Diario Oficial de la Union Europea, C 202, 1-388. https://eur-
lex.europa.eu/legal-content/ES/TXT/?uri=0J:C:2016:202:TOC

32 Del art. 99 RIA - Parlamento Europeo y Consejo de la Union Europea. (2024). Reglamento (UE)
2024/1689 del Parlamento Europeo y del Consejo, de 13 de junio de 2024, por el que se establecen
normas armonizadas en materia de inteligencia artificial y por el que se modifican los
Reglamentos (CE) n.° 300/2008, (UE) n.° 167/2013, (UE) n.° 168/2013, (UE) 2018/858, (UE)
2018/1139 y (UE) 2019/2144 y las Directivas 2014/90/UE, (UE) 2016/797 y (UE) 2020/1828
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La problematica y que nos lleva a este Gltimo punto en la efectiva sancion a una compaiia de un
Tercer Estado fuera de la UE es la prohibicion de “entrada” o comercializacion del sistema de TA
concreto de esa compafiia como medida de prevision, pero el garantizar la efectividad de las
sanciones es mas dificil. Esto pasa en el momento en el que ese Tercer Estado no reconoce por
ejemplo la efectivad de la jurisdiccion europea, que sélo podré tener autoridad legal dentro de la
propia UE. Esto implica que por ejemplo en el caso de las sanciones si ninguno de los agentes
cuenta con activos dentro del territorio de la UE, se complicard aplicar una sancion. Por ello este
reglamento ha ido un paso mas alld que el GDPR y es que establece la obligacion de tener un
representante legal dentro de la UE, funcionando como “enlace” entre la UE y la compaiiia fuera
de la UE que ha vulnerado derechos de ciudadanos de la UE en la UE. Pese a existir este
mecanismo de control, carecemos de toda garantia, pues no existe la obligacion de que ese
representante legal deba tener activos en territorio de la UE.

La aplicacion practica de las sanciones a Terceros Estados es de alguna manera dada en dos veces;
primero con la existencia de una regulacion desde y dentro de la UE y otra que implica la
cooperacion internacional y que no puede dotar al EM de poder para realizar una regulacion en
forma de acuerdo bilateral para reforzar las medidas por el tipo de naturaleza de la competencia
que la materia tiene; es por ello la competencia compartida en este caso un arma de doble filo.

El problema es hacer cumplir las sanciones fuera de la UE. La cooperacion necesaria para la
efectividad en la sancion dependera solo y exclusivamente de la UE ya que asi lo ha determinado
el reparto de las competencias compartidas entre la UE y los EM. La parte de la presion por parte
del EM para que la UE cumpla con su parte, si puede venir por parte del Estado concreto que pida
medidas mas estrictas 0 mayores mecanismos de control, como el del representante legal dentro
de la UE.

El efectivo cumplimiento de sanciones es hoy en dia un desafio legal y practico.

Por ultimo, cabe recalcar el papel del administrador de la UE y de los funcionarios nacionales sobre
los que las funciones de control de permisos, licencias o cualquier tipo de documento que habilite
o de permiso recae desde hace unos afios. Y es que existe una tendencia en la emisién de
declaraciones de autorresponsabilidad por parte de las personas usuarias y no de un control
exhaustivo por parte de la administracion a priori (y que era mdas habitual antafio en el
procedimiento administrativo).

No debe sorprendernos que la manera en la que se materializa la perspectiva de la UE bajando de
la Ley a los codigos de buenas practicas pueda implicar una cesion de esa responsabilidad en el
usuario (tanto como proveedor, como responsable del despliegue del sistema de [A).

1.2.  Perspectiva de China

El continente asiatico con China como pais a la cabeza del desarrollo tecnologico, sin embargo,
normaliza y desarrolla sistemas de IA a mayor velocidad. Cuenta con la IA en el desarrollo de “la
seguridad nacional, el ejército, la vigilancia del Estado, el trabajo policial, gestion de las ciudades,
trafico...”,3? este tipo de sistemas de IA se vende entre otros a Europa, que en comparacion a China

(Reglamento de Inteligencia Artificial) (Texto pertinente a efectos del EEE). Diario Oficial de la
Union Europea, L 2024/1689. https://op.europa.eu/es/publication-detail/-/publication/dc8116al-
3fe6-11ef-865a-01aa75ed71al/language-es

33 Human Rights Watch. (2019). China's algorithms of repression: Reverse-engineering a Xinjiang
police surveillance app. https://www.hrw.org/report/2019/05/01/chinas-algorithms-
repression/reverse-engineering-xinjiang-police-mass
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y Estados Unidos entre otros no cuenta con tanta popularidad de interés ni inversion por parte de
los fondos publicos.

El desarrollo de sistemas de IA en el continente asiatico sin embargo no tiene como consumidor
ultimo el cliente o ciudadano, sino el cuerpo de ingenieros informaticos y desarrolladores. El
codigo abierto de los sistemas de IA, ayudan a la evolucidon continua de los sistemas. Esto a su vez
puede ayudar a generar un mayor espacio de creacion y mejora de los sistemas [A ya existentes.
En China fue el Centro de Informacion de la Red de Internet de China** (CNNIC de ahora en
adelante) el que impulso la creacion de medidas provisionales sobre la IA en 20233, que se ha
materializado ahora en las medidas IA (AI mesures)3®, ahora promovidas por la Administracion
del Ciberespacio de China. En el conjunto de documentaciéon vemos como el pais asidtico ya
realizaba la definicion de un sistema de IA, la TA generativa y los limites en el desarrollo
tecnologico y de gobernanza de los modelo de 1A.

Pese a ser una documentacion corta (en comparacion con el RTA), contempla en el art. 4.2.v)?, la
necesidad de crear contenido de la manera mas transparente posible, adoptando medidas para
garantizar esto, aunque no se indica que medidas como si lo hace la documentacion de la Oficina
de la TA con los codigos de buenas practicas de marzo de 2025 y de los que hablaremos mas
adelante.

Al hablar de China como pais impulsor de IA, hablamos no so6lo de la cantidad de ambitos para lo
que esta es usada de manera generalizada o en la cantidad de desarrolladores y creadores de
modelos de TA. Hablamos también de la iniciativa politica desde 201738 por el consejo estatal de
la republica popular de China y en los pasos agigantados que el pais asidtico tomd en 2023 con la
creacion de las medidas provisionales para la Gestion de Servicios de IA Generativa.

Es curioso ver la creacion de circulares alentando a las empresas a desarrollar por ejemplo
investigacion sobre creacion de peliculas creadas con realidad virtual >

3% China Internet Network Information Center (CNNIC). (2017). Introduccién al CNNIC.
Recuperado de https://www.cnnic.com.cn/IC/Events/201706/t20170608 69324.htm

35 China Cyberspace Administration. (2023). Medidas provisionales para la gestién de servicios
de inteligencia artificial generativa. Recuperado de https://www.cac.gov.cn/2023-
07/13/c_1690898327029107.htm

36 Comité Técnico Nacional de Normalizacion de Seguridad de la Informacion (TC260). (2024).
Requisitos basicos de seguridad para los servicios de inteligencia artificial generativa (TC260-
003). Recuperado de https://www.tc260.org.cn/

37 China Cyberspace Administration. (2023). Medidas provisionales para la gestién de servicios
de inteligencia artificial generativa. Recuperado de https://www.cac.gov.cn/2023-
07/13/c_1690898327029107.htm

38 State Council of the People's Republic of China. (2017). Next Generation Artificial Intelligence
Development Plan (Document No. 35). Recuperado de
https://english.www.gov.cn/policies/latest_releases/201707/201707/20170713/202207/t2022071
3_1071106.html

39 China Film Administration. (2025). China issues circular to boost well-regulated development
of VR films. Recuperado de
https://english.www.gov.cn/news/202503/22/content WS67de12a0c6d0868f4e8f10f2.html
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Otro claro ejemplo es el ambito de la regulacion sobre reconocimiento facial*’, cuya ley entrd en
vigor el 1 de junio de 2025, e implica el uso limitado del reconocimiento facial para garantizar los
derechos e intereses de los ciudadanos chinos, asi como la informacion del método de archivo y
tratamiento de los datos extraidos del uso del reconocimiento facial.

Por otra parte, también el uso del reconocimiento facial estd limitado en espacios publicos y para
el acceso a complejos residenciales o centros comerciales.*!

Otras leyes que se aprobaron en el afio 20214 y 2022* también fueron la de seguridad de datos,
de proteccion de informacion personal y de ciberseguridad.

La cosa sin embargo cambia a partir de 2023, cuando China impulsa la ley llamada de medidas
provisionales*, pues hasta el momento, la intencién de ampliar el alcance de la regulacion por los
paises punteros en IA no era pensado que viniera de la mano de China, sino mas bien del viejo
continente y de su naturaleza reguladora. En Julio de 2023, sin embargo, se aprobo la ley y siendo
aplicable desde septiembre de ese mismo afio habla del objetivo comun de crear una IA generativa
mas sana y protectora de los derechos. Que deba informar al usuario chino sobre el etiquetado,
uso, tratamiento y entrenamiento de los modelos o sistemas de IA. Por otra parte, también
menciona y es relevante mencionar que la regulacion solo va dirigida a aquellos proveedores y
responsables del despliegue®.

Quedan exentas de cumplir la ley todas aquellas empresas, administraciones u organizaciones que
usen un sistema de A de manera interna y que no sea expuesto al publico de manera general.
Dejando en mi opinién un amplio abanico de desarrollo y poca burocracia en el &mbito interno, lo
que refuerza el discurso publico de proteccion al usuario, pero no lo hace de manera interna, siendo
mas flexible. Existe un origen comiin de las mencionadas medidas provisionales y los articulos de

40 Cyberspace Administration of China & Ministry of Public Security. (2025). Measures for the
Security  Management  of  Facial  Recognition  Technology.  Recuperado  de
https://www.hunton.com/privacy-and-information-security-law/china-releases-new-rules-
regarding-the-use-of-facial-recognition-technology

41 Center for Security and Emerging Technologies. (2025). China's facial recognition security
measures. Recuperado de https://cset.georgetown.edu/publication/china-facial-recognition-
security-measures/

42 Standing Committee of the National People's Congress. (2021). Data Security Law of the
People's Republic of China (Ley No. 35). Recuperado de
https://www.npc.gov.cn/zgrdw/npc/dbdhhy/12_1/2021-06/10/content 2068709.htm

43 Cyberspace Administration of China. (2022). Amendments to the Cybersecurity Law of the
People's Republic of  China. Recuperado de https://www.cac.gov.cn/2022-
07/01/c_1690898327029107.htm

4 China Cyberspace Administration. (2023). Medidas provisionales para la gestion de servicios
de inteligencia artificial generativa. Recuperado de https://www.cac.gov.cn/2023-
07/13/c_1690898327029107.htm

45 Entendidos como responsables del despliegue segun la normativa europea, Ley 1A 2024, pero
no por la interpretacion o definicion de la Ley China de 2023.
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interés sobre el reconocimiento facial y la proteccion de datos.*® Se tratan de las leyes creadas
antes del 2023 y que mencionaba anteriormente.

1.3.  Perspectiva de EE. UU

Las violaciones de las regulaciones en Proteccion de Datos y la Ley de Privacidad de California®’,
conocida por la controversia con la compafiia Meta*® y su venta de datos a una firma consultora
britanica, fue acusada de influir en la decision politica de las elecciones de 2016 y mas tarde en la
salida de Reino Unido de la Unién Europea.

Por controversias como la de la compafiia Meta sali6 a la luz el gran vacio legal que existia sobre
la proteccion de datos en internet y mediante el uso de sistemas de 1A, lo que concienci6 a Estados
Unidos para llevar adelante el proyecto de la ley de privacidad de california.

Con la creacion de pautas sobre el uso de los sistemas de IA; Estados Unidos pretende controlar
amenazas como el mercado de datos en &mbitos como el sanitario y el financiero (donde los datos
personales pueden suponer un factor de riesgo sobre la seguridad en el uso de los sistemas).
Actualmente el punto de vista estratégico esta puesto a nivel federal en las directrices o guias de
uso vinculantes sobre los sistemas de IA, pero sobre todo en el uso de la informacion que los
sistemas de A realizan con la subida de esa informacién a la nube y como se asegura una vez
cargada en ella.

Propuestas como las de Clio* que analiza las posibles lagunas de uso abusivo de TA desde
la perspectiva de uso de la plataforma Claude.ai., toma como referencia, los temas sobre los que
se usa el sistema de IA y en diversas fases analiza también, de qué manera el usuario pregunta y
en qué idioma lo hace.

Finalmente, el equipo de seguridad del propio sistema es el que analiza los datos extraidos en busca
de violaciones en la politica de uso del sistema, evitando solicitudes dafiinas y procurando un uso
responsable para el usuario (no con fines malintencionados) y el tratamiento de los datos. La
violacion de esos parametros implicaria una prohibicion del uso del sistema Claude.ai, es decir una
manera de controlar y hacer seguimiento a todo mal uso del sistema de 1A.*°

Es curioso saber que para Clio por ejemplo es importante que, en la respuesta al usuario, la cantidad
de datos privados que el propio usuario da al realizar la consulta no sea elevada.

Sin embargo, debe sefialarse que herramientas como la descrita es generada igualmente por [A y
que sirve para la facilitacién de tareas que a priori podria hacer el ser humano pero que tardaria

46 China Law Translate. (2023, 15 de agosto). Comparison chart of current vs. draft rules for
generative Al. Recuperado el 18 de junio de 2025, de
https://www.chinalawtranslate.com/comparison-chart-of-current-vs-draft-rules-for-generative-ai/

47 California Consumer Privacy Act, Cal. Civ. Code § 1798.100 (2018). Recuperado de
https://leginfo.legislature.ca.gov/faces/codes_displaySection.xhtml?sectionNum=1798.100.&law
Code=CIV

4 Pierson, B. (2024, octubre 15). Meta must face US state lawsuits over teen social media
addiction. Reuters. Recuperado de https://www.reuters.com/legal/meta-must-face-us-state-
lawsuits-over-teen-social-media-addiction-2024-10-15/

4 Anthropic. (2024). Clio: Privacy-preserving insights into real-world Al use. arXiv.
https://arxiv.org/abs/2412.13678

S0 Anthropic. (2025).  Anthropic’s Transparency ~ Hub. Recuperado de
https://www.anthropic.com/transparency
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mas tiempo. El sistema de IA puede ayudar a optimizar el tiempo dedicado a la tarea y es por ello
por lo que también necesitan de control en sus tareas, que en la actualidad se verifica
exhaustivamente manualmente. Por otra parte, y para garantizar un seguimiento lo menos invasivo
posible se usa por parte del sistema la menore cantidad de informacidn personal o privada posible,
asumiendo de esa manera Unicamente el error realizado en el procedimiento y no con la
informacion del usuario.

La existencia ademds de auditorias periddicas para el tratamiento de esos datos privados y la
reduccion sobre fallos que sistemas de seguridad de uso “normal”, es decir de uso habitual en
internet y no solo con IA ayuda a proporcionar un tratamiento de datos seguro. Por ltimo y mas
importante la compafiia busca la confianza en el usuario, siendo completamente transparente con
el uso de datos que hace, los errores cometidos en la extraccion de informacion y el seguimiento
que se le hace a los datos, pero también lo es con la correccion de su uso y la expulsion de cuentas
del sistema que usan patrones repetidos que no respetan los estandares de seguridad y diligencias
de uso proporcionado por la compaiiia.

La pluralidad de perspectivas que el desarrollo de sistemas de IA nos aporta a lo largo de los
diversos paises punteros en su desarrollo, tienen el objetivo comun de garantizar un uso seguro,
ético, protegido y garantista no so6lo de un proceso de informacién mas detallado y que busque
saber identificar un sistema en la produccion de su contenido. Pero si en uno basado en el ser
humano.

Poniendo de relieve la ética en el buen uso con regulacion como el Act of Al o los guidelines
americanos, se vincula a las administraciones para perseguir toda aquella institucion o entidad que
haga un mal uso de las herramientas.

El pasado marzo de 2025, acogimos en Barcelona un afio mas el Mobile World Congress con mas
100.000 visitantes de 205 paises®'. Ademas de compartir las novedades en herramientas novedosas
con A y sin esta, como las que nos mencionaba la Dra. Susana Navas en su lectura el internet de
los Cuerpos 32, las jornadas compartian también las preocupantes cifras 3 de aumento en
ciberataques, >* €l punto de mira mas importante la filtracion de datos personales. Es por ello por
lo que la creciente preocupacion de las empresas es también sacar al mercado dispositivos mas
seguros que puedan hacer una gestion inteligente y responsable de los datos. °

51 Serra, C. (2025, 6 de marzo). El Mobile atrae a 109.000 visitantes y recupera niveles de asistencia récord. Ara.cat.
https://en.ara.cat/misc/the-mobile-attracts-109-000-visitors-and-recovers-record-attendance-levels_1_5306664.html
52 Navas Navarro, S. (2022). El internet de los cuerpos: Una aproximacion juridica. Revista de Derecho y Genoma
Humano, 56, 93—123. https://doi.org/10.14679/1323

33 Red Seguridad. (2024). Los ciberataques globales ya superan los 1.630 casos por semana.
https://www.redseguridad.com/actualidad/los-ciberataques-globales-ya-superan-los-1630-casos-
por-semana 2024073 1.html

>4 El Debate. (2025). Aumentan los ciberataques en Espaiia: malware y fraude, las mayores
amenazas. https://www.eldebate.com/espana/20250321/aumentan-ciberataques-espana-malware-
fraude-mayores-amenazas 280728.html

55 European Commission. (2021). Proposal for a Regulation laying down harmonised rules on artificial intelligence
(Artificial Intelligence Act). https://eur-lex.europa.eu/legal-content/EN/TXT/?7uri=CELEX%3A52021PC0206
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No es sorprendente ver como la cantidad de concienciacion® de la mano de programas de
aprendizaje del uso de las nuevas tecnologias es cada vez mayor. Sin embargo, debemos recalcar
acordandonos de a quién va dirigido regulacion como el RIA, y no es precisamente al usuario
particular en riesgo de caer en “trampas” de filtraciones de datos, sino mas bien a las compaiiias o
agentes en nombre de entidades que busquen la filtracion de los datos de sus usuarios.

Quizés una idea que garantizaria mayor accesibilidad a aquellos grupos de edad (S. Tews,
comunicacion personal, 20 de febrero de 2025) con mayores factores de riesgo®’ y desproteccion
ante el desconocimiento tecnologico, seria la de habilitar entidades ya existentes, como la Oficina
de la IA en el caso de la UE para atender y gestionar denuncias por parte de la poblacion de ciber
ataques, estafas o filtracion de datos.

La geopolitica que mencionaba al inicio habla ahora de la necesidad de crear una armonizacion de
leyes para que la prevencion sea eficaz. La perspectiva pura y dura desde la UE® es que el estandar
sentado por el RIA sea de aplicacion general a todo Estado. Sin embargo, la creacion de nueva
normativa por diversos paises es a mi parecer un acierto por enriquecer a la potestad legislativa
con diversos mecanismos garantistas de derechos para el usuario.

2. Latransparencia en el Reglamento de Inteligencia Artificial (Act of [A)

El mercado interior sobre el que se sustenta la UE, mencionado en los arts. 3.3 TUE, 3 y 4 TFUE,
conforman el objetivo con el que el reglamento que entr6 en vigor el pasado junio de 2024 se creo.
En su art. 1y qué cito textualmente del preambulo del texto fundacional del TUE, menciona;

“El objetivo del presente Reglamento es mejorar el funcionamiento del mercado interior y
promover la adopcion de una inteligencia artificial (IA) centrada en el ser humano y fiable,
garantizando al mismo tiempo un elevado nivel de proteccion de la salud, la seguridad y los
derechos fundamentales consagrados en la Carta, incluidos la democracia, el Estado de Derecho y
la proteccion del medio ambiente, frente a los efectos perjudiciales de los sistemas de TA (en lo
sucesivo, «sistemas de IA») en la Uni6n asi como prestar apoyo a la innovacion.,” 3

El gran entramado de transparencia presentado en el Reglamento 2024/1689, nace de la necesidad
de controlar una serie de inteligencias que desde su nacimiento a su publicacion y en su uso,
pueden conllevar una vulneracion de los Derechos de los ciudadanos europeos. Debe quedar claro

56 ENISA. (2023). Cybersecurity awareness. Raising awareness and educating users to improve cyber resilience.
https://www.enisa.europa.eu/publications/cybersecurity-awareness-raising-awareness-and-educating-users-to-
improve-cyber-resilience

7 Tews, S. (2025, febrero 20). Securing our Digital Future: Balancing Innovation, Economic
Growth, and Cybersecurity in a Connected World. Seminario presentado como parte del
programa de seminarios externos en el Master de Integracion Europea, Universidad Autdnoma
de Barcelona.

38 European Commission. (2021). Proposal for a Regulation laying down harmonised rules on artificial intelligence
(Artificial Intelligence Act). https://eur-lex.europa.eu/legal-content/ EN/TXT/?uri=CELEX%3A52021PC0206

52 Art. 1 Reglamento (UE) 2024/1689.
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que la aplicacion del RIA sigue una naturaleza progresiva. Es decir, a cuanto mayor el riesgo,
mayor la cantidad de obligaciones que las compafiias deben llevar a cabo.

Una perspectiva comun que comparten desarrolladores, proveedores, productores y creativos de la
IA es la del uso para la educacion, el impulso educativo, la promocion personal siempre con el
objetivo de agrandar y magnificar al productor propio, al ser humano en si.

La garantia de mantenimiento de la esencia humana en todo aquello que la IA, hace, crea, retoca o
ayuda no puede dejar atras la caracteristica tnica que el humano puede darle. Una regulacion
eficiente de la IA deberia darse en un marco de colaboracion mundial aplicable a nivel practico
que permitiera realizar inspecciones, sancionar infracciones y expulsar del mercado a los
infractores.

2.1. La transparencia como herramienta de prevencion criminolédgica

Irremediablemente y porque conozco por mis estudios de Criminologia sobre como afecta la
rendicion de cuenta a la prevencion del delito, relaciono las posibles conductas delictivas con dos
teorias criminologicas.

En este caso sin embargo y observando cuan faltas de efectividad estan las sanciones propuestas
por el RIA, me lleva a plantearme como esto puede influenciar en la falta de ejemplo ante
conductas delictivas y conllevar a un aumento en estas.

La primera con la clésica teoria de la oportunidad®; donde un delincuente motivado como un
hacker, ante un objetivo adecuado como usuario en grupos sociales vulnerables (como los
mencionados por S. Tews comunicacion personal, 20 de febrero de 2025)°!, termina por delinquir
cuando existe falta de control o vigilancia, por ejemplo, ausencia de politicas de seguridad que
sean efectivas (como el problema de la efectividad en las sanciones impuestas por el RIA a Terceros
Estados no EM de la UE).

La otra, es la teoria de la asociacion diferencial > que sefiala que todo comportamiento es
aprendido, incluso el delictivo y que por ello si existiera una mayor regulacion sobre espacios
ahora alegales dentro de internet. El delincuente terminaria por aprender que el castigo existe en
primer lugar y que una educacion que replique las facilidades de las tecnologias es posible en
segundo lugar.

Respecto a los sistemas de riesgo general, se busca que existe la obligacion de informar sobre la
interaccion del sistema, pero voluntarios de ética y de cddigos de conducta.

60 Cohen, L. E., & Felson, M. (1979). Social change and crime rate trends: A routine activity
approach. American Sociological Review, 44(4), 588—608. https://doi.org/10.2307/2094589

61 Tews, S. (2025, febrero 20). Securing our Digital Future: Balancing Innovation, Economic
Growth, and Cybersecurity in a Connected World. Seminario presentado como parte del
programa de seminarios externos en el Master de Integracion Europea, Universidad Autonoma de
Barcelona.

62 Sutherland, E. H. (1947). Principles of criminology (4th ed.). Philadelphia, PA: J. B.
Lippincott Company. Disponible en: https://archive.org/details/principlesofcrim00suth
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Respecto de los sistemas de alto riesgo, se busca la obligacion de una evaluacién de conformidad,
necesidad de registrarse en la base de datos publica de la UE, presentacion de documentacion
técnica, supervision humana efectiva y obligatoria, vigilancia tras la comercializacion. %

2.2. Posibles sanciones

Se plantea la retirada del mercado si se hubieran comercializado, aviso obligatorio a las autoridades
nacionales y mitigacion de dafios.

Hablamos de 35 millones de euros o el 7% de su volumen de negocios mundial tota®*l:
Actuacion contra aquellas practicas prohibidas de uso® y comercializacion.
Si estas practicas del art. 5 RIA las lleva a cabo organismos o entidades de la Union, hablamos de
hasta 1,5 millones de euros o de hasta 500.000 euros ®si unas practicas parecidas pero no las del
art. 5 RIA se cometieran.
Por ultimo y teniendo en cuenta a los proveedores y por una cuestion tan relacionada con la
transparencia como la de presentar la informacion requerida o infringiendo los articulos anteriores
por un valor de hasta 15 millones de euros o el 3% de su volumen de negocio mundial total.®’

2.3.El rol de la Oficina de la IA

Nacida del RIA como parte de la Comision Europea, la Oficina de la A%, nace como una entidad
para:

“contribuir a la coordinacion entre las autoridades nacionales competentes responsables de
la aplicacion del RIA (...), recopilar y compartir conocimientos técnicos y reglamentarios y
mejores practicas entre los Estados miembros, ofrecer asesoramiento sobre la aplicacion del
presente Reglamento, contribuir a la armonizacion de las practicas administrativas en los Estados
miembros, emitir recomendaciones y dictamenes por escrito en relacion con cualquier asunto
pertinente relacionado con la ejecucion del presente Reglamento, apoyar a la Comision en la
promocion de la alfabetizacion en materia de IA, facilitar el desarrollo de criterios comunes,
contribuir a la cooperacion efectiva con las autoridades competentes de terceros paises, asistir a las
autoridades nacionales competentes, asistir a la Oficina de IA en el apoyo a las autoridades
nacionales competentes para el establecimiento y el desarrollo de espacios controlados de pruebas
para la IA, recibir dictamenes de los Estados miembros sobre alertas cualificadas relativas
amodelos de A de uso general y sobre las experiencias y practicas nacionales en materia de
supervision y ejecucion de los sistemas de A, en particular los sistemas que integran los modelos
de IA de uso general.”®

0 Arts. 9-14 y 60-62 Reglamento (UE) 2024/1689.
¢ Art. 99 Reglamento (UE) 2024/1689.

6 Art. 5 Reglamento (UE) 2024/1689.

% Art. 100 Reglamento (UE) 2024/1689.

7 Art. 101 Reglamento (UE) 2024/1689.

¢ Art. 64 Reglamento (UE) 2024/1689.

% Art. 66 Reglamento (UE) 2024/1689.



El reglamento de la IA y el efecto cinturén de seguridad: Quizés exista una pérdida de creatividad
en el mercado de IA con la entrada del Reglamento, pero como paso con la implementacion del
cinturén de seguridad en los vehiculos, esto aument6 la compra de vehiculos cuando estos pasaron
a ser obligatorios, quizas la demanda de sistemas de IA aumentara con el uso de las limitaciones y
regulaciones impuestas por el Reglamento, por el hecho de tratarse de sistemas de IA mas seguros
y transparentes.

Con el establecimiento del calendario de aplicacion desde la Oficina de la IA, la entrada de las
primeras restricciones sera clave para analizar el impacto de este tipo de regulacion al menos en
proveedores europeos, pero también en el resto de los competidores al tratarse de un efecto espejo
sobre los que demandan IA y la proveen.

Aunque la Oficina de IA tiene mecanismos de inspeccidn y sancidn, aplicar sanciones a empresas
fuera de la UE (como OpenAl o Baidu) sigue siendo un desafio legal.

Empresas extranjeras podrian relocalizar partes de su infraestructura fuera de la UE para evitar el
control europeo.

Si la empresa tiene sede o activos en la UE, se le puede multar o restringir su actividad facilmente.
Si la empresa solo opera desde fuera y no tiene activos en la UE, la UE puede imponer sanciones,
pero hacerlas efectivas es complicado.

La Oficina de la IA que sigue su propio marco cronoldgico de implementacion (ver Anexo 3), se
encuentra actualmente terminando los codigos de buenos précticas y esperando a los meses de
agosto de 2025 en adelante para empezar con la aplicacion de los capitulos III, V y VIII, basando
gran parte del trabajo del 2026 en la aplicacion del art. 6 RIA y 2027 a su implicacion en el
mercado. 7°

3. Larendicion de cuentas en el Reglamento de Inteligencia Artificial

Basandonos en el ultimo borrador de codigo de buenas practicas presentado en el mes de marzo
por la Oficina de la IA sobre la transparencia, debemos hablar de las obligaciones que los diversos
participantes de la creacion, soporte, fomento y uso de los sistemas de IA tienen en la UE.

Esta documentacion va dirigida a los proveedores de sistemas de IA de proposito general (y con
riesgo sistémico) y es sobre la que cual deriva una idea de formulario para que el usuario informe
sobre las caracteristicas de su sistema de IA (ver Anexo 1), hace referencia a la comprension
significativa del sistema de IA que se usara.

Esto implica que el cddigo de buenas practicas como mencionaba al inicio de este trabajo es una
vez mas una muestra de la entrega de responsabilidad al usuario.

Como pasa con las declaraciones auto responsables que mencionaba mas arriba, es el particular el
que debe rellenar el formulario que mas abajo menciono y hacerlo constar de manera ptblica ante
la Oficina de la TA.

Debemos tener en cuenta que, aunque pertenece a un marco de aplicacion mas amplio y duradero
en el tiempo, el formulario es un documento por el momento voluntario a disposicion de empresa,
proveedores y usuarios de modelos de IA para con un proceso de compromiso de las obligaciones
y principios nacidos con la Ley de la IA de junio de 2024.

70 EU Al Act. (2024). Implementation Timeline. Recuperado de,
https://artificialintelligenceact.eu/implementation-timeline/
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3.1. ;Qué se entrega y como se entrega?

Revisando dicha documentacion, encontramos un formulario (ver Anexo 1) donde el usuario entre
otras caracteristicas debe indicar en primer lugar la informacion general sobre quién provee el
modelo, que tipo de modelo y denominacion tiene.

Por otra parte, deberd indicarse las propiedades del modelo es decir qué tipo de modalidades tiene
tanto con items de entrada como de salida y que tamafio pueden tener esos items.

También debe constar el conjunto de métodos de distribucion y de licencias, es decir qué tipo de
acceso existird, por ejemplo, por suscripcion o con paquetes cerrados o si sera completamente
publico. Debera indicarse la licencia, su categoria y datos adicionales sobre los codigos de
entrenamiento y de evaluacion del modelo.

Sobre el uso mencionado en el formulario, serd necesario indicar el propodsito de la politica
aceptable sobre el uso del modelo y que tipo de soporte (software y hardware son necesarios).
Ser4 necesario, ademas, indicar que tipo de proceso de formacion ha tenido el disefio en su
capacitacion y porque se ha decidido utilizar un proceso sobre otro, indicando también los datos
utilizados para el entrenamiento, las pruebas y la validacion del sistema. En este caso es relevante
que alcance y caracteristicas deben tener los datos.

Es importante tener en cuenta ademds las medidas para detectar datos inadecuados (por ser
personales o nocivos), asi como el sesgo que puede tener la busqueda.

Como adelanta la regulacion en la Ley de la IA que mencionaba anteriormente, ademas, existe una
cantidad de calculo de referencia que deberd indicarse también en la especificacion del consumo
de energia.

Por ultimo, los proveedores con modelos de propodsito general con riesgo sistémico deberan
ademas proporcionar que tipo de limitaciones han encontrado en el desarrollo de su modelo de IA
y de qué manera se ha podido adaptar el modelo; con sus consiguientes pruebas y evaluaciones.
Los proveedores son los agentes principales encargados de presentar documentacion relativa a la
transparencia, el uso de esa documentacidon pasa por la evaluacion, documentacion y registro de
los sistemas.

3.2. Criticas

Respecto de este tercer borrador en si las exigencias con el copyright por ejemplo del contenido
extraido para la creacion de contenido a posterior, no quedan claras como en los borradores
anteriores o en el borrador respecto a copyright.

Por lo que, si lo que queremos analizar, es de alguna manera cuan en serio se toma la Oficina de
la TA la veracidad de la fuente del contenido que el usuario utiliza mediante el modelo de IA, muy
probablemente lleguemos a la conclusion de que no es una prioridad para esta fase de definicion
e informacioén del sistema de 1A para el usuario.

Sin embargo, la critica generalizada y en la que me gustaria también basarme es en el que si bien
el RIA, habla de la transparencia como principio, no lo hace de manera homogénea (ante todos los
sistemas de A de igual manera) ni con la misma intensidad (obligacién de registrar, pero no de
evaluar, por ejemplo).

Esto deja lagunas a los sistemas de IA que pasan desapercibidos, los de bajo riesgo, que no son ni
mencionados en el RIA, pero si son implicitamente tratados.

Por otra parte, la falta de trato del RIA hacia el usuario particular que, en sus consultas, pueda
terminar vulnerando posibles derechos fundamentales, en parte también debido a la baja formacion
sobre las consultas o promts de los sistemas.



La falta de formacion en usuarios y claridad en los documentos burocraticos implica un sinsentido
de formalidades que carece de 16gica y finalidad objetivamente razonable.

Por ultimo, pero no por ello menos relevante la incoherencia en la obligacion estricta de por
ejemplo tener un representante legal dentro de la UE, pero no la obligacién de que tenga activos
suficientes para que las sanciones se puedan hacer efectivas. Frente a por ejemplo lo laxos que
pueden llegar a ser los codigos de conducta cuando las tareas de informacién por parte de
determinados agentes son voluntarios.



Conclusiones

La Unién Europea tiene ante si un reto importante: apostar mas en innovacion y desarrollos de
sistemas [A. De nada sirve despuntar en regulacion juridica si €sta no estd al servicio de una
soberania europea tecnologica real. A pesar de que despuntan paises como Francia y Alemania
con diversas empresas desarrolladoras de sistemas de IA (tanto de cddigo abierto como de codigo
cerrado), hace falta una apuesta mas global en este sentido en el conjunto de la Union.

Paises como China, que lleva utilizando los sistemas de IA desde hace varios afios en las tareas
mas diversas, pero también en su reciente creacion de las “Medidas Provisionales para la Gestion
de Servicios de TA Generativa” y también “Regulaciones para la Gestion de Recomendaciones
Algoritmicas en Servicios de Internet" son un claro ejemplo de esta apuesta real por la innovacion
y el desarrollo en IA.

De forma parecida, Estados Unidos, que como sabemos carece de regulacion federal al no ser
competencia constitucional federal, pero que, con las leyes de California sobre proteccion de datos
y transparencia, parecid estrenarse en el terreno en 2018. En este caso, el desarrollo viene de la
mano de grandes empresas con sede en Estados Unidos, que ademads sirven como servidores a
empresas de paises de la UE.

En cuanto a aspectos positivos destacables, la Union Europea es capaz de encontrar espacio fisico
donde instalar hardware, instrumento material soporte de sistema de IA software, que no es un
tema menor. Espacio que ahora mismo es moneda de cambio en la geopolitica europea y que
coloca a Espafia en una buena posicion de cara a futuro con competidores como Rumania o Polonia
para establecer los ya conocidos como data centres.

Sobre la transparencia, a pesar de las incertidumbres sobre las consecuencias de una eventual
opacidad en los sistemas de 1A, es de esperar que cuando se adopte definitivamente el codigo de
practicas del RIA, éste sea util a proveedores, responsables de despliegue y usuarios. Con todo,
hablar de transparencia en el uso de la IA deberia ir un paso mas alld de la adopcion de una
regulacion como el RIA que, aunque siendo novedoso al establecer categorias y sobre todo
sanciones a los sistemas de IA, no nos permite conocer qué tipo de alcance van a tener las
obligaciones exigibles a compaiias de terceros estados no miembros de la UE, especialmente si
no tienen sede en territorio de la UE, por falta de cooperacion internacional en la efectividad de
sanciones principalmente econdmicas.

En relacion a la rendicion de cuentas, el papel del compliance en el uso de formularios como los
establecidos en el ultimo informe de la nueva Oficina de la A, de la Comision Europea, puede
darnos una idea de cudl sera la comunicacion necesaria que deba hacerse por parte del creador de
sistemas de IA, pero el papel del usuario de a pie de estos sistemas queda todavia por
determinar. En este sentido, se vuelve a insistir en la importancia de que se adopte un Codigo de
practicas que aporte claridad

Un punto de inflexion va a ser, sin duda, la educacién que deberia abordar en alguin momento de
la carrera curricular el conocimiento basico de los sistemas de IA y como puede ser exigible la
transparencia y rendicion de cuentas. Esta debe garantizar a su vez el espiritu critico y mediante la
lectura logre formar en conocimiento al alumnado del futuro mas cercano.



Una apuesta en la educacion digital, y sobre la IA, reduciria el riesgo de que agentes o personas
individuales de fines malintencionados, usen la IA para aprovecharse del desconocimiento de una
herramienta que es todavia hoy desconocida. A su vez, la Union ha de trabajar factores de
proteccion para prevenir la conducta delictiva mediante politicas de seguridad tecnologica. Falta
también una gran especializacion académica en el ambito de la [A, que la conozca y sepa de qué
manera puede no ser del todo objetiva o como puede ser limitante a las politicas de seguridad.

En efecto, la IA promete ser una herramienta de provecho para el futuro evitando lagunas en las
consultas y los promts. Los limites en su alcance han sido establecidos de manera efectiva por el
RIA, siendo pionero y exitoso no solo en la UE, sino también como referente a nivel global. Sin
embargo hay que hacerlo efectivo con medidas y, puntualmente, sanciones, exigibles a aquellos
proveedores o responsables de despliegue que puedan vulnerar con la puesta en practica de los
sistemas de IA los derechos de las personas.

Es primordial, seguir trabajando para que los sistemas de IA sean transparentes y seguros sin
perjudicar la innovacién y la competitividad jGran reto!

Es tarea de los europeos velar por una Unidon Europea segura en todos sus aspectos y en esta
novedosa competencia como es la Inteligencia Artificial para que no se queda atrés. Es inaceptable
deber elegir entre progreso o proteccion.
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will begin to apply gradually over time.

Member States: Deadline for Member States to identify
and publicly list the authorities / bodies responsible for
fundamental rights protection, and to notify the
Commission and other Member States.

Application: Prohibitions on certain Al systems and
requirements on Al literacy start to apply (Chapter 1

Commission: Codes of practice shall be ready by this
date.

Content

Related Al Act

Content

Article 77(2)

Related Al Act

Content

Article 113(a)

Related Al Act

Content




YOU ARE HERE

Date

2 August 2025

Date

2 August 2025

Date

2 August 2025 (and
every two years
thereafter)

Date

2 August 2025

Date

2 August 2025 (based
on date of application
of Articles on
‘Penalties’)

Date

2 August 2025

Date
2 August 2025 (and
every year thercafter)

2026

Date

2 February 2026

Date

2 August 2026

Application: The following rules start to apply:
* Notified bodies (Chapter II1, Section 4),

* GPAI models (Chapter V),

* Governance (Chapter VII),

» Confidentiality (A
* Penalties (Articles 99

Providers: Providers of GPAI models that have been
placed on the market / put into service before this date
need to be compliant with the Al Act by 2 August 2027.

Member States: Deadline for Member States to report to
the Commission on the status of the financial and
human resources of the national competent authorities.

Member States: Deadline for Member States to

desi; ional p authorities (notifying
authorities and market surveillance authorities),
communicate them to the Commission, and make their
contact details publicly available.

Member States: Deadline for Member States to lay
down rules for penalties and fines, notify them to the
Commission, and ensure that they are properly
implemented.

Commission: (If code of practice cannot be finalised, or if
the Al Office deems it is not adequate) Commission may
provide rules for the impl ion of the
obligations for providers of GPAI models via
implementing acts.

Commission: Deadline for annual Commission review

. q R
and onp

Commission: Deadline for Commission to provide
guidelines specifying the practical implementation of
including post-market monitoring plan.

Application: The remainder of the Al Act starts to apply,
except Article 6(1).

Related Al Act
Content

Related Al Act

Content
Article 111(3)

Related Al Act
Content

Related Al Act
Content

Related Al Act
Content

Related Al Act
Content

Related Al Act

Content

Related Al Act
Content
Articles 6(5), 72(3)

Related AT Act

Content




Date

2 August 2026

Date

2 August 2026

2027

Date

2 August 2027

Date

2 August 2027

Date

2 August 2027

Date

2 August 2027

2028

Date

2 August 2028

Date
2 August 2028 (and
every three years

thereafter)

Total: 12.345 palabras

Operators: This Regulation shall apply to operators of
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